Changelog finAPIl Access V1 (deprecated) 2022.42.1 » finAPI Access V2 2022.42.1

» Questions on these changes? Please let us know: support@finapi.io

New Type: RevokeTokenParams

Changes in Service:

POST /api/v*/payments/submit

Changes in Service:

POST /oauth/token -> POST /api/v*/oauth/token

Changes in Service:

POST /oauth/revoke -> POST /api/v*/oauth/revoke

Changes in Service:

POST /api/v*/bankConnections/update

Changes in Service:

POST /api/v*/bankConnections/import

Changes in Service:

POST /api/v*/bankConnections/connectinterface

Changes in Service:

GET /api/v*/transactions

Changes in Service:

DELETE /api/v*/transactions

Changes in Service:

PATCH /api/v*/bankConnections/{id}

Changes in Service:

PATCH /api/v*/accounts/{id}

Changes in Service:

GET /api/v*/mandatorAdmin/getUserList

Changes in Service:

GET /api/v*/categories/cashFlows

Changes in Service:

GET /api/v*/banks

Changes in Service:

GET /api/v*/accounts

Changes in Service:

GET /api/v*/accounts/dailyBalances

Changes in Service:

DELETE /api/v*/bankConnections/{id}/aisConsent

Changes in Type:

AccessToken

Changes in Type:

Account

Changes in Type:

Accountinterface

Changes in Type:

AccountParams

Changes in Type:

Bank

Changes in Type:

BankConnection

Changes in Type:

BankConnectioninterface

Changes in Type:

BankConnectionOwner
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Changes in Type:

BankConsent

Changes in Type:

BankInterface

Changes in Type:

CashFlow

Changes in Type:

CategorizationCheckResult

Changes in Type:

Category

Changes in Type:

ClientConfiguration

Changes in Type:

ClientConfigurationParams

Changes in Type:

ConnectlnterfaceParams

Changes in Type:

CreateDirectDebitParams

Changes in Type:

CreateMoneyTransferParams

Changes in Type:

CreateStandingOrderParams

Changes in Type:

DailyBalance

Changes in Type:

DailyBalancelList

Changes in Type:

DirectDebitOrderParams

Changes in Type:

EditBankConnectionParams

Changes in Type:

EditTppCredentialParams

Changes in Type:

ErrorDetails

Changes in Type:

ErrorMessage

Changes in Type:

IbanRule

Changes in Type:

ImportBankConnectionParams

Changes in Type:

KeywordRule

Changes in Type:

LoginCredentialResource

Changes in Type:

MockBankConnectionUpdate

Changes in Type:

MultiStepAuthenticationChallenge

Changes in Type:

NewTransaction

Changes in Type:

NotificationRule

Changes in Type:

PasswordChangingResource

Changes in Type:

Payment

Changes in Type:

PaypalTransactionData




Changes in Type:

RemovelnterfaceParams

Changes in Type:

Security

Changes in Type:

StandingOrder

Changes in Type:

SubmitPaymentParams

Changes in Type:

SubmitStandingOrderParams

Changes in Type:

TppCertificate

Changes in Type:

TppCertificateParams

Changes in Type:

TppCredentials

Changes in Type:

TppCredentialsParams

Changes in Type:

Transaction

Changes in Type:

TwoStepProcedure

Changes in Type:

UpdateBankConnectionParams

Changes in Type:

UpdateResult

Changes in Type:

User

Changes in Type:

Userinfo

Removed Service:

POST /api/v*/accounts/requestSepaMoneyTransfer

Removed Service:

POST /api/v*/accounts/requestSepaDirectDebit

Removed Service:

POST /api/v*/accounts/executeSepaMoneyTransfer

Removed Service:

POST /api/v*/accounts/executeSepaDirectDebit

Removed Service:

GET /api/v*/transactions/{ids}

Removed Service:

PATCH /api/v*/transactions/{ids}

Removed Service:

GET /api/v*/webForms/{id}

Removed Service:

GET /apilv*/securities/{ids}

Removed Service:

GET /api/v*/labels/{ids}

Removed Service:

GET /api/v*/categories/{ids}

Removed Service:

GET /api/v*/banks/{ids}

Removed Service:

GET /api/v*/bankConnections/{ids}

Removed Service:

GET /api/v*/accounts/{ids}

Removed Type: BankList




Removed Type:

CategoryList

Removed Type:

ClearingAccountData

Removed Type:

DirectDebitOrderingResponse

Removed Type:

ExecuteSepaDirectDebitParams

Removed Type:

ExecuteSepaMoneyTransferParams

Removed Type:

LabelList

Removed Type:

MoneyTransferOrderingResponse

Removed Type:

PaymentExecutionResponse

Removed Type:

RequestSepaDirectDebitParams

Removed Type:

RequestSepaMoneyTransferParams

Removed Type:

SecurityList

Removed Type:

SingleDirectDebitData

Removed Type:

SingleMoneyTransferRecipientData

Removed Type:

SupportedDataSource

Removed Type:

SupportedOrder

Removed Type:

TransactionList

Removed Type:

WebForm

Removed Type:

WebFormMode

Removed Type:

WebFormStatus




New Type: RevokeTokenPar ans

Occurs in the following services:

POST /oaut h/revoke -> POST /api/v*/oauth/revoke

"token" : string,

"token_type_hint"

/1 The token that the client wants to get revoked [required]

string // A hint about the type of the token subnmitted for

revocation [optional] Possible val ues:

["access_t oken", "refresh_t oken"]




Changes in Service: POST /api/v*/ paynent s/ subnit

» See in the API docs

V1 2022.42.1

V2 2022.42.1

APl Name: "Submit payment" / SDK Method: submitPayment

To use this service PIS must be enabled by our customer support for your client.

If you are unlicensed, or licensed but using finAPI's Web Form, this endpoint is not relevant to
you. The workflow has been simplified. Please use the endpoint <a
href="?product=web_form_2.0#tag--Payment-Initiation-Services' target="_blank'>here</a> to

initiate (create and also submit) payments (money transfers + direct debits)!

Submit a payment to the bank which was previously created with either the

createMoneyTransfer or createDirectDebit service.

Before you submit the payment, please check that the given bank interface supports the
required payment capabilities, otherwise the payment could get rejected.

If the account has been imported via finAPI, then you could check the capabilities on the
account level. Please refer to the field Accountinterface.capabilities.

In case the payment is initiated from a given IBAN, please refer to the field
BankiInterface.paymentCapabilities to be sure the payment type you are creating is currently

supported by the bank.

Usually banks require a multi-step authentication to authorize the payment. In this case, Gl
R ECeSIeauSEal the service will respond with HTTP code 510 and an
error object containing a multiStepAuthentication object which describes the necessary next
authentication steps. You must then retry the service call, passing the same arguments plus
an additional 'multiStepAuthentication' element.

Please refer to the description of the HTTP 510 error code below and the documentation of

the 'MultiStepAuthenticationCallback' response object for details.

APl Name: "Submit payment" / SDK Method: submitPayment

To use this service PIS must be enabled by our customer support for your client.

If you are unlicensed, or licensed but using finAPI's Web Form, this endpoint is not relevant to
you. The workflow has been simplified. Please use the endpoint <a
href="?product=web_form_2.0#tag--Payment-Initiation-Services' target="_blank'>here</a> to

initiate (create and also submit) payments (money transfers + direct debits)!

Submit a payment to the bank which was previously created with either the

createMoneyTransfer or createDirectDebit service.

Before you submit the payment, please check that the given bank interface supports the
required payment capabilities, otherwise the payment could get rejected.

If the account has been imported via finAPI, then you could check the capabilities on the
account level. Please refer to the field Accountinterface.capabilities.

In case the payment is initiated from a given IBAN, please refer to the field
BanklInterface.paymentCapabilities to be sure the payment type you are creating is currently

supported by the bank.

Usually banks require a multi-step authentication to authorize the payment. In this case, the
service will respond with HTTP code 510 and an error object containing a
multiStepAuthentication object which describes the necessary next authentication steps. You
must then retry the service call, passing the same arguments plus an additional
‘multiStepAuthentication’ element.

Please refer to the description of the HTTP 510 error code below and the documentation of

the 'MultiStepAuthenticationCallback' response object for details.



https://sandbox.finapi.io/#post-/api/v*/payments/submit

V1 2022.42.1

V2 2022.42.1

ATTENTION: For XS2A interface additional headers must be included in the request if the
end user is involved. Please refer to the <a href="#general-user-metadata'>User
metadata</a> section under 'General Information' of the APl documentation.

<No changes in Parameter list>

Responses:

422 ILLEGAL_ENTITY_STATE:<br/> - if finAPI supports only web scraping for the bank, but
web scraping is disabled for the client;<br/> - if not all login fields required by the bank

connection interface are provided;<br/> - if the given interface doesn't exist for the account or

ATTENTION: For XS2A interface additional headers must be included in the request if the
end user is involved. Please refer to the <a href="#general-user-metadata’>User

metadata</a> section under 'General Information' of the APl documentation.

<No changes in Parameter list>

Responses:

422 ILLEGAL_ENTITY_STATE:<br/> - if finAPI supports only web scraping for the bank, but
web scraping is disabled for the client;<br/> - if not all login fields required by the bank
connection interface are provided;<br/> - if the given interface doesn't exist for the account or
has deprecated status;<br/>ILLEGAL_FIELD_VALUE:<br/> - if 'redirectUrl' is not given, but
the bank connection's interface has the REDIRECT_APPROACH property set;<br/> - if
‘redirectUrl' is given, but the bank connection's interface doesn't have the
REDIRECT_APPROACH property set;<br/>ILLEGAL_ENTITY_STATE:<br/> - if the mandator
is not configured correctly to use this service. Please contact our supporZbi/==ifithe
payment is in a status that does not support the given reques
t;<br/’>UNSUPPORTED_ORDER:<br/> - if the given interface doesn't have the required
capabilities to submit the payment; or if the payment relates to a bank that is unknown or not
available to you.<br/’>UNSUPPORTED_FEATURE:<br/> - if the bank rejects the payment
because it requires a feature that the bank does not support (e.g.
FUTURE_DATED_PAYMENT);<br/>BANK_SERVER_REJECTION:<br/>- if the bank rejects
the payment for an unexpected/unknown reason;<br/>NO_EXISTING_CHALLENGE in case
the 'multiStepAuthentication.challengeResponse’ field was set, but there is no pending
challenge;<br/>

returns: ErrorMessage

Example Definition: http422ResponseExample

Headers:




V1 2022.42.1

V2 2022.42.1

has deprecated status;<br/>ILLEGAL_FIELD_VALUE:<br/> - if 'redirectUrl' is not given, but
the bank connection's interface has the REDIRECT_APPROACH property set;<br/> - if
'redirectUrl' is given, but the bank connection's interface doesn't have the
REDIRECT_APPROACH property setigiiiciEEoiiosSuses
;<br/>ILLEGAL_ENTITY_STATE:<br/> - if the mandator is not configured correctly to use this
service. Please contact our support;<br/>UNSUPPORTED_ORDER:<br/> - if the given
interface doesn't have the required capabilities to submit the payment; or if the payment
relates to a bank that is unknown or not available to
you.<br/>UNSUPPORTED_FEATURE:<br/> - if the bank rejects the payment because it
requires a feature that the bank does not support (e.g.
FUTURE_DATED_PAYMENT);<br/>BANK_SERVER_REJECTION:<br/>- if the bank rejects
the payment for an unexpected/unknown reason;<br/>NO_EXISTING_CHALLENGE in case
the 'multiStepAuthentication.challengeResponse' field was set, but there is no pending
challenge;<br/>
returns: ErrorMessage
Example Definition: http422ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in

case you didn't pass a request ID.

<No other changes in Responses>

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in

case you didn't pass a request ID.

<No other changes in Responses>




Changes in Service: POST /oaut h/t oken -> POST /api/v*/oauth/token

» See in the API docs

V1 2022.42.1

V2 2022.42.1

API Name: "Get tokens" / SDK Method: getToken

finAPI implements the OAuth 2.0 Standard for authorizing applications and users within
applications. OAuth uses the terminology of clients and users. A client represents an
application that calls finAPI services. A service call might be in the context of a user of the
client (e.g.: getting a user's bank connections), or outside any user context (e.g.: editing your
client's configuration, or creating a new user for your client). In any case, every service call
must be authorized by an access_token. This service can be used to get such an
access_token, for either one of the client's users, or for the client itself. Also, this service can
be used to refresh the access_token of a user that has previously requested an

access_token.

To get a token, you must always pass a valid client identifier and client secret (=client
credentials). You can get free client credentials for the sandbox <a
href="http://www.finapi.io/jetzt-testen/' target="_blank'>here</a>. Alternatively, you can also

contact us at <a href="mailto:support@finapi.io'>support@finapi.io</a>.

The authorization process is similar for both a user within a client, and for the client itself:
- To authorize a client (i.e. application), use <code>grant_type=client_credentials</code>
- To authorize a user, use <code>grant_type=password</code>
If the given parameters are valid, the service will respond with the authorization data.
Here is an example of a response when authorizing a user:
{
"access_token™:
"yvMbx_TgwdYEOhgOVb8N4ZOvxOukgfizYOGRZcJiCjQURGKVIBfjjV3YG4zKTGiY2aPn2cQ
TGaQOT8uo5uo7_QOXts1s5UBSVURHc6a8X30RrGBTyqV9h26SUHCZPNbZ",

"token_type": "bearer",

API Name: "Get tokens" / SDK Method: getToken

finAPI implements the OAuth 2.0 Standard for authorizing applications and users within
applications. OAuth uses the terminology of clients and users. A client represents an
application that calls finAPI services. A service call might be in the context of a user of the
client (e.g.: getting a user's bank connections), or outside any user context (e.g.: editing your
client's configuration, or creating a new user for your client). In any case, every service call
must be authorized by an access_token. This service can be used to get such an
access_token, for either one of the client's users, or for the client itself. Also, this service can
be used to refresh the access_token of a user that has previously requested an

access_token.

To get a token, you must always pass a valid client identifier and client secret (=client
credentials). You can get free client credentials for the sandbox <a
href="http://www.finapi.io/jetzt-testen/' target="_blank'>here</a>. Alternatively, you can also

contact us at <a href="mailto:support@finapi.io">support@finapi.io</a>.

The authorization process is similar for both a user within a client, and for the client itself:

- To authorize a client (i.e. application), use <code>grant_type=client_credentials</code>

- To authorize a user, use <code>grant_type=password</code>NOTEIThe'Content=Typeof

the request must be set to ‘application/x-www-form-urlencoded'

If the given parameters are valid, the service will respond with the authorization data.

Here is an example of a response when authorizing a user:

{
"access_token":

"ywMbx_TgwdYEOhgOVb8N4Z0OvxOukgfizYOGRZcJiCjQURGkVIBfjjV3YG4zKTGiY2aPn2cQ

TGaQOT8uo5u07_QOXts1s5UBSVURHc6a8X30RrGBTyqVOh26SUHCcZPNbZ",



https://sandbox.finapi.io/#post-/oauth/token -> POST /api/v*/oauth/token

V1 2022.42.1

V2 2022.42.1

"refresh_token":
"0b9Kj|iBVIZLz7a4HshSAIcFuscStiXT1VzT5mgNYwCQ_dWctTDsaljedAhD1LpsOFJ7x6K8EmM
f8M3VOQkwNFRIFHIjALYSQw2UeRWAC2MvrOKwfF1dHMOQ5VEVYEaGf6",

"expires_in": 3600,

"scope™: "all"

—

Use the returned access_token for other service calls by sending it in a ‘Authorization' header,
with the word 'Bearer' in front of the token. Like this:

Authorization: Bearer
yvMbx_TgwdYEOhgOVb8N4ZOvxOukgfizYOGRZcJiCjQURGKVIBfjjV3YG4zKTGiY2aPn2cQT
GaQOT8uo5u07_QOXts1s5UBSVURHc6a8X30RrGBTyqV9h26SUHCcZPNbZ

By default, the access tokens have an expiration time of one hour (however, you can change
this via the service PATCH /clientConfiguration). If a token has expired, then using the token
for a service call will result in a HTTP code 401. To restore access you can simply get a new
token (as it is described above) or use <code>grant_type=refresh_token</code> (which works
for user-related tokens only). In the latter case you just have to pass the previously received
<code>refresh_token</code> for the user.

If explicit user verification is required (the 'isUserAutoVerificationEnabled' flag in the client
configuration is set to false, see Client Configuration) and the user that you want to authorize
is not yet verified by the client (see Verify a User), then the service will respond with HTTP
code 403. If the user is locked (see 'maxUserLoginAttempts' in the Client Configuration), the
service will respond with HTTP code 423.

If the current role has no privileges to call a certain service (e.g. if a user tries to create a new
user, or if a client tries to access user data outside of any user context), then the request will
fail with the HTTP code 403.

"token_type": "bearer",

"refresh_token":
"0b9Kj|iBVIZLz7ad4HshSAIcFuscStiXT1VzT5mgNYwCQ_dWctTDsaljedAhD1LpsOFJ7x6K8EmM
f8M3VOQkwNFRIOFHIiJALY SQw2UeRWAC2MvrOKwfF1dHMOQ5VEVYEaGf6",

"expires_in": 3600,

"scope™; "all"

Use the returned access_token for other service calls by sending it in a 'Authorization' header,
with the word 'Bearer' in front of the token. Like this:

Authorization: Bearer
yvMbx_TgwdYEOhgOVb8N4ZOvxOukqgfizYOGRZcJiCjQURGKVIBfjjV3YG4zKTGiY2aPn2cQT
GaQOT8uo5uo07_QOXts1s5UBSVURHc6a8X30RrGBTyqV9h26SUHcZPNbZ

By default, the access tokens have an expiration time of one hour (however, you can change
this via the service PATCH /clientConfiguration). If a token has expired, then using the token
for a service call will result in a HTTP code 401. To restore access you can simply get a new
token (as it is described above) or use <code>grant_type=refresh_token</code> (which works
for user-related tokens only). In the latter case you just have to pass the previously received
<code>refresh_token</code> for the user.

If explicit user verification is required (the 'isUserAutoVerificationEnabled' flag in the client
configuration is set to false, see Client Configuration) and the user that you want to authorize
is not yet verified by the client (see Verify a User), then the service will respond with HTTP
code 403. If the user is locked (see 'maxUserLoginAttempts' in the Client Configuration), the
service will respond with HTTP code 423.

If the current role has no privileges to call a certain service (e.qg. if a user tries to create a new
user, or if a client tries to access user data outside of any user context), then the request will
fail with the HTTP code 403.

You should use this service only when you actually need a new token. As long as a token
exists and has not expired, the service will always return the same token for the same

credentials. Calling this service repeatedly with the same credentials contradicts the idea




V1 2022.42.1

V2 2022.42.1

H@You should use this service only when you actually need a new token. As long as a token
exists and has not expired, the service will always return the same token for the same
credentials. Calling this service repeatedly with the same credentials contradicts the idea
behind the tokens in OAuth, and will have a negative impact on the performance of your
application. So instead of retrieving the same tokens over and over with this service, you
should cache the tokens and re-use them as long as they have not expired - or at least as
long as you're using the same tokens repeatedly, e.g. for the time of an active user session in

your application.

<No changes in Parameter list>

<No changes in Responses>

behind the tokens in OAuth, and will have a negative impact on the performance of your
application. So instead of retrieving the same tokens over and over with this service, you
should cache the tokens and re-use them as long as they have not expired - or at least as
long as you're using the same tokens repeatedly, e.g. for the time of an active user session in

your application.

<No changes in Parameter list>

<No changes in Responses>




Changes in Service: POST /oaut h/ revoke -> POST /api/v*/oauth/revoke

» See in the API docs

V1 2022.42.1

V2 2022.42.1

APl Name: "Revoke a token" / SDK Method: revokeToken

An additional endpoint for the OAuth 2.0 Standard, which allows clients to notify finAPI that a
previously obtained refresh_token or access_token is no longer required. A successful
request will invalidate the given token. The revocation of a particular token may also cause
the revocation of related tokens and the underlying authorization grant. For
token_type_hint=access_token finAPI will invalidate only the given access_token. For
token_type_hint=refresh_token, finAPI will invalidate the refresh token and all access tokens
based on the same authorization grant. If the token_type_hint is not defined, finAPI will revoke

all access and refresh tokens (if applicable) that are based on the same authorization grant.

Note that the service responds with HTTP status code 200 both if the token has been revoked

successfully, and if the client submitted an invalid token.
Note also that the client's access_token is required to authenticate the revocation.
Here is an example of how to revoke a user's refresh_token (and therefore also his access

tokens):Authorization: Bearer {client_access_token}

POST /oauth/revoketoken={refresh_token}&token_type_hint=refresh_tokenParameters:

<No other changes in Parameter list>

API| Name: "Revoke a token" / SDK Method: revokeToken

An additional endpoint for the OAuth 2.0 Standard, which allows clients to notify finAPI that a
previously obtained refresh_token or access_token is no longer required. A successful
request will invalidate the given token. The revocation of a particular token may also cause
the revocation of related tokens and the underlying authorization grant. For
token_type_hint=access_token finAPI will invalidate only the given access_token. For
token_type_hint=refresh_token, finAPI will invalidate the refresh token and all access tokens
based on the same authorization grant. If the token_type_hint is not defined, finAPI will revoke

all access and refresh tokens (if applicable) that are based on the same authorization grant.

Note that the service responds with HTTP status code 200 both if the token has been revoked

successfully, and if the client submitted an invalid token.

Note also that the client's access_token is required to authenticate the revocation.

Here is an example of how to revoke a user's refresh_token (and therefore also his access
tokens):Authorization: Bearer {client_access_token}

Content-Type: application/x-www-form-urlencoded

POST /oauth/revoketoken={refresh_token}&token_type_hint=refresh_token

NOTE: The Content-Type of the request must be set to ‘application/x-www-form-urlencoded'

Parameters:

body : RevokeTokenParams (required)

<No other changes in Parameter list>



https://sandbox.finapi.io/#post-/oauth/revoke -> POST /api/v*/oauth/revoke

<No changes in Responses> <No changes in Responses>




Changes in Service: POST [/ api/ v*/ bankConnecti ons/ updat e

» See in the API docs

V1 2022.42.1

V2 2022.42.1

APl Name: "Update a bank connection" / SDK Method: updateBankConnection

If you are unlicensed, or licensed but using finAPI's Web Form, this endpoint is not relevant to
you. Instead, please refer to the endpoint <a href="?product=web_form_2.0#post-

/apiltasks/backgroundUpdate' target="_blank'>here</a>.

Update an existing bank connection of the user that is authorized by the access_token.
Downloads and imports the current account balances and new transactions. Note that if the
bank connection has several interfaces and some of its accounts was previously imported or
updated via an interface which have higher priority than the interface used in the current
update, then balances and transactions will not be downloaded for such accounts (The XS2A
interface has the highest priority, followed by FINTS_SERVER and finally WEB_SCRAPER).
Must pass the connection's identifier and the user's access_token. For more information about
the processes of authentication, data download and transaction categorization, see POST
/bankConnections/import. Note that supported two-step-procedures are updated as well. It
may unset the current default two-step-procedure of the given bank connection (but only if this
procedure is not supported anymore by the bank). You can also update the "demo
connection” (in this case, secret login credentials and the fields 'importNewAccounts' and

'skipPositionsDownload' will be ignored).

Note that you cannot trigger an update of a bank connection as long as there is still a

previously triggered update running.

For a more in-depth understanding of the update process, please also read this page on our
Access Public Documentation: <a href="https://documentation.finapi.io/access/Post-
Processing-of-Bank-Account-Import%2FUpdate.2766405656.html' target="_blank'>Post

Processing of Bank Account Import/Update</a>

APl Name: "Update a bank connection" / SDK Method: updateBankConnection

If you are unlicensed, or licensed but using finAPI's Web Form, this endpoint is not relevant to
you. Instead, please refer to the endpoint <a href="?product=web_form_2.0#post-

/apiltasks/backgroundUpdate' target="_blank'>here</a>.

Update an existing bank connection of the user that is authorized by the access_token.
Downloads and imports the current account balances and new transactions. Note that if the
bank connection has several interfaces and some of its accounts was previously imported or
updated via an interface which have higher priority than the interface used in the current
update, then balances and transactions will not be downloaded for such accounts (The XS2A
interface has the highest priority, followed by FINTS_SERVER and finally WEB_SCRAPER).
Must pass the connection's identifier and the user's access_token. For more information about
the processes of authentication, data download and transaction categorization, see POST
/bankConnections/import. Note that supported two-step-procedures are updated as well. It
may unset the current default two-step-procedure of the given bank connection (but only if this
procedure is not supported anymore by the bank). You can also update the "demo
connection” (in this case, secret login credentials and the fields 'importNewAccounts' and

'skipPositionsDownload' will be ignored).

Note that you cannot trigger an update of a bank connection as long as there is still a

previously triggered update running.

For a more in-depth understanding of the update process, please also read this page on our
Access Public Documentation: <a href="https://documentation.finapi.io/access/Post-
Processing-of-Bank-Account-Import%2FUpdate.2766405656.html' target="_blank'>Post

Processing of Bank Account Import/Update</a>



https://sandbox.finapi.io/#post-/api/v*/bankConnections/update

V1 2022.42.1

V2 2022.42.1

ATTENTION:<ul><li>For XS2A interface additional headers must be included in the request if
the end user is involved. Please refer to the <a href="#general-user-metadata'>User
metadata</a> section under 'General Information' of the API documentation.</li><li>Due to
bank-side changes we have been forced to limit the transactions download range to 89 days,
to reduce the risk of strong customer authentication (SCA) requests.

Now any update of a bank connection will fetch at most the last three months of transactions

ATTENTION:<ul><li>For XS2A interface additional headers must be included in the request if
the end user is involved. Please refer to the <a href="#general-user-metadata'>User
metadata</a> section under 'General Information' of the API documentation.</li><li>Due to
bank-side changes we have been forced to limit the transactions download range to 89 days,
to reduce the risk of strong customer authentication (SCA) requests.

Now any update of a bank connection will fetch at most the last three months of transactions
per account. If the last successful update was more than 3 months ago, an adjusting entry

(‘Zwischensaldo' transaction) might be created.</li></ul>

<No changes in Parameter list>

Responses:

422 MISSING_FIELD if the credentials (stored in finAPI and provided in the request) do not
contain at least one non-secret and one secret field;<br/>ILLEGAL_FIELD_VALUE:<br/> - if
any of the specified credentials contain illegal characters;<br/> - if you tried to update a bank
connection with an invalid credential label;<br/> - if the bank connection's credentials were
tried to be changed, but the new credentials are equal to the credentials of another existing
bank connection of the same bank;<br/> - if the given 'accountReferences' contain a wrong
IBAN;<br/> - if 'redirectUrl' is not given, but the bank connection has the
REDIRECT_APPROACH property set:<br/>ILLEGAL_ENTITY_STATE:<br/> - if finAPI
supports only web scraping for the bank, but web scraping is disabled for the client;<br/> - if
the mandator is not configured correctly to use this service. Please contact our support;<br/>f
if importNewAccounts' was set to true, but the bank connection interface’s 'aisConsent’ has
[SupportsimportNewAccounts SetitofalSe;<br/iSBANK_SERVER_REJECTION if the bank

server responded with an error message when finAPI tried to retrieve the user's data. The
response's error message typically contains useful information from the bank (like that the
given login credentials were not correct or that the connection is not activated for online
banking) and may be forwarded to the user;<br/>NO_EXISTING_CHALLENGE in case the

'multiStepAuthentication.challengeResponse’ field was set, but there is no pending




V1 2022.42.1

V2 2022.42.1

422 MISSING_FIELD if the credentials (stored in finAPI and provided in the request) do not
contain at least one non-secret and one secret field;<br/>ILLEGAL_FIELD_VALUE:<br/> - if
any of the specified credentials contain illegal characters;<br/> - if you tried to update a bank
connection with an invalid credential label;<br/> - if the bank connection's credentials were
tried to be changed, but the new credentials are equal to the credentials of another existing
bank connection of the same bank;<br/> - if the given ‘accountReferences' contain a wrong
IBAN;<br/> - if 'redirectUrl' is not given, but the bank connection has the
REDIRECT_APPROACH property set;<br/>ILLEGAL_ENTITY_STATE:<br/> - if finAPI
supports only web scraping for the bank, but web scraping is disabled for the client;<br/> - if
the mandator is not configured correctly to use this service. Please contact our
support;<br/>BANK_SERVER_REJECTION if the bank server responded with an error
message when finAPI tried to retrieve the user's data. The response's error message typically
contains useful information from the bank (like that the given login credentials were not correct
or that the connection is not activated for online banking) and may be forwarded to the
user;<br/>NO_EXISTING_CHALLENGE in case the
'multiStepAuthentication.challengeResponse’ field was set, but there is no pending
challenge;<br/>INVALID_CONSENT if access data of the bank connection has already
expired. Please retry the call to request a new consent.
returns: ErrorMessage
Example Definition: http422ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in

case you didn't pass a request ID.

<No other changes in Responses>

challenge;<br/>INVALID_CONSENT if access data of the bank connection has already
expired. Please retry the call to request a new consent.
returns: ErrorMessage
Example Definition: http422ResponseExample
Headers:
X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in

case you didn't pass a request ID.

<No other changes in Responses>




Changes in Service: POST [/ api/v*/ bankConnecti ons/i nport

» See in the API docs

V1 2022.42.1

V2 2022.42.1

<No changes in APl Name, SDK Method Name, or description>

<No changes in Parameter list>
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<No other changes in Responses>

<No changes in APl Name, SDK Method Name, or description>

<No changes in Parameter list>

Responses:

<See old version>



https://sandbox.finapi.io/#post-/api/v*/bankConnections/import

Changes in Service: POST [/ api/v*/ bankConnecti ons/ connectl|nterface

» See in the API docs

V1 2022.42.1

V2 2022.42.1

APl Name: "Connect a new interface" / SDK Method: connectinterface

If you are unlicensed, or licensed but using finAPI's Web Form, this endpoint is not relevant to
you. Instead, please refer to the endpoint <a href="?product=web_form_2.0#post-

/apiltasks/backgroundUpdate' target="_blank'>here</a>.

Connects a new interface to an existing bank connection for a specific user. Must pass the
connection credentials and the user's access_token. All bank accounts will be downloaded
and imported with their current balances, transactions and supported two-step-procedures
(note that the amount of available transactions may vary between banks, e.g. some banks
deliver all transactions from the past year, others only deliver the transactions from the past
three months). The balance and transactions download process runs asynchronously, so this
service may return before all balances and transactions have been imported. Also, all
downloaded transactions will be categorized by a separate background process that runs
asynchronously too. To check the status of the balance and transactions download process
as well as the background categorization process, see the status flags that are returned by
the GET /bankConnections/&lt;id&gt; service.

ATTENTION:<ul><li>For XS2A interface additional headers must be included in the request if
the end user is involved. Please refer to the <a href="#general-user-metadata'>User

metadata</a> section under 'General Information' of the APl documentation.</li><li>Due to

API Name: "Connect a new interface" / SDK Method: connectinterface

If you are unlicensed, or licensed but using finAPI's Web Form, this endpoint is not relevant to
you. Instead, please refer to the endpoint <a href="?product=web_form_2.0#post-

/apiltasks/backgroundUpdate' target="_blank'>here</a>.

Connects a new interface to an existing bank connection for a specific user. Must pass the
connection credentials and the user's access_token. All bank accounts will be downloaded
and imported with their current balances, transactions and supported two-step-procedures
(note that the amount of available transactions may vary between banks, e.g. some banks
deliver all transactions from the past year, others only deliver the transactions from the past
three months). The balance and transactions download process runs asynchronously, so this
service may return before all balances and transactions have been imported. Also, all
downloaded transactions will be categorized by a separate background process that runs
asynchronously too. To check the status of the balance and transactions download process
as well as the background categorization process, see the status flags that are returned by
the GET /bankConnections/&lt;id&gt; service.

ATTENTION:<ul><li>For XS2A interface additional headers must be included in the request if
the end user is involved. Please refer to the <a href="#general-user-metadata'>User
metadata</a> section under 'General Information' of the API documentation.</li><li>Due to
bank-side changes we have been forced to limit the transactions download range to 89 days,
to reduce the risk of strong customer authentication (SCA) requests.

If you have implemented the SCA flow, please contact us, so that we can remove this

limitation from your client.</li></ul>

<No changes in Parameter list>



https://sandbox.finapi.io/#post-/api/v*/bankConnections/connectInterface

V1 2022.42.1 V2 2022.42.1
bank-side changes we have been forced to limit the transactions download range to 89 days,
to reduce the risk of strong customer authentication (SCA) requests. Responses:

If you have implemented the SCA flow, please contact us, so that we can remove this

limitation from your client.</li></ul>

<No changes in Parameter list>
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<No other changes in Responses>

<See old version>




Changes in Service: GET /api/v*/transactions

» See in the API docs

V1 2022.42.1

V2 2022.42.1

<No changes in APl Name, SDK Method Name, or description>

Parameters:

minBankBookingDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Lower bound for a transaction's booking date as returned by the bank (= original booking
date), e.g. '2016-01-01". If specified, then only transactions whose 'bankBookingDate' is equal

to or later than the given date will be regarded.

maxBankBookingDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for a transaction's booking date as returned by the bank (= original booking
date), e.g. '2016-01-01". If specified, then only transactions whose 'bankBookingDate' is equal

to or earlier than the given date will be regarded.

minFinapiBookingDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Lower bound for a transaction's booking date as set by finAPI, e.g. '2016-01-01". For details
about the meaning of the finAPI booking date, please see the field's documentation in the

service's response.

maxFinapiBookingDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for a transaction's booking date as set by finAPI, e.g. '2016-01-01". For details
about the meaning of the finAPI booking date, please see the field's documentation in the

service's response.

<No changes in APl Name, SDK Method Name, or description>

Parameters:

minBankBookingDate : string [daté]i(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Lower bound for a transaction's booking date as returned by the bank (= original booking
date), e.g. '2016-01-01'. If specified, then only transactions whose 'bankBookingDate' is equal

to or later than the given date will be regarded.

maxBankBookingDate : string [daté]i(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for a transaction's booking date as returned by the bank (= original booking
date), e.g. '2016-01-01'. If specified, then only transactions whose 'bankBookingDate' is equal

to or earlier than the given date will be regarded.

minFinapiBookingDate : string [dat€]i(optional)

<strong>Format:</strong>'YYYY-MM-DD'

Lower bound for a transaction's booking date as set by finAPI, e.g. '2016-01-01'. For details
about the meaning of the finAPI booking date, please see the field's documentation in the

service's response.

maxFinapiBookingDate : string [date]i(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for a transaction's booking date as set by finAPI, e.g. '2016-01-01'. For details
about the meaning of the finAPI booking date, please see the field's documentation in the

service's response.



https://sandbox.finapi.io/#get-/api/v*/transactions

V1 2022.42.1

V2 2022.42.1

minimportDate : string (optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Lower bound for a transaction's import date, e.g. '2016-01-01". If specified, then only

transactions whose 'importDate’ is equal to or later than the given date will be regarded.
maximportDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for a transaction's import date, e.g. '2016-01-01". If specified, then only
transactions whose 'importDate' is equal to or earlier than the given date will be regarded.

<No other changes in Parameter list>

<No changes in Responses>

minimportDate : string [daté]i(optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Lower bound for a transaction's import date, e.g. '2016-01-01". If specified, then only

transactions whose 'importDate' is equal to or later than the given date will be regarded.
maximportDate : string [daté]i(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for a transaction's import date, e.g. '2016-01-01". If specified, then only
transactions whose 'importDate' is equal to or earlier than the given date will be regarded.

<No other changes in Parameter list>

<No changes in Responses>




Changes in Service: DELETE /api/v*/transacti ons

» See in the API docs

V1 2022.42.1

V2 2022.42.1

<No changes in APl Name, SDK Method Name, or description>

Parameters:

maxDeletionDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

If specified, then only those transactions are being deleted whose ‘finapiBookingDate' is equal
to or earlier to the given date. The date may not be in future. If not specified, then no date

limitation will be in place for the deletion.

minimportDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

If specified, then only those transactions are being deleted whose 'importDate’ is later than or
equal to the given date. The date may not be in future. This is useful e.g. if a bank returns
incorrect transactions and then fixes that issue. Then you could put the date when the error
was first observed as 'minimportDate’. This would lead to deletion of all transactions after the
issue was introduced and allow finAPI to refetch them from scratch. This only works if
safeMode is set to false and 'rememberDeletion’ is undefined or set to false. You also can not

use this parameter alongside 'maxDeletionDate’.

<No other changes in Parameter list>

<No changes in Responses>

<No changes in APl Name, SDK Method Name, or description>

Parameters:

maxDeletionDate : string [dat€]i(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

If specified, then only those transactions are being deleted whose ‘finapiBookingDate' is equal
to or earlier to the given date. The date may not be in future. If not specified, then no date

limitation will be in place for the deletion.

minimportDate : string [daté]i(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

If specified, then only those transactions are being deleted whose 'importDate’ is later than or
equal to the given date. The date may not be in future. This is useful e.qg. if a bank returns
incorrect transactions and then fixes that issue. Then you could put the date when the error
was first observed as 'minimportDate’. This would lead to deletion of all transactions after the
issue was introduced and allow finAPI to refetch them from scratch. This only works if
safeMode is set to false and 'rememberDeletion’ is undefined or set to false. You also can not

use this parameter alongside 'maxDeletionDate’.

<No other changes in Parameter list>

<No changes in Responses>



https://sandbox.finapi.io/#delete-/api/v*/transactions

Changes in Service: PATCH / api / v*/ bankConnecti ons/ {i d}

» See in the API docs

V1 2022.42.1

V2 2022.42.1

APl Name: "Edit a bank connection" / SDK Method: editBankConnection

If you are unlicensed, or licensed but using finAPI's Web Form, this endpoint is relevant to you
ONLY if you want to update the name of the bank connection. Please check <a
href="?product=web_form_2.0#post-/api/tasks/backgroundUpdate’ target="_blank'>this</a>

endpoint for all other functionalities instead.

Edit bank connection data. Must pass the connection's identifier and the user's access_token.

Note that a bank connection's credentials cannot be changed while it is in the process of

being imported, updated, or connecting a new interface.

<No changes in Parameter list>

Responses:

APl Name: "Edit a bank connection" / SDK Method: editBankConnection

If you are unlicensed, or licensed but using finAPI's Web Form, this endpoint is relevant to you
ONLY if you want to update the name of the bank connection. Please check <a
href="?product=web_form_2.0#post-/api/tasks/backgroundUpdate' target="_blank'>this</a>
endpoint for all other functionalities instead.

Edit bank connection data. Must pass the connection's identifier and the user's access_token.

Note that a bank connection's credentials cannot be changed while it is in the process of

being imported, updated, or connecting a new interface.

<No changes in Parameter list>

Responses:

<See old version>



https://sandbox.finapi.io/#patch-/api/v*/bankConnections/-id-

V1 2022.42.1

V2 2022.42.1

S

<No other changes in Responses>




Changes in Service: PATCH / api/v*/account s/ {i d}

» See in the API docs

V1 2022.42.1

V2 2022.42.1

<No changes in APl Name, SDK Method Name, or description>

<No changes in Parameter list>

Responses:
400 BAD_REQUEST if request is incorrect; MISSING_FIELD if neither a name, nor a type,
nor the 'isNew' flag were specified; BNENSNNEENNN S EIEccolnpEIcEoEsnel
EXSElILLEGAL_FIELD_VALUE if the given account type is invalid
returns: ErrorMessage
Example Definition: http400ResponseExample
Headers:
X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in

case you didn't pass a request ID.

<No other changes in Responses>

<No changes in APl Name, SDK Method Name, or description>

<No changes in Parameter list>

Responses:
400 BAD_REQUEST if request is incorrect; MISSING_FIELD if neither a name, nor a type,
nor the 'isNew' flag were specified; ILLEGAL_FIELD_VALUE if the given account type is
invalid
returns: ErrorMessage
Example Definition: http400ResponseExample
Headers:
X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in

case you didn't pass a request ID.

<No other changes in Responses>



https://sandbox.finapi.io/#patch-/api/v*/accounts/-id-

Changes in Service: GET /api / v*/ mandat or Adm n/ get User Li st

» See in the API docs

V1 2022.42.1

V2 2022.42.1

<No changes in APl Name, SDK Method Name, or description>

Parameters:

minRegistrationDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Lower bound for a user's registration date, e.g. '2016-01-01". If specified, then only users

whose 'registrationDate' is equal to or later than the given date will be regarded.

maxRegistrationDate : string (optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Upper bound for a user's registration date, e.g. '2016-01-01". If specified, then only users

whose 'registrationDate’ is equal to or earlier than the given date will be regarded.

minDeletionDate : string (optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Lower bound for a user's deletion date, e.g. '2016-01-01". If specified, then only users whose

‘deletionDate’ is not null, and is equal to or later than the given date will be regarded.

maxDeletionDate : string (optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Upper bound for a user's deletion date, e.g. '2016-01-01". If specified, then only users whose

‘deletionDate’ is null, or is equal to or earlier than the given date will be regarded.

minLastActiveDate : string (optional)
<strong>Format:</strong> 'YYYY-MM-DD'

Lower bound for a user's last active date, e.g. '2016-01-01". If specified, then only users

whose 'lastActiveDate' is not null, and is equal to or later than the given date will be regarded.

<No changes in APl Name, SDK Method Name, or description>

Parameters:

minRegistrationDate : string [date]i(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Lower bound for a user's registration date, e.g. '2016-01-01". If specified, then only users

whose 'registrationDate’ is equal to or later than the given date will be regarded.

maxRegistrationDate : string [daté]i(optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Upper bound for a user's registration date, e.g. '2016-01-01". If specified, then only users

whose 'registrationDate’ is equal to or earlier than the given date will be regarded.

minDeletionDate : string [dat€]i(optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Lower bound for a user's deletion date, e.g. '2016-01-01". If specified, then only users whose

‘deletionDate’ is not null, and is equal to or later than the given date will be regarded.

maxDeletionDate : string [dat€]i(optional)
<strong>Format:</strong>'YYYY-MM-DD'
Upper bound for a user's deletion date, e.g. '2016-01-01". If specified, then only users whose

‘deletionDate’ is null, or is equal to or earlier than the given date will be regarded.

minLastActiveDate : string [daté]i(optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Lower bound for a user's last active date, e.g. '2016-01-01". If specified, then only users

whose 'lastActiveDate' is not null, and is equal to or later than the given date will be regarded.



https://sandbox.finapi.io/#get-/api/v*/mandatorAdmin/getUserList

V1 2022.42.1

V2 2022.42.1

maxLastActiveDate : string (optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Upper bound for a user's last active date, .g. '2016-01-01". If specified, then only users whose

'lastActiveDate’ is null, or is equal to or earlier than the given date will be regarded.

<No other changes in Parameter list>

<No changes in Responses>

maxLastActiveDate : string [date]i(optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Upper bound for a user's last active date, .g. '2016-01-01". If specified, then only users whose

'lastActiveDate’ is null, or is equal to or earlier than the given date will be regarded.

<No other changes in Parameter list>

<No changes in Responses>




Changes in Service: GET /api/v*/ cat egori es/ cashFl ows

» See in the API docs

V1 2022.42.1

V2 2022.42.1

<No changes in APl Name, SDK Method Name, or description>

Parameters:

minBankBookingDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Lower bound for a transaction's booking date as returned by the bank (= original booking
date), e.g. '2016-01-01". If specified, then only transactions whose 'bankBookingDate' is equal

to or later than the given date will be regarded.

maxBankBookingDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for a transaction's booking date as returned by the bank (= original booking
date), e.g. '2016-01-01". If specified, then only transactions whose 'bankBookingDate' is equal

to or earlier than the given date will be regarded.

minFinapiBookingDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Lower bound for a transaction's booking date as set by finAPI, e.g. '2016-01-01". For details
about the meaning of the finAPI booking date, please see the field's documentation in the

service's response.

maxFinapiBookingDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for a transaction's booking date as set by finAPI, e.g. '2016-01-01". For details
about the meaning of the finAPI booking date, please see the field's documentation in the

service's response.

<No changes in APl Name, SDK Method Name, or description>

Parameters:

minBankBookingDate : string [daté]i(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Lower bound for a transaction's booking date as returned by the bank (= original booking
date), e.g. '2016-01-01'. If specified, then only transactions whose 'bankBookingDate' is equal

to or later than the given date will be regarded.

maxBankBookingDate : string [daté]i(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for a transaction's booking date as returned by the bank (= original booking
date), e.g. '2016-01-01'. If specified, then only transactions whose 'bankBookingDate' is equal

to or earlier than the given date will be regarded.

minFinapiBookingDate : string [dat€]i(optional)

<strong>Format:</strong>'YYYY-MM-DD'

Lower bound for a transaction's booking date as set by finAPI, e.g. '2016-01-01'. For details
about the meaning of the finAPI booking date, please see the field's documentation in the

service's response.

maxFinapiBookingDate : string [date]i(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for a transaction's booking date as set by finAPI, e.g. '2016-01-01'. For details
about the meaning of the finAPI booking date, please see the field's documentation in the

service's response.
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V2 2022.42.1

minimportDate : string (optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Lower bound for a transaction's import date, e.g. '2016-01-01". If specified, then only

transactions whose 'importDate’ is equal to or later than the given date will be regarded.
maximportDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for a transaction's import date, e.g. '2016-01-01". If specified, then only
transactions whose 'importDate' is equal to or earlier than the given date will be regarded.

<No other changes in Parameter list>

<No changes in Responses>

minimportDate : string [daté]i(optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Lower bound for a transaction's import date, e.g. '2016-01-01". If specified, then only

transactions whose 'importDate' is equal to or later than the given date will be regarded.
maximportDate : string [daté]i(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for a transaction's import date, e.g. '2016-01-01". If specified, then only
transactions whose 'importDate' is equal to or earlier than the given date will be regarded.

<No other changes in Parameter list>

<No changes in Responses>




Changes in Service: GET /api / v*/ banks

» See in the API docs

V1 2022.42.1

V2 2022.42.1

<No changes in APl Name, SDK Method Name, or description>
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<No changes in APl Name, SDK Method Name, or description>

Parameters:

<No other changes in Parameter list>

<No changes in Responses>



https://sandbox.finapi.io/#get-/api/v*/banks

<No changes in Responses>




Changes in Service: GET /api/v*/accounts

» See in the API docs

V1 2022.42.1

V2 2022.42.1

<No changes in APl Name, SDK Method Name, or description>

Parameters:

minLastSuccessfulUpdate : string (optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Lower bound for a account's last successful update date, e.g. '2016-01-01". If specified, then @

nlil account§ wllose 'lastSuccessfulUpdate' is equal to or later than the given date|Siilliig

maxLastSuccessfulUpdate : string (optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Upper bound for a account's last successful update date, e.g. '2016-01-01". If specified, then @

nlil account§ wllose 'lastSuccessfulUpdate’ is equal to or earlier than the given date|iilliig

<No other changes in Parameter list>

<No changes in Responses>

<No changes in APl Name, SDK Method Name, or description>

Parameters:

minLastSuccessfulUpdate : string [daté]i(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Lower bound for afi account's last successful update date, e.g. '2016-01-01". If specified, then

a@n account willioflyiberregardedifianyofitsiinteffacesihasia lastSuccessfulUpdate’ thatlis

equal to or later than the given date.

maxLastSuccessfulUpdate : string [date]i(optional)
<strong>Format:</strong> 'YYYY-MM-DD'
Upper bound for afi account's last successful update date, e.g. '2016-01-01". If specified, then

an account willlonlyibelregardedifianyiofitsinteffacesihasia lastSuccessfulUpdate’ thatlis
equal to or earlier than the given date.

<No other changes in Parameter list>

<No changes in Responses>



https://sandbox.finapi.io/#get-/api/v*/accounts

Changes in Service: GET /api/v*/account s/ dai | yBal ances

» See in the API docs

V1 2022.42.1

V2 2022.42.1

<No changes in APl Name, SDK Method Name, or description>

Parameters:

startDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Lower bound for the date range to be returned. Note that the requested date range [startDate
.. endDate] may not exceed 1 year (366 days - considering Leap Years to0).If startDate is not

specified, it defaults to [ii@lendDate minus one month.

endDate : string (optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for the date range to be returned. Note that the requested date range [startDate
.. endDate] may not exceed 1 year (366 days - considering Leap Years too). If endDate is not

specified, it defaults to today's date.

<No other changes in Parameter list>

<No changes in Responses>

<No changes in APl Name, SDK Method Name, or description>

Parameters:

startDate : string [dateJi(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Lower bound for the date range to be returned. Note that the requested date range [startDate
.. endDate] may not exceed 1 year (366 days - considering Leap Years too).If [startDate] is not

specified, it defaults to fendDate] minus one month.

endDate : string [daté]i(optional)

<strong>Format:</strong> 'YYYY-MM-DD'

Upper bound for the date range to be returned. Note that the requested date range [startDate
.. endDate] may not exceed 1 year (366 days - considering Leap Years too). If flendDate] is not

specified, it defaults to today's date.

<No other changes in Parameter list>

<No changes in Responses>



https://sandbox.finapi.io/#get-/api/v*/accounts/dailyBalances

Changes in Service: DELETE / api/ v*/ bankConnecti ons/ {i d}/ ai sConsent

» See in the API docs

V1 2022.42.1

V2 2022.42.1

API Name: "Delete a consent" / SDK Method: delete|iEEcESBEE

Deletes a consent for an interface of a bank connection, on finAPI and on the bank's side.
ATTENTION: For XS2A interface additional headers must be included in the request if the
end user is involved. Please refer to the <a href="#general-user-metadata'>User
metadata</a> section under 'General Information' of the APl documentation.

Parameters:

interface : string (required)

[Target banking interface

<No other changes in Parameter list>

<No changes in Responses>

API Name: "Delete a consent”" / SDK Method: deleteConsSeht

Deletes a consent for an interface of a bank connection, on finAPI and on the bank's side.
ATTENTION: For XS2A interface additional headers must be included in the request if the
end user is involved. Please refer to the <a href="#general-user-metadata'>User
metadata</a> section under 'General Information’ of the APl documentation.

Parameters:

bankingInterface : string (required)

Target banking interface

<No other changes in Parameter list>

<No changes in Responses>



https://sandbox.finapi.io/#delete-/api/v*/bankConnections/-id-/aisConsent

Changes in Type: AccessToken

Occurs in the following services:
POST /oaut h/token -> POST /api/v*/oauth/token

V12022.42.1

V2 2022.42.1

OAuth access token data

"access_t oken" string, // Access token. Token has a length of up to 128

characters. [required] Exanple:
"yvMox_Tgwd YEOhgOVh8N4AZOvx Qukqf j zYOGRZcJi G QURCGKVI Bf j j V3YGAzKTA Y2aPn2cQrGaQor

8uo5uo7_QOXt s1s5UBSVURHc6a8X30Rr GBTyqV9h26SUHc ZPNbZ"

"refresh_t oken" string, // Refresh token. Only set in case of

grant _type='password'. Token has a length of up to 128 characters. [optional]
Exanpl e:
"0b9Kj i BVI ZLz7a4HshSAl cFuscSti XT1VzTSnmgNYWCQ dWet TDsal j edAhD1LpsOFJ7x6K8EnNT 8M3

VOQKWNFRIFH j ALYSQw2UeRWAC2M/r OKwf F1dHMOg5VEVYEaS 6"

"t oken_type" string,
"expires_in" integer [int32],
"scope" string

OAuth access token data

"scope" string,

"access_t oken" string, // Access token. Token has a length of up to 8192

characters. Currently tokens with a maxi mum | ength of 128 characters are

returned, but |onger token types nmay be used in the future. [required]

Exanpl e:
"yvMox_Tgwd YEOhgOVh8N4ZOvx Qukgf j zYOGRZcJi G QURCKVI Bf j j V3YGAzKTG Y2aPn2c QrGaQor
8uo5uo7_QOXt s1s5UBSVURHc6a8X30Rr GBTyqV9h26SUHc ZPNbZ"

"refresh_t oken" string, // Refresh token. Only set in case of

grant _type='password'. Token has a |ength of up to gli92mcharactiernsmuCurrentiny

tokens with a maxi mum | ength of 128 characters are returned, but |onger token
bypesmmaymbenusedmisnuthenflutiure. [ opti onal] Exanpl e:
"0b9Kj i BVI ZLz7a4HshSAl cFuscSti XT1VzT5mgNYwCQ dWet TDsal j edAhD1LpsOFJ7x6K8EnT 8M3
VOKWNFRIFH: j ALYSQAM2Ue RWAC2Mrr OKwf F1dHNOg5VEVYEaG 6"

"t oken_type" string,

"expires_in" integer [int32]




Changes in Type: Account

Occurs in the following services:
CGET /api/v*/accounts/{id}
PATCH / api / v*/ account s/ {i d}
GET /api/v*/accounts

GET /api/v*/accounts/{ids}

V12022.42.1

V2 2022.42.1

Container for a bank account's data

"id" : integer [int64],
"bankConnecti onl d" integer [int64],

"account Nane" string, // Account nane [ HcEE EeojiEnmmEc@l 8] Exanpl e:

"Testaccount"

"i ban" string, // Account's IBAN. Note that this field can change from
"null'" to a value - or vice versa - any tinme when the account is being
updated. This is subject to changes within the bank's internal account
menagenent . [ NSO EeGijpinmlmEal ] Exanpl e: " DE89370400440532013000"

"account Nunber " string,

"subAccount Nurber " string, // Account's sub-account-nunber. Note that
this field can change from'null' to a value - or vice versa - any time when
the account is being updated. This is subject to changes within the bank's

i nternal account nanagenent. [ NSO ESSignmmEal B8] Exanple: "1234"

Container for a bank account's data

{
"id" : integer [int64],
"bankConnecti onl d" integer [int64],
"account Nane" string, // Account nane [@ptli @nal ] Exanple: "Testaccount"
"i ban" string, // Account's IBAN. Note that this field can change from
"null' to a value - or vice versa - any tinme when the account is being

updated. This is subject to changes within the bank's internal account
managenent. [@ptii @nal ] Exanpl e: " DE89370400440532013000"

"account Nunber" string,

"subAccount Nunmber " string, // Account's sub-account-nunber. Note that
this field can change from'null' to a value - or vice versa - any time when
the account is being updated. This is subject to changes within the bank's

internal account nanagenent. [@ptli @nal] Exanple: "1234"




V1 2022.42.1

V2 2022.42.1

"account Hol der Nane" : string, // Nane of the account hol der [ HcEE Heeijnjn N
afjl B] Exanple: "Herr Max Misternmann"

"accountHol derld" : string, // Bank's internal identification of the
account holder. Note that if your client has no license for processing this

field, it will always be 'XXXXX [ncou SecisfinmmmaBl g) Exanpl e: " XXXXX"
"account Currency" : string, // Account's currency [HcoE HesijEnmnmaB 8]
Exanpl e: "EUR
[ accountTypeld" : integer [int64],]
[ "account TypeName" : string,]
"account Type" : Account Type,
"bal ance" : nunber, // Current account bal ance [ HcEE HSejl ENN=B B

Exanpl e: 99. 99

"overdraft" : nunmber, // Current overdraft [ cEN ESSjijinmEEcB B] Exanpl e:
99. 99

"overdraftLimt" : nunber, // Overdraft linmt [coE HeeipinDmEal 8] Exanpl e:
99. 99

"avai |l abl eFunds" : nunber, // Current available funds. Note that this field

"account Hol der Nane"

Exanpl e: "Herr Max Misternmann"

"account Hol der | d"

account hol der. Note t

string,

string,

/1 Nane of the account hol der [@pti gnal]

/1 Bank's internal identification of the

hat if your client has no |icense for processing this

field, it will always be ' XXXXX [@ptli @nhal] Exanpl e:

"account Currency"

string,

" XXXXX!

/1 Account's currency [optii gnal ] Exanple: "EUR'

"account Type" : Account Type,

"bal ance" : nunber,

"overdraft" : nunber,

"overdraftLimt"

"avai | abl eFunds"

is only set if finAPl

/1 Current account bal ance [@ptii gnal] Exanple: 99.99

nunber,

nunber,

/1 Current overdraft [@pti@nal] Exanple: 99.99

/1 COverdraft linmt [opti@nal] Exanple: 99.99

/1l Current available funds. Note that this field

can nmake a definite statenent about the current

avail abl e funds. This m ght not always be the case,

not enough information avail abl e about the overdraft

overdraft. [@pfli @nal]

"i sNew' : bool ean,

Exanpl e:

99. 99

"interfaces" : array of Accountlnterface,

for exanple if there is

limt and current




V1 2022.42.1

V2 2022.42.1

is only set if finAPl can nmake a definite statement about the current
avail abl e funds. This nmight not always be the case, for exanple if there is

not enough information avail abl e about the overdraft limt and current

overdraft. [cOE ESejiinmmE-B B] Exanple: 99.99

"i sNew' : bool ean

"interfaces" : array of Accountlnterface

"isSeized" : bool ean

-

"isSei zed"

bool ean




Changes in Type: Account | nterface

Occurs in the following services:
GET /api/v*/accounts/{id}
PATCH / api / v*/ account s/ {i d}
GET /api/v*/accounts

GET /api/v*/accounts/{ids}

V12022.42.1

V2 2022.42.1

Account interface details

{
[ “interface" : Bankinglnterface,]
"status" : Account St at us,
"capabilities" : array of AccountCapability,

"paynent Capabi lities" : object,

"l ast Successful Update" : string, // <strong>Format:</strong> 'YYYY- MV DDl

HH MM SS. SSS' ( pEmmEm ti me)

Ti mestanp of when the account was |ast successfully updated using this

interface (or initially inported); nore precisely:

time when the account data

(bal ance and positions) has been stored into the finAPl databases. [ncoE mesinl

nElEa@ @ Exanple: "2018-01-01m@0: B@: @O. 000"

"l ast UpdateAttenpt" : string // <strong>Format:</strong> 'YYYY- MV DDl

HH: MM SS. SSS'  ( pEmmEm t i mE)

Ti mestanp of when the account was last tried to be updated using this

interface (or initially inported); nore precisely:

time when the update (or

initial inport) was triggered. [HcoE HSoijnmmEa@ g Exanple: "2018-01-01m@0: 0@

: @0. 000"

Account interface details

"status" : Account St at us,
"capabilities" : array of AccountCapability,

"payment Capabi lities" : object,

"l ast Successful Update" : stringmidatestisne]l, // <strong>Format:</strong>
" YYYY- Mt DDigiHH: MM SS. SSSXXX'  ( RECH33391 SECt i onmsne)
Ti mest anp of when the account was | ast successfully updated using this
interface (or initially inported); nore precisely: time when the account data
(bal ance and positions) has been stored into the finAPl databases. [@ptii @nal ]

Exanpl e: "2018-01- 01M09: 18: 40. A473%04m00"




V1 2022.42.1

V2 2022.42.1

"l ast Updat eAttenpt" : string [idatestimme]m/ / <strong>Format: </strong> ' YYYY-
MVt DDISEHH: MMt SS. SSSXXX' ( RECH8839m sect i onmsme)
Ti mestanp of when the account was last tried to be updated using this
interface (or initially inported); nore precisely: tine when the update (or
initial inmport) was triggered. [optli nal] Exanple: "2018-01-01M09: 118: #40. @473%0
00"
}




Changes in Type: Account Par ans

Occurs in the following services:
PATCH / api / v*/ account s/ {i d}

V12022.42.1

V2 2022.42.1

Container for an account's name, type and ‘isNew' flag'.

{
"account Nane" : string,

[ account Typeld" @ integer [int64],]
"account Type" : Account Type,

"i sNew"' : bool ean

Container for an account's name, type and ‘isNew' flag'.

{
"account Nane" : string,
"account Type" : Account Type,
"i sNew' : bool ean

}




Changes in Type: Bank

Occurs in the following services:

CGET /api/v*/banks/ {id}

PGST /api / v*/ bankConnect i ons/ updat e
POST / api / v*/ bankConnecti ons/i nport
POST /api / v*/ bankConnecti ons/ connect I nterface
GET / api/v*/ bankConnecti ons/ {i d}
PATCH / api / v*/ bankConnect i ons/ {i d}
GET / api/v*/ bankConnecti ons

GET / api/v*/ bankConnections/{i ds}
GET /api/v*/banks/ {i ds}

CGET /api/v*/banks

V12022.42.1

V2 2022.42.1

Container for a bank's data

{

"id" : integer [int64],

"name" string,
[ loginHnt" T string,]

"bi c" string, // BIC of bank [ ncou meijsnmmmcBl 8] Exanpl e: " TESTBANKI NG'
[ "bl'zs" T array of string,]

"bl z" string,

"l ocati on" string, // Bank location (two-letter country code; |SO 3166
ALPHA-2). Note that when this field is not set, it neans that this bank

depicts an international

[ Henmi EesEnmENapl 8] Exanple: "DE

institute which is not bound to any specific country.

Container for a bank's data

{

"id" : integer [int64],

"nanme" string,

"bic" : string, // BIC of bank [@ptli @nal ] Exanple: "TESTBANKI NG'

"bl z" : string,

"l ocati on" string, // Bank location (two-letter country code; |SO 3166
ALPHA-2). Note that when this field is not set, it means that this bank

depicts an international institute which is not bound to any specific country.

[ optii gnal ] Exanpl e: "DE"




V1 2022.42.1 V2 2022.42.1
"city" string, // City that this bank is located in. Note that this field
may not be set for some banks. [@ptli gnal] Exanpl e: "Minchen"
"city" string, // City that this bank is located in. Note that this field

may not be set for some banks. [ HSoE ESejiinmimm-Bl 8 Exanpl e: "Minchen"

"i sTest Bank" bool ean,

"popul arity" integer [int32],

"interfaces" array of Banklnterface, // <strong>Type: </strong>

Bankl nt erf ace

Set of interfaces that i nAR B2l Hsclt @ BEEEcEt t@ the bank@ Note tilal Wi s

set [ Ml be enfity f@r HonBsupported @anksll Note EillSo Wlat Whe VEB_SCRAPER
interface mght be disabled for your client (see GET /clientConfiguration).

When this is the case, then finAPl will not use the web scraper for data

downl oad, and if the web scraper is the only supported interface of this bank,

then finAPI will not allow to downl oad any data for this bank at all (for

details, see POST /bankConnections/inport and POST /bankConnecti ons/update).

[required]

"bankG oup" obj ect, // <strong>Type: </strong> BankG oup

"i sTest Bank" bool ean,
"popul arity" integer [int32],
"interfaces" array of Banklnterface, // <strong>Type: </strong>

Bankl nt er f ace

Set of
|

Not e:’
gml fl bhe setpins enpt y then t he bank ESmnot pSupportiedn

8 Evenmisfmanmint enflace i s liistiedmmist m ghtwnoti be usabliepatmthenronent muRlease
aways mef er HomuhenfireldsmuBankinuenfiaceninsAils Suppor t edil [EIBank Intenfiacemnils

Pi sSupported' before you attenpt to use an interface.

B Mhe WEB_SCRAPER interface mght be disabled for your client (see GET

interfaces that existmfiornstthembanks

/clientConfiguration). Wien this is the case, then finAPl will not use the web

scraper for data download, and if the web scraper is the only supported
then finAPl will

interface of this bank, not allow to downl oad any data for

this bank at all see POST /bankConnections/inport and POST
/ bankConnect i ons/ updat e) EEASORRyOURWIRNOtNbENabllentiondonpaymentsuviranthe
VEB _SCRAPER interface, if web scraping is disabled for your client.

(for details,

[required]

"bankG oup" obj ect, // <strong>Type: </ strong> BankG oup

Bank group [ opti gnal ]

"i sBeta" bool ean,




V1 2022.42.1 V2 2022.42.1

Bank group [ ncoE mesipmnEa@ B8] "l ogo" : object, // <strong>Type: </strong> Bankl nage
[ “lastConmuni cati onAttenpt" : string,] Logo of the bank. If available, the logo will be rendered on our Wb Form 2.0
[ "lastSuccessful Conmuni cation" : string,]| where applicable. Custoners that do not use our Web Form can use this data to
"isBeta" : bool ean, render the bank's logo within their application's front end. [@pili @nal]
"l ogo" : object, // <strong>Type: </strong> Bankl nage
"icon" : object // <strong>Type:</strong> Bankl mage

Logo of the bank. If available, the logo will be rendered on our Wb Form 2.0
where applicable. Custonmers that do not use our Web Form can use this data to Icon of the bank. If available, the icon will be rendered on our Wb Form 2.0
render the bank's logo within their application's front end. [ SO HESilinEMEal | where applicable. Custoners that do not use our Web Form can use this data to
| 8] render the bank's icon within their application's front end. [@ptii @nal]

}

"icon" : object // <strong>Type:</strong> Bankl mage

I con of the bank. If available, the icon will be rendered on our Web Form 2.0
where applicable. Custoners that do not use our Web Formcan use this data to
render the bank's icon within their application's front end. [ ncoE HeeiniHnNaB
|

}




Changes in Type: BankConnecti on

Occurs in the following services:

PGST /api / v*/ bankConnect i ons/ updat e

PGST / api / v*/ bankConnecti ons/i nport

POST /api / v*/ bankConnecti ons/ connect I nterface
GET /api/v*/bankConnecti ons/ {i d}

PATCH / api / v*/ bankConnecti ons/ {i d}

GET / api/v*/ bankConnecti ons

GET /api/v*/ bankConnecti ons/{i ds}

V12022.42.1

V2 2022.42.1

Container for a bank connection's data

field with the 'Edit a bank connection' service,

i mport of the bank connection. Maxi mumlength is 64.

Exanpl e: "Bank Connecti on"

"updat eSt at us” string,

"categorizationStatus” Cat egori zati onSt at us,

{
"id" : integer [int64],
[ bankl'd" :integer [int64],]
"nanme" string, // Custom name for the bank connection.

as wel |

You can set this
as during the initial

[ SO meujan mo ! g

Container for a bank connection's data

"id" : integer [int64],

"nane" string, // Custom name for the bank connection. You can set this

field with the 'Edit a bank connection' service, as well as during the initial

import of the bank connection. Maxi mumlength is 64. [@ptli @hal] Exanple: "Bank

Connecti on”
"updat eSt at us” string,

"categorizationStatus” Cat egori zati onSt at us,

"interfaces" array of BankConnectionl nterface,
"account | ds" array of integer,
"owner s" array of BankConnecti onOmer, // <strong>Type: </strong>

BankConnect i onOaner

I nformation about the owner(s) of the bank connection [@pti gnal]




V1 2022.42.1

V2 2022.42.1

"interfaces" : array of BankConnectionlnterface,
"accountlds" : array of integer,
"owners" : array of BankConnectionOmer, // <strong>Type:</strong>

BankConnect i onOaner

I nfornation about the owner(s) of the bank connection [ HEEE HEeiljnunN=B &)

"bank" : object,

l

"bank"

obj ect




Changes in Type: BankConnecti onl nterface

Occurs in the following services:

POST / api / v*/ bankConnect i ons/ updat e

POST / api / v*/ bankConnect i ons/ i nport

POST /api / v*/ bankConnecti ons/ connect I nterface
GET / api / v*/ bankConnecti ons/{i d}

PATCH [/ api / v*/ bankConnect i ons/ {i d}

GET / api/v*/ bankConnecti ons

GET / api / v*/ bankConnecti ons/{i ds}

V12022.42.1

V2 2022.42.1

Resource representing a bank connection interface

{
[ “interface" : Bankinglnterface,]

"l ogi nCredenti al s" array of Logi nCredenti al Resource,

"def aul t TwoSt epPr ocedur el d" string, // The default two-step-procedure for

this interface. Must natch one of the available 'procedureld s fromthe

'twoSt epProcedures' list. Wien this field is set, then finAPl will

automatically try to select the procedure wherever applicable. Note that the
list of available procedures of a bank connection may change as a result of an
is no

update of the connection, and if this field references a procedure that

| onger avail able after an update, finAPl will

[ meoEi e maEan g Exanpl e:

automatically clear the default

procedure (set it to null). " 955"

"t woSt epProcedur es” array of TwoStepProcedure,

"ai sConsent" object, // <strong>Type: </strong> BankConsent

Resource representing a bank connection interface

"l ogi nCredenti al s" array of Logi nCredenti al Resource,

"def aul t TwoSt epPr ocedur el d" string, // The default two-step-procedure for

this interface. Must match one of the available 'procedureld s fromthe

"twoSt epProcedures' |ist. Wen this field is set, then finAPl will

automatically try to select the procedure wherever applicable. Note that the

list of available procedures of a bank connection may change as a result of an




V1 2022.42.1

V2 2022.42.1

If this field is set, it neans that this interface is handing out a consent to

finAPl in exchange for the login credentials. finAPlI needs to use this consent

to get access to the account |ist and account data (i.e. Account Infornation

Services, AlS). it means that this interface does

[ SO meujan mon! g

If this field is not set,

not use such consents.

"| ast Manual Updat e" object, // <strong>Type: </strong> Updat eResul t

Result of the last nanual update of the associated bank connection using this

interface. If no nanual update has ever been done so far with this interface,

then this field will not be set. [HcHE HesipjnunN-B &)

"] ast Aut oUpdat e" object, // <strong>Type: </strong> Updat eResul t

Result of the | ast auto update of the associ ated bank connection using this

interface (ran by finAPl's automatic batch update process). |f no auto update

has ever been done so far with this interface, then this field will not be
set. [ SN HesijnmmE-B B

"user Acti onRequi red" bool ean,

" maxDaysFor Downl oad" integer [int32]
}

update of the connection, and if this field references a procedure that is no

| onger available after an update, finAPl will automatically clear the default

procedure (set it to null). [@ptli Gnal] Exanple: "955"

"t woSt epProcedur es" array of TwoStepProcedure,

"ai sConsent" object, // <strong>Type: </strong> BankConsent

If this field is set, it neans that this interface is handing out a consent to

finAPI in exchange for the login credentials. finAPlI needs to use this consent

to get access to the account |ist and account data (i.e. Account Information

Services, AIS). If this field is not set, it nmeans that this interface does
not use such consents. [@ptli @nal ]
"| ast Manual Updat e" object, // <strong>Type: </ strong> Updat eResul t

Result of the last nanual update of the associated bank connection using this

interface. If no nanual update has ever been done so far with this interface,
then this field will not be set. [opti gnal]
"| ast Aut oUpdat e" obj ect, // <strong>Type: </ strong> Updat eResul t

Result of the last auto update of the associated bank connection using this

interface (ran by finAPI's automatic batch update process). |If no auto update

has ever been done so far with this interface, then this field will not be

set. [opti gnal ]

"user Acti onRequi red" bool ean,




"maxDaysFor Downl oad" : integer [int32]




Changes in Type: BankConnect i onOaner

Occurs in the following services:

PGST /api / v*/ bankConnect i ons/ updat e

PGST / api / v*/ bankConnecti ons/i nport

POST /api / v*/ bankConnecti ons/ connect I nterface
GET /api/v*/bankConnecti ons/ {i d}

PATCH / api / v*/ bankConnecti ons/ {i d}

GET / api/v*/ bankConnecti ons

GET /api/v*/ bankConnecti ons/{i ds}

V12022.42.1

V2 2022.42.1

Container for a bank connection owner's data

“firstName" string, // First nane [ iSO BesjlinmiamaBl g) Exanpl e: " Max"

"l ast Nanme" string, // Last nane [ icoE ESejiinmEE-B B] Exanpl e:

"Must er mann"

"sal utation"

"title"

string, // Title [ ncou mecjsnmmm-Bl 8 Exanple: "Dr."

"email "

string, // Email [Hcou meojiEnmmmcBl g Exanpl e:

"emai | @ocal host. de"

string, // Salutation [ SO EeeijsinmmmaB @ Exanmple: "Herr"

Container for a bank connection owner's data

"firstNane" string, // First name [optli gnal ] Exanpl e: "Max"

string, // Last nane [@ptli @nal] Exanple: "Misternann”

"| ast Nane"

string, // Salutation [optli @nal] Exanple: "Herr"

"sal utation"

"title"

string, // Title [opti onal] Exanple: "Dr."

"emai | " string, // Email [o@ptli Gnal] Exanple: "enmil @ ocal host. de"




V1 2022.42.1 V2 2022.42.1
"dateOfBirth" stringmpdate]s, // <strong>Fornmat:</strong> ' YYYY- M\M DD
Date of birth [opti enal] Exanple: "1980-01-01"
"dateOBirth" string, // <strong>Format:</strong> 'YYYY- M\ DD

Date of birth [ ncou mesijsnmam-Bl g) Exanpl e: "1980-01-01"
" post Code"

string, // Post code [ HcoE EesipjinmmEaBl B) Exanpl e: "80000"

"country" string, // Country [ icoE EecisnmmmaBl 8] Exanpl e: "Deut schl and"

"city" string, // Cty [ cou mecjainmimm-Bl 8] Exanpl e: "Minchen"
"street" string, // Street [HcoE HeoijEnmimmaBl 8] Exanpl e: "MisterstralRe”
"houseNunber " string // House nunber [HSoE EecjiEnmmm-Bl 8] Exanpl e: "99"

" post Code" string, // Post code [@ptli @nal ] Exanple: "80000"
"country" string, // Country [o@ptli @nal ] Exanple: "Deutschl and"
"city" string, // City [optii @nal ] Exanple: "Minchen"

"street” string, // Street [o@ptli @nal] Exanple: "Misterstrale"

"houseNunber " string // House nunber [@ptli @nal] Exanple: "99"




Changes in Type: BankConsent

Occurs in the following services:

PGST /api / v*/ bankConnect i ons/ updat e

PGST / api / v*/ bankConnecti ons/i nport

POST /api / v*/ bankConnecti ons/ connect I nterface
GET /api/v*/bankConnecti ons/ {i d}

PATCH / api / v*/ bankConnecti ons/ {i d}

GET / api/v*/ bankConnecti ons

GET /api/v*/ bankConnecti ons/{i ds}

V12022.42.1

V2 2022.42.1

Bank consent information

{
"status" BankConsent St at us,
"expiresAt" string, // <strong>Format:</strong> "' YYYY- VM DDR
HH: MM SS. SSS'  (@eclmEn HlmE)
Expiration tine of the consent. [ ol ESeipinmmEaB B) Exanple: "2018-01-01m@0:
2@: 80. 000"

"support sl nport NewAccount s" bool ean // \Wether this consent supports the

downl oad of accounts that weren't downl oaded at the time when the consent was
then the "importNewAccounts' flag of the

"Update a bank connection' service will have no effect. You will
delete this consent before you can pelilim an Hpe@Et @ with 'inportNewAccounts'

issued. If this field is false,

have to

= true. Please note that the user will have to be involved in the process of

i ssuing a new consent. true

}

[required] Exanple:

Bank consent information

"status" BankConsent St at us,

"expiresAt” st ri ngmjdatiestisme]y, // <strong>Format:</strong> ' YYYY- M\ DD

wiiaHH: MM SS. SSSXXX'  ( REGE3339mmscctiion 5m6)

Expiration tine of the consent. [optli @nal] Exanple: "2018-01-01M09: 118: 40. 473%0

200"

"support sl nport NewAccount s" bool ean // Wether this consent supports the

downl oad of accounts that weren't downl oaded at the tine when the consent was

issued. If this field is false, then you will have to delete this consent

before you can mpdatiemtthe bank connectigon with 'inport NewAccounts' = true

(fotthenwirsepmtthenupdatenwinlimresulstmisnwanyernron)l. Pl ease note that the user
will have to be involved in the process of issuing a new consent. [required]
Exanpl e: true

}




Changes in Type: Bankl nterface

Occurs in the following services:

GET / api /v*/ banks/ {i d}

POST / api / v*/ bankConnect i ons/ updat e
POST / api / v*/ bankConnecti ons/i nport
POST / api / v*/ bankConnect i ons/ connect | nt er f ace
GET / api /v*/ bankConnecti ons/{i d}
PATCH / api / v*/ bankConnect i ons/ {i d}
GET / api / v*/ bankConnecti ons

GET / api/v*/ bankConnecti ons/{i ds}
GET /api/v*/banks/ {i ds}

GET / api / v*/ banks

V12022.42.1

V2 2022.42.1

Interface used to connect to a bank

{
[ “interface" : Bankinglnterface,]

"t ppAut hent i cati onGr oup" object, // <strong>Type: </strong>

TppAut hent i cat i onG oup

TPP Aut hentication Group which the bank interface is connected to [ HcHE HeSijsjn
Hinmabl g

"l ogi nCredenti al s" array of BanklnterfacelLoginField,

"properties" array of BanklnterfaceProperty,

"l ogi nHi nt" string, // Login hint. Contains a German nessage for the user

that expl ains what kind of credentials are expected.

Interface used to connect to a bank

"t ppAut henti cati onG oup" obj ect, // <strong>Type: </strong>

TppAut henti cati onG oup




V1 2022.42.1

V2 2022.42.1

Pl ease note that it is essential to always show the login hint to the user if

there is one, as the credentials that finAPl requires for the bank mi ght be

different to the credentials that the user knows from his online banking.
Al'so note that the contents of this field should al ways be interpreted as
HTM., as the text might contain HTM. tags for
[ meoEi mesijsnmasaEl g Exanpl e:
PIN ein."

hi ghl i ght ed words, paragraphs,

etc. "Bitte geben Sie nur die ersten funf

Stellen Ihrer

"heal th" integer [int32], // The health status of this interface. This is
a val ue between 0 and 100, depicting the percentage of successful

communi cation attenpts with the bank via this interface during the | am@st
coupl e of bank connection inports or updates (across the entire finAPI
systen). Not clim@m ' Buccessful'’

to establish a communication with the bank.

nmeans that there was no technical error trying

Non-technical errors (like
incorrect credentials) are regarded successful

100

communi cation attenpts.

[required] Mninmum 0 Maxi mum 100 Exanpl e:

"l ast Conmuni cati onAtt enpt " string, // <strong>Format:</strong> "'YYYY- M}
DDEHH: MM SS. SSS'  ( pEmmEm t i mE)
Time of the last communication attenpt with this interface during an inport,

updat e or connect

ajgl g] Exanpl e:

interface (across the entire finAPl system. [ NSO mesij N

"2018-01-01m@o0: @@: @0. 000"

"| ast Successf ul Conmruni cati on” " YYYY-

( S )

string, // <strong>Format:</strong>

Mvt DDliHH: MM SS. SSS'

TPP Aut hentication Goup which the bank interface is connected to [@ptli @nal ]

"l ogi nCredenti al s" array of BanklnterfacelLoginField,

"properties" array of BanklnterfaceProperty,

"l ogi nHi nt" string, // Login hint. Contains a German nessage for the user

that explains what kind of credentials are expected.

Pl ease note that it is essential to always show the login hint to the user if

there is one, as the credentials that finAPl requires for the bank nmight be

different to the credentials that the user knows from his online banking.

Al so note that the contents of this field should always be interpreted as

HTM., as the text might contain HTM. tags for highlighted words, paragraphs,

etc. [optli @nal] Exanple: "Bitte geben Sie nur die ersten funf Stellen |hrer

PIN ein."

"heal th" integer [int32], // The health status of this interface. This is

a val ue between 0 and 100, depicting the percentage of successful

communi cation attenpts with the bank via this interface during the |ast couple
of bank connection inports or updates (across the entire finAPl systen).
Not ef

B ' Successful ' pconmuniscatironwattenptl neans that there was no technical error

trying to establish a communication with the bank. Non-technical errors (like

incorrect credentials) are regarded successful conmunication attenpt sk

- If an interface is not supported (see fields

'i sAi sSupported'/'isPisSupported' ), the health will always be 0. [required]

M nimum O Maxi num 100 Exanple: 100




V1 2022.42.1

V2 2022.42.1

Time of the last successful communication with this interface during an

import, update or connect interface (across the entire finAPI

meuiaf ol B] Exanpl e: " 2018- 01- 01W@0: @@ @O0. 000"

"i sAi sSupported" : bool ean,
"paynent Capabi lities" : object,

"ai sAccount Types" : array of Account Type

system).

[ I

"l ast Comuni cati onAttenpt"” : stringpidatestimel, //
<strong>For mat: </ strong> ' YYYY- MM DDElIHH: MM SS. SSSXXX' ( RECH3339y sect i onmsSme
)

Time of the last communication attenpt with this interface during an inport,
update or connect interface (across the entire finAPl systen). [@ptli @nal]

Exanpl e: "2018-01- 01W09: 28: 40. A473%01m00"

"| ast Successf ul Conmuni cation" : stringmidatestimel, //
<strong>Format: </strong> ' YYYY- MV DDIHH: MM SS. SSSXXX' ( RECH88389y SECt i onmsSme
)

Tinme of the |last successful conmunication with this interface during an
i mport, update or connect interface (across the entire finAPl systen). [Optli©

nal] Exanpl e: "2018-01-01M09: 8: 40. 473%01=00"

"i sAl sSupported" : bool ean,

"paynent Capabi lities" : object,

"ai sAccount Types" : array of Account Type

-




Changes in Type: CashFl ow

Occurs in the following services:

CGET /api/v*/categories/cashFl ows

V1 2022.42.1 V2 2022.42.1
Cash flow Cash flow
{ {
"category" : object, // <strong>Type:</strong> Category "category" : object, // <strong>Type:</strong> Category
Category of this cash flow. Wen null, then this is the cash flow of Category of this cash flow. Wen null, then this is the cash flow of

transactions that do not have a category. [ cHE HeeijsinunN=B )

"income" : number,

"spendi ng" : nunber,

"bal ance" : nunber,

“count | nconeTransacti ons" : integer [int32],
"count Spendi ngTransacti ons" : integer [int32],
"count Al | Transactions" : integer [int32]

transactions that do not have a category. [@pti gnal]

"income" : nunber,
"spendi ng" : nunber,
"bal ance" : nunber,

"count | nconeTr ansacti ons"

"count Spendi ngTr ansact i ons"

"count Al | Transacti ons"

integer [int32],
integer [int32],
integer [int32]




Changes in Type: Cat egori zati onCheckResul t

Occurs in the following services:

POST /api/v*/tests/checkCategorization

V12022.42.1

V2 2022.42.1

"transactionl d" string,

" cat egory" obj ect // <strong>Type: </strong> Category

A category. The determined transaction category for the given transactionld.

This can be null, if the categorization algorithmfails to find a matching
rule. [ eEm EesiEnmmsaE g
}

"transactionl d" string,

"cat egory" object // <strong>Type: </strong> Category

A category. The determned transaction category for the given transactionld.
This can be null, if the categorization algorithmfails to find a nmatching
rul e. [opti gnal ]

}




Changes in Type: Cat egory

Occurs in the following services:

POST /api/v*/categories

GET /api/v*/categories/{id}

PATCH / api / v*/ cat egori es/ {i d}

CGET /api/v*/categories/cashFl ows

POST /api/v*/tests/checkCategorization
GET /api/v*/categories/{ids}

GET /api/v*/clientConfiguration

PATCH / api/v*/client Configuration

POST /api / v*/ mandat or Admi n/ i banRul es
GET /api/v*/ mandat or Adni n/ i banRul es
PGST / api / v*/ mandat or Adm n/ keywor dRul es
GET /api /v*/ mandat or Adm n/ keywor dRul es
GET /api/v*/categories

POST /api/v*/transactions/{id}/split
POST /api/v*/transactions/{id}/restore
CGET /api/v*/transactions/{id}

PATCH / api /v*/transacti ons/{i d}

CGET /api/v*/transactions

CGET /api/v*/transactions/{ids}

V1 2022.42.1 V2 2022.42.1
Category data Category data
{ {
"id" : integer [int64], "id" : integer [int64],
"nane" : string, "nane" : string,
"parentld" : integer [int64], // Identifier of the parent category (if a "parentld" : integer [int64], // Identifier of the parent category (if a




V1 2022.42.1

V2 2022.42.1

parent category exists) [HcoE BesijinmmmaBl @ Exanple: 373

" par ent Nange" string, // Name of the parent category (if a parent category

exi sts) [ NSO mesigi mimmaBl B) Exanple: "Freizeit, Hobbys & Sozial es”

"i sCust ont bool ean,

"children" array of integer // List of sub-categories identifiers (if any

exist) [ NcouE mesippnmmmaB B] Exanple: [1,2,3]
}

parent category exists) [optli @nal] Exanple: 373

" par ent Nane" string, // Name of the parent category (if a parent category

exi sts) [optli @nal ] Exanple: "Freizeit, Hobbys & Sozial es"

"i sCust ont bool ean,

"children" array of integer // List of sub-categories identifiers (if any

exist) [optli @nal] Exanple: [1,2,3]

}




Changes in Type: O i ent Confi gurati on

Occurs in the following services:
GET /api/v*/clientConfiguration
PATCH / api/v*/client Configuration

V1 2022.42.1

V2 2022.42.1

Client configuration parameters

" pf nBSer vi cesEnabl ed" bool ean,

"i sAut omat i cBat chUpdat eEnabl ed" bool ean,

"i sDevel opnent ModeEnabl ed" bool ean,

"i sNonEur oAccount sSupport ed" bool ean,

"i sAut oCat egori zat i onEnabl ed" bool ean,

"mandat or Li cense" Mandat or Li cense,

"preferredConsent Type" Pr ef erredConsent Type,

"user Noti ficationCall backUrl " string, // Callback URL to which finAPI

sends the notification nessages that are triggered fromthe automatic batch

update of the users' bank connections. This field is only relevant if the

automati c batch update is enabled for your client. For details about what the

notification messages | ook |ike, please see the docunentation in the

"Notification Rules' section. finAPl wll call

Note that the response of the call is not processed by finAPI. A so note that

while the call back URL may be a non-secured (http) URL on the finAPl sandbox

or al pha environnent, it MJST be a SSL-secured (https) URL on the finAPI

system [ iSEE ESEjlinmEE-@ B Exanple:

live

"https://bank.server.coninotification"

"user Synchroni zati onCal | backUr| " string, // Callback URL for user

this URL with HTTP net hod POST.

Client configuration parameters

" pf mBer vi cesEnabl ed" bool ean,

"i sAut omat i cBat chUpdat eEnabl ed" bool ean,

"i sDevel opnent ModeEnabl ed"” bool ean,

"i sNonEur oAccount sSupport ed" bool ean,

"i sAut oCat egori zat i onEnabl ed" bool ean,

"mandat or Li cense" Mandat or Li cense,

"pref erredConsent Type" Pr ef err edConsent Type,

"userNoti ficationCall backUrl " string, // Callback URL to which finAPI

sends the notification nessages that are triggered fromthe automatic batch

update of the users' bank connections. This field is only relevant if the

automati c batch update is enabled for your client. For details about what the

notification messages | ook |ike, please see the docunentation in the

"Notification Rules' section. finAPl will call this URL with HTTP net hod POST.

Note that the response of the call is not processed by finAPI. Al so note that

while the call back URL may be a non-secured (http) URL on the finAPl sandbox

or al pha environnent, it MJST be a SSL-secured (https) URL on the finAPlI |ive

system [@ptli @nal ] Exanple: "https://bank.server.confnotification”

"user Synchroni zati onCal | backUr| " string, // Callback URL for user




V1 2022.42.1

V2 2022.42.1

synchroni zation. This field should be set if you - as a finAPl customer - have
multiple clients using finAPl. In such case, all of your clients will share
the same user base, nmeking it possible for a user to be created in one client,
but then deleted in another. To keep the client-side user data consistent in
all clients, you should set a callback URL for each client. finAPI will send a
notification to the callback URL of each client whenever a user of your user
base gets deleted. Note that finAPl will send a deletion notification to ALL
clients, including the one that made the user deletion request to finAPl. So
when del eting a user in finAPl, a client should rely on the callback to delete
the user on its own side. The notification that finAPl sends to the clients'
cal I back URLs will be a POST request, with this body: ({
"userld" : string // contains the identifier of the deleted user

"event" : string // this will always be "DELETED'

Note that finAPl does not process the response of this call. Al so note that
while the cal |l back URL may be a non-secured (http) URL on the finAPl sandbox
or al pha environment, it MJST be a SSL-secured (https) URL on the finAPlI live
system

As long as you have just one client, you can ignore this field and let it be
nul | . However keep in mind that in this case your client will not receive any
cal | back when a user gets deleted - so the deletion of the user on the client-
side nmust not be forgotten. OF course you may still use the callback URL even
for just one client, if you want to inplenent the deletion of the user on the
client-side via the callback fromfinAPl . [HcoE EecijpjinmmmaB 8 Exanple:

"https://bank. server.conif synchronization"

"refreshTokensValidityPeriod" : integer [int32]
"user AccessTokensVal i dityPeriod" : integer [int32],

"client AccessTokensValidityPeriod" : integer [int32],

synchroni zation. This field should

be set if you - as a finAPlI custoner - have

multiple clients using finAPl. In such case, all of your clients will share

the sane user base, neking it poss

ble for a user to be created in one client,

but then deleted in another. To keep the client-side user data consistent in

all clients, you should set a callback URL for each client. finAPI will send a

notification to the callback URL of

base gets deleted. Note that finAP|

each client whenever a user of your user

will send a deletion notification to ALL

clients, including the one that made the user deletion request to finAPl. So

when deleting a user in finAPI, a client should rely on the callback to delete

the user on its own side. The notif

ication that finAPl sends to the clients

call back URLs will be a POST request, with this body: {

"userld" : string // contains the identifier of the del eted user

"event" : string // this will always be "DELETED'

Note that finAPl does not process t

he response of this call. Also note that

while the cal | back URL may be a non-secured (http) URL on the finAPl sandbox

or al pha environnment, it MJST be a
system

As |l ong as you have just one client
nul | . However keep in mind that in
cal | back when a user gets deleted -

side nmust not be forgotten. O cour

SSL-secured (https) URL on the finAPl live

, you can ignore this field and let it be
this case your client will not receive any
so the deletion of the user on the client-

se you may still use the callback URL even

for just one client, if you want to inplenent the deletion of the user on the

client-side via the callback fromf

i nNAPI . [optli @nal ] Exanpl e

"https://bank.server. conif synchronization"

"refreshTokensVal i dityPeri od"

"user AccessTokensVal i di t yPeri od"

integer [int32],
integer [int32],

"client AccessTokensValidityPeriod" : integer [int32],




V1 2022.42.1

V2 2022.42.1

"maxUser Logi nAt t enpt s integer [int32],

"transactionl mportLimtation" integer [int32],
"isUser AutoVeri fi cati onEnabl ed" bool ean,
"i sMandat or Admi n" bool ean,

"i sWebScr api ngEnabl ed" bool ean,

" paynent sEnabl ed" bool ean,

"i sSt andal onePaynent sEnabl ed" bool ean,
"avai | abl eBankG oups” array of string,

" product s" array of Product,

"finTSProduct Regi st rati onNunmber" string, // The FinTS product

regi stration nunber. If a value is stored, this will always be ' XXXXX' . [ ol

BesiplnmmimaB B Exanpl e: " XXXXX"

"bet aBanksEnabl ed" bool ean,

"cat egoryRestrictions"” array of Category, // <strong>Type: </strong>

Cat egory
Defines the set of transaction categories to which your client is restricted.

When retrieving transactions (via the GET /transactions services), you nay

"maxUser Logi nAtt enpt s integer [int32],

"transactionlnportLimtation" integer [int32],

"isUser AutoVeri ficati onEnabl ed" bool ean,
"i sMandat or Adm n" bool ean,

"i sWebScr api ngEnabl ed" bool ean,

" paynent sEnabl ed" bool ean,

"i sSt andal onePaynent sEnabl ed" bool ean,

"avai | abl eBankG oups” array of string,

"products" array of Product,

"finTSProduct Regi strati onNunber" string, // The FinTS product

regi stration nunber. If a value is stored, this will always be ' XXXXX' . [optli 0

nal] Exanple: "XXXXX"

"bet aBanksEnabl ed" bool ean,




V1 2022.42.1

V2 2022.42.1

request only those transacti ons whose 'category' is one of the |listed

categories. If this field is null, then there are no restrictions for your
client, and you may retrieve the full set of inported transactions. [ SEEi
e mina g B

"corsAl | owedOri gi ns" array of string // The list of allowed origins for

cross-origin requests. The CORS configuration applies to all the APl services

except for the /oauth services. If this list is enpty, then CORS is not

enabled for this client. Please contact the support if you want to enable or

[ e W e =

change the client's CORS configuration.

}

"categoryRestrictions" array of Category, // <strong>Type: </strong>

Cat egory

Defines the set of transaction categories to which your client is restricted.
When retrieving transactions (via the GET /transactions services), you nay

request only those transacti ons whose 'category' is one of the |listed

categories. If this field is null, then there are no restrictions for your

client, and you may retrieve the full set of inported transactions. [@ptli @nal]

"corsAl | owedOri gi ns" array of string // The list of allowed origins for

cross-origin requests. The CORS configuration applies to all the APl services

except for the /oauth services. If this list is enpty, then CORS is not
enabl ed for this client. Please contact the support if you want to enable or
change the client's CORS configuration.

}

[ eptti @nal ]




Changes in Type: d i ent Confi gur ati onPar ans

Occurs in the following services:
PATCH / api/v*/client Configuration

V12022.42.1

V2 2022.42.1

Client configuration parameters

{
"userNotificationCall backUl" : string,
"user Synchroni zati onCal | backUrl" : string,
"refreshTokensVal i dityPeriod" : integer [int32],
"user AccessTokensVal i dityPeriod" : integer [int32],
"client AccessTokensValidityPeriod" : integer [int32],

"finTSProduct Regi strationNunmber" : string,

"bet aBanksEnabl ed" : bool ean

-

Client configuration parameters

{
"userNotificationCall backUrl" : string,
"user Synchroni zati onCal | backUrl" : string,
"refreshTokensVal i dityPeriod" : integer [int32],
"user AccessTokensVal i dityPeriod" : integer [int32],
"client AccessTokensVal i dityPeriod" : integer [int32],
"finTSProduct Regi strati onNunber" : string,
"bet aBanksEnabl ed" : bool ean

}




Changes in Type: Connect | nt erfacePar ans

Occurs in the following services:

POST / api / v*/ bankConnect i ons/ connect | nt er f ace

V12022.42.1

V2 2022.42.1

Container for interface connection parameters

-~

"bankConnecti onl d" integer [int64],
[ “interface" : Bankinglnterface,]
[ “sourcelnterface" : Bankinglnterface,l
"l ogi nCredenti al s"
Logi nCredenti al
Set of login credentials.
field. [optional]
"storeSecrets" bool ean,
"ski pPosi ti onsDownl oad" bool ean,
"] oadOnner Dat a" bool ean,
"account Types" array of Account Type,
"account Ref erences"
"mul ti St epAut hentication" obj ect,
"redirectUrl" string,

" maxDaysFor Downl oad" integer [int32]

-

array of LoginCredential,

/] <strong>Type: </ strong>

Miust be passed [lin cONBEREt i BN Wit WEe WEnt er EEcH

array of Account Ref erence,

Container for interface connection parameters

~

"bankConnecti onl d" integer [int64],




V1 2022.42.1

V2 2022.42.1

"l ogi nCredentials" : array of LoginCredential, // <strong>Type:</strong>

Logi nCredenti al

Set of login credentials. Mist alwaysmbe passedi unless themrespecti vembank i n

t enflace does not pdeclar epanymiiogion fi el ds. [optional]

"storeSecrets" : bool ean,

"ski pPosi ti onsDownl oad" : bool ean,
"] oadOwner Dat a" : bool ean,
"account Types" : array of Account Type,

"account Ref erences" : array of Account Reference,
"mul ti St epAut hentication" : object,

"redirectUl" : string,

"maxDaysFor Downl oad" : integer [int32]




Changes in Type: Creat eDi rect Debi t Par ans

Occurs in the following services:

POST /api/v*/ payment s/ directDebits

V12022.42.1

V2 2022.42.1

Container for direct debit creation parameters

"si ngl eBooki ng" bool ean,

"account | d" integer [int64],
"direct Debit Type" Di r ect Debi t Type,
"sequenceType"” Di r ect Debi t SequenceType,
"directDebits" array of DirectDebitO derParans,
"executi onDat e" string // <strong>Format:</strong> 'YYYY- MV DD
Execution date for the direct debit(s). May not be in the past. [required]
Exanpl e: "2018-01-01"

}

Container for direct debit creation parameters

"si ngl eBooki ng" bool ean,

"account | d" integer [int64],
"direct Debit Type" Di rect Debi t Type,
"sequenceType" Di r ect Debi t SequenceType,
"directDebits" array of DirectDebitO derParans,

"executionDate"
Execution date for the direct debit(s). May not be in the past.

Exanpl e: "2018-01-01"
}

string [date]m// <strong>Fornmat:</strong> '

YYYY- M DD

[required]




Changes in Type: Creat eMoneyTr ansf er Par ans

Occurs in the following services:

POST /api / v*/ payment s/ mroneyTr ansfers

V12022.42.1

V2 2022.42.1

Container for money transfer creation parameters

{
"si ngl eBooki ng" bool ean,
"account | d" integer [int64],
"i ban" string,
"executi onDat e" string, // <strong>Format:</strong> 'YYYY- W DD

Execution date for the noney transfer(s). May not be in the past. For instant

paynments, it must either be onmitted, or be the current date. If not specified,

nmost banks will use the current date as the instructed date for execution.

[optional] Exanple: "2018-01-01"
"moneyTr ansf ers” array of MneyTransfer O der Par ans,

"i nst ant Paynent " bool ean

Container for money transfer creation parameters

"si ngl eBooki ng" bool ean,

"account | d" integer [int64],

"i ban" string,

"executi onDat e" stringmpdate]s, // <strong>Fornmat:</strong> ' YYYY- WM DD

Execution date for the noney transfer(s). May not be in the past. For instant

paynents, it nmust either be onmitted, or be the current date. If not specified,

nmost banks will use the current date as the instructed date for execution.
[optional] Exanple: "2018-01-01"
"nmoneyTr ansf ers" array of MneyTransfer Or der Par ans,

"i nst ant Paynment " bool ean




Changes in Type: Creat eSt andi ngOr der Par ans

Occurs in the following services:

POST /api / v*/ standi ngOrders

V12022.42.1

V2 2022.42.1

Container for standing order creation parameters

tonorrow). [required] Exanple: "2023-01-01"

"endDat e"

"startDate'. |If not provided, then the standing order wll

term nation. [optional] Exanple: "2024-01-01"

"frequency" St andi ngOr der Fr equency,

{
"account | d" integer [int64],
"i ban" string,
"count er part Nane" string,
“counterpart| ban" string,
"anount " nunber,
"currency" Currency,
" pur pose” string,
" sepaPur poseCode" string,
"endToEndl d" string,
"start Date" string, // <strong>Format:</strong> 'YYYY- W DD

Start date of the standing order. Date nmust be in the future (at |east

string, // <strong>Format:</strong> 'YYYY- VW DD

Term nation date of the standing order. If provided, it nust be after the

have no

Container for standing order creation parameters

{
"account | d" integer [int64],
"i ban" string,
"count er part Nane" string,
"counterpart| ban" string,
"anount " nunber,
"currency" Currency,
" pur pose” string,
" sepaPur poseCode" string,
"endToEndl d" string,
"startDate" stringmpdate]s, // <strong>Fornmat:</strong> ' YYYY- WM DD

Start date of the standing order. Date nust be in the future (at |east

tonmorrow). [required] Exanple: "2023-01-01"

"endDat e" stringmpdate]y, // <strong>Format:</strong> 'YYYY- MV DD
Term nation date of the standing order. If provided, it nust be after the
"startDate'. If not provided, then the standing order will have no

term nation. [optional] Exanple: "2024-01-01"

"frequency" St andi ngOr der Fr equency







Changes in Type: Dai | yBal ance

Occurs in the following services:

CGET /api/v*/account s/ dail yBal ances

V12022.42.1

V2 2022.42.1

Balance data for a single day

"date" : string, // <strong>Format:</strong> 'YYYY- M\ DDREEENNISSESSS'
(german tine)
Date. [required] Exanple: "2018-01-0l1poomoomoomone"

"bal ance" : nunber,

"income" : numnber,

"spendi ng" : nunber,

"internal Adj usti ngEntries" : nunber,
"transactions" : array of integer

Balance data for a single day

"date" : stringmpdately, // <strong>Format:</strong> 'YYYY- M} DD
Date. [required] Exanple: "2018-01-01"

"bal ance" : nunber,

"income" : nunber,

"spendi ng" : nunber,

"internal Adj ustingEntries" : nunber,
"transactions" : array of integer




Changes in Type: Dai | yBal ancelLi st

Occurs in the following services:

CGET /api/v*/account s/ dail yBal ances

V12022.42.1

V2 2022.42.1

Contains a list of daily balances

"| at est CormonBal anceTi nest amp"

( St )

The | at est CormonBal anceTi mestanp is the |atest tinestanp at which all

string, // <strong>Format:</strong> ' YYYY-

MVt DDEIHH: MM SS. SSS'

regar ded

accounts have been up to date. Only balances with their date being snaller

than the | atest ConmonBal anceTi nestanp are reliable. Exanple: A user has two

accounts: A (last update today, so balance fromtoday) and B (last update

yesterday, so balance fromyesterday). The service /accounts/dail yBal ances

will return a balance for yesterday and for today, with the info

| at est CommonBal anceTi mest anp=yest erday. Since account B mi ght have received

transactions this nmorning, today's bal ance m ght be wong. So either make sure

that all regarded accounts are up to date before calling this service, or use

the results carefully in conbination with the | atestComonBal anceTi mestanp. [
EON EecjanmEmall @) Exanpl e: "2018-01- 01m@0: @@: @0. 000"
"dai | yBal ances” array of DailyBal ance,

"pagi ng" obj ect

Contains a list of daily balances

"| at est CoomonBal anceTi nest anp" st ri ngmdatestinnel, //

<strong>Format: </strong> ' YYYY- MM DDT'IHH: MM SS. SSSXXX' ( RECE3339;
)

The | at est ConmonBal anceTi mestanp is the latest tinmestanp at which all

section 5.6

regar ded

accounts have been up to date. Only balances with their date being snaller

than the | atest CommonBal anceTi mestanp are reliable. Exanple: A user has two

accounts: A (last update today, so balance fromtoday) and B (|l ast update

yesterday, so balance fromyesterday). The service /accounts/dail yBal ances

will return a balance for yesterday and for today, with the info

| at est CommonBal anceTi nest anp=yesterday. Since account B mi ght have received
transactions this norning, today's bal ance m ght be wong. So either make sure

that all regarded accounts are up to date before calling this service, or use

the results carefully in conbination with the | atest CormonBal anceTi nestanp. [
optli @nal ]| Exanpl e: "2018-01- 01W09: 118: 40. 473*01:00"
"dai | yBal ances" array of DailyBal ance,

" pagi ng" obj ect




Changes in Type: Di r ect Debi t Or der Par ans

Occurs in the following services:

POST /api/v*/ payment s/ directDebits

V12022.42.1

V2 2022.42.1

Parameters for a direct debit order

{
"count er part Nane" string,
“count erpart| ban" string,
"count erpartBic" string,
"anmount " nunber,
" pur pose" string,
" sepaPur poseCode" string,
"endToEndl d" string,
"mandat el d" string,

"mandat eDat e"
Date of the mandate that this direct debit order
Exanpl e: "2018-01-01"

"creditorld" string,
"count er part Addr ess" string,

"count er part Country" | SGB166Al pha2Codes

string, // <strong>Format:</strong> ' YYYY- W DD

is based on [required]

Parameters for a direct debit order

{
"count er part Nane" string,
"count erpart | ban" string,
"count erpartBic" string,
"amount " nunber,
" pur pose" string,
" sepaPur poseCode" string,
"endToEndl d" string,
"mandat el d" string,

"mandat eDat e" stringmpdate]s, // <strong>Format:</strong> ' YYYY- MM DD
Date of the nmandate that this direct debit order is based on [required]
Exanpl e: "2018-01-01"

"creditorld" string,
"count er part Addr ess" string,

"count erpart Country" | SCB8166Al pha2Codes




Changes in Type: Edi t BankConnect i onPar ans

Occurs in the following services:
PATCH / api / v*/ bankConnect i ons/ {i d}

V12022.42.1

V2 2022.42.1

Container for bank connection edit params

~

"nanme" string,

"l ogi nCredenti al s" array of LoginCredential, // <strong>Type: </strong>

Logi nCredenti al

Set of login credentials that you want to edit. Mist be passed in conbination

with the "interface' field. The | abels that you pass nust match with the login

credential l|abels that the respective interface defines. If you want to clear

the stored value for a credential, you can pass an enpty string ("") as value

Note that any change in the credentials will automatically renove the saved

consent data associated with those credentials.
<strong>NOTE: </strong> |If you are a Wb Form 2.0 custoner, and would like to
al | ow your end-users to change the credentials they have stored in our system

then pl ease navigate <a target="_bl ank" href="?product =web_form 2. O#post -

Container for bank connection edit params

~

"nanme" string,

"l ogi nCredenti al s" array of LoginCredential, // <strong>Type: </strong>

Logi nCredenti al
Set of login credentials that you want to edit.

with the ' banki nghint er f ace’

| abel s that the respective interface defines.

Miust be passed i n conbination
field. The |l abels that you pass nust match with

the login credential If you want
to clear the stored value for a credential, you can pass an enpty string ("")

as value. Note that any change in the credentials will automatically renove

the saved consent data associated with those credentials.

<strong>NOTE: </strong> If you are a Wb Form 2.0 custonmer, and would like to
al | ow your end-users to change the credentials they have stored in our system
then pl ease navigate <a target="_bl ank" href="?product =web_f orm 2. 0#post -

[ api / tasks/ backgroundUpdat e’ target="_bl ank' >here</a> to inplenment the sane




V1 2022.42.1

V2 2022.42.1

[ api / t asks/ backgroundUpdat e’ target="_bl ank' >here</a> to inplenment the sane

functionality. [optional]

"def aul t TwoSt epPr ocedur el d" string // NOlENEmEEIERIERECERNSERinen
Wi Il work onl'y in combination with the "interface field.

[ |

New def aul t two-step-procedure

Must match the 'procedureld of one of the

procedures that are listed in the bank connection. |If you do not want to

change this field let it remain unset. |f you want to clear the current

default two-step-procedure, set the field' s value to an enpty string ("").
<strong>NOTE: </strong> |If you are a Web Form 2.0 custoner and would like to

al | ow your end users to update their preferred TAN procedure that is stored in
our system then please navigate <a target="_bl ank"

hr ef =" ?product =web_f or m 2. O#post -/ api / t asks/ backgr oundUpdat e' >here</a> to

i mpl enent the sanme functionality.

}

[optional] Exanple: "955"

functionality. [optional]

"def aul t TwoSt epPr ocedur el d" string // New default two-step-procedure

Must match the 'procedureld of one of the procedures that are listed in the

bank connection. If you do not want to change this field let it remain unset.

If you want to clear the current default two-step-procedure, set the field's

val ue to an enpty string ("").

<strong>NOTE: </ strong> If you are a Wb Form 2.0 custoner and would like to
al | ow your end users to update their preferred TAN procedure that is stored in
our system then please navigate <a target="_bl ank"

hr ef =" ?product =web_f or m 2. O#post -/ api / t asks/ backgr oundUpdat e' >here</a> to

i mpl enment the sane functionality.

}

[optional] Exanple: "955"




Changes in Type: Edit TppCr edenti al Par ans

Occurs in the following services:

PATCH / api / v*/t ppCredenti al s/ {id}

V12022.42.1

V2 2022.42.1

A container for editing TPP client credentials data

"t ppAut hent i cati onG oupl d"

"l abel "

integer [int64],
string,

"tppCientld" string,
"tppCient Secret™
"t ppApi Key"

"t ppNanme"

string,
string,

string,

“val i dFr onDat e" string, // <strong>Format:</strong> 'YYYY- W DD

Credentials "valid front' date. Default is today's date [optional] Exanple:

"2019- 04- 23"

“validUntil Date" string // <strong>Format:</strong> 'YYYY- MM DD
Credentials "valid until" date. Default is null which nmeans "indefinite" (no
limt) [optional] Exanple: "2022-04-23"

}

A container for editing TPP client credentials data

"t ppAut hent i cati onG oupl d" integer [int64],

"| abel " string,
"tppCientld" string,
"tppCient Secret™
"t ppApi Key"

"t ppNane"

string,
string,

string,

"val i dFr onDat e" stringmpdate]s, // <strong>Fornmat:</strong> ' YYYY- WM DD

Credentials "valid from' date. Default is today's date [optional] Exanple:

"2019- 04- 23"

“validuUntil Date" string [date]m// <strong>Format:</strong> ' YYYY- MM DD
Credentials "valid until" date. Default is null which nmeans "indefinite" (no
limt) [optional] Exanple: "2022-04-23"

}




Changes in Type: ErrorDetail s

NOTE: Is contained in type ErrorMessage, which can be returned from all services!

V1 2022.42.1

V2 2022.42.1

Error details

{

"message” string, // Error message [ icoE mesipnmmmaB 8] Exanple: "An
unexpected error occurred"

"code" Err or Code,

"type" Error Type,

“mul ti StepAut hentication” obj ect // <strong>Type: </strong>
Mul ti St epAut henti cati onChal | enge
This field is set when a nmulti-step authentication is required, i.e. when you
need to repeat the original service call and provide additional data. The
field contains infornmati on about what additional data is required. [Hcou Hesijl

nimmall 8]
}

Error details

{

"message” string, // Error message [@ptli @nal ] Exanpl e:
error occurred"

"code" Er r or Code,

"type" Error Type,

“mul ti StepAut henti cation”

Mul ti St epAut henti cati onChal | enge

This field is set when a nulti-step authentication is required, i

need to repeat the original service call

field contains informati on about what additional

}

and provi de additional

obj ect // <strong>Type: </strong>

data is required.

" An unexpect ed

.e. when you

data. The

[ optii @nal ]




Changes in Type: Error Message

NOTE: Can be returned from all services!

V1 2022.42.1

V2 2022.42.1

Response type when a service call was not successful. Contains details about the error(s)

that occurred.

{

“errors” array of ErrorDetails,

"date" string, // <strong>Format:</strong> 'YYYY- VM DDlHH: MM SS. SSS' (@e
I i )

Server date of when the error(s) occurred [required] Exanple:

2@: @0. 000"

"2018- 01- 01W@0:

"request|d" string,
"endpoi nt" string,
"aut hCont ext " string,

"bank" string // BLZ and name (in format "<BLZ> - <nanme>") of a bank that

request [ HSEoE HesipEmmmaB 8] Exanpl e:

was used for the original

}

"00000000"

Response type when a service call was not successful. Contains details about the error(s)

that occurred.

“errors” array of ErrorDetails,

"date" st ri ngmjdatiestisme]l, // <strong>Format:</strong> ' YYYY- MV DDl

HH: MM SS. SSSXXX' ( RECH3339mmslect i onmsm6)
Server date of when the error(s) occurred [required] Exanple:

18: 40. 473%01=00"

"2018-01- 01MO09:

"request | d" string,
"endpoi nt" string,
"aut hCont ext " string,

"bank" string // BLZ and nanme (in format "<BLZ> - <nane>") of a bank that

was used for the original

}

request [@ptii @nal ] Exanpl e: "00000000"




Changes in Type: | banRul e

Occurs in the following services:
POST /api / v*/ mandat or Admi n/ i banRul es
GET / api/ v*/ mandat or Admi n/ i banRul es

V1 2022.42.1

V2 2022.42.1

Container for an IBAN rule

{
"id" : integer [int64],
"category" : object,
"direction" : TransactionDirection,
"creationDate" : string, // <strong>Format:</strong> 'YYYY- MV DDl

HH: MM SS. SSS' (e IEEEN! | HE)

Ti mestanp of when the rule was created. [required] Exanple: "2018-01-01m80: 0@:

20. 000"

"iban" : string

Ti nest anp of

"i ban"

Container for an IBAN rule

{
"id" : integer [int64],
"cat egory" obj ect,
"direction" : TransactionDirection,
"creationDate" : stringmidatestime]l,

when the rule was created.

40. A473%01m00"

string

/| <strong>Format:</strong> ' YYYY- MV}

DDTgHH: MM SS. SSSXXX' ( RECH3339mmisect i onmsme)

[required] Exanple:

"2018-01- 01mMO09: 18:




Changes in Type: | nport BankConnect i onPar ans

Occurs in the following services:

POST /api / v*/ bankConnecti ons/i nport

V12022.42.1

V2 2022.42.1

Container for bank connection import parameters

-~

" bankl! d" integer [int64],

"name" string,

"l ogi nCredenti al s" array of LoginCredential, // <strong>Type: </strong>

Logi nCredenti al

Set of login credentials. Mist be passed iin cORNilRgEt i Bn Wit @ We Wnt er M@EecH
field. [optional]

"storeSecrets" bool ean,
" ski pPosi ti onsDownl oad" bool ean,
"1 oadOwner Dat a" bool ean,
" maxDaysFor Downl oad" integer [int32],

"account Types" array of Account Type,

"account Ref erences" array of Account Ref erence,

Container for bank connection import parameters

~

" bankl d" integer [int64],

"name" string,

"l ogi nCredenti al s" array of LoginCredential, // <strong>Type: </strong>

Logi nCredenti al

Set of login credentials. Mist alwaysmbe passedp unliess wthemrespecti vembank i n
t enfilace does not mdeclvar epanyminogion fi el ds. [optional ]

"storeSecrets" bool ean,
" ski pPosi ti onsDownl oad" bool ean,
"1 oadOwner Dat a" bool ean,
" maxDaysFor Downl oad" integer [int32],
"account Types" array of Account Type,
"account Ref erences" array of Account Ref erence,
"mul ti StepAut hentication" obj ect,

"redirectUrl" string




"mul ti StepAuthentication" : object, }

"redirectUrl" : string




Changes in Type: Keywor dRul e

Occurs in the following services:
POST /api / v*/ mandat or Admi n/ keywor dRul es
GET / api/ v*/ mandat or Adm n/ keywor dRul es

V1 2022.42.1

V2 2022.42.1

Container for a keyword rule

{
"id" : integer [int64],
"category" : object,
"direction" : TransactionDirection,

"creationDate" : string, // <strong>Format:</strong> 'YYYY- MV DDl

HH: MM SS. SSS' (e IEEEN! | HE)

Ti mestanp of when the rule was created. [required] Exanple: "2018-01-01m80: 0@:

20. 000"

"keywords" : array of string,

"al | Keywor dsMust Mat ch" : bool ean

Container for a keyword rule

40. A473%01m00"

"al | Keywor dsMust Mat ch"

DDaTHH: MM SS. SSSXXX' ( RECH3339y

{
"id" : integer [int64],
"category" : object,
"direction" : TransactionDirection,
"creationDate" : stringmidatestime]l,

Ti mestanp of when the rule was created.

"keywords" : array of string,

bool ean

/| <strong>Format:</strong> ' YYYY- MV}

Segct | onwSwe)

[required] Exanple:

"2018-01- 01mMO09: 18:




Changes in Type: Logi nCr edenti al Resour ce

Occurs in the following services:

PGST /api / v*/ bankConnect i ons/ updat e

PGST / api / v*/ bankConnecti ons/i nport

POST /api / v*/ bankConnecti ons/ connect I nterface
GET /api/v*/bankConnecti ons/ {i d}

PATCH / api / v*/ bankConnecti ons/ {i d}

GET / api/v*/ bankConnecti ons

GET /api/v*/ bankConnecti ons/{i ds}

V12022.42.1

V2 2022.42.1

Container for a bank login credential

field will "XXXXX "123456"

}

[ eoui EesjEEnEEEaE B Exanpl e:

al ways be

{

"| abel " string,

"val ue" string // Stored value for this login credential. Please NOTE:
If your client has no license for processing banking credentials, or if this
field contains a value that requires password protection (e.g. PIN), then this

Container for a bank login credential

"| abel " string,

"val ue" string // Stored value for this login credential.

If your client has no license for processing banking credentials, or

field contains a value that requires password protection (e.g.

field will "123456"

}

al ways be ' XXXXX' . [@ptii @nal ] Exanpl e:

Pl ease NOTE:
if this
PIN), then this




Changes in Type: MockBankConnecti onUpdat e

Occurs in the following services:
POST / api / v*/t est s/ nockBat chUpdat e

V1 2022.42.1 V2 2022.42.1
Data for a mock bank connection update Data for a mock bank connection update
{ {
"bankConnectionld" : integer [int64], "bankConnectionld" : integer [int64],
[ “interface" : Bankinglnterface,] [ "bankinglnterface" : Bankinglnterface, // <strong>Type:</strong>
"si nmul at eBankLogi nError" : bool ean, Banki ngl nterface
"nmockAccountsData" : array of MyckAccount Dat a ']
} The banking interface to use. [required] Possible values:
["VEB_SCRAPER', " FI NTS_SERVER', " XS2A"] Exanpl e: " XS2A"
"si mul at eBankLogi nError" : bool ean,
"mockAccountsData" : array of MdckAccount Data
}




Changes in Type: Mul ti St epAut henti cati onChal | enge

Occurs in the following services:

POST /oaut h/token -> POST /api/v*/oauth/token
POST /oaut h/revoke -> POST /api/v*/oauth/ revoke
GET /api/v*/users

POST /api/v*/users

DELETE / api/v*/users

PATCH / api / v*/ users

POST /api/v*/users/verify/{userld}

POST /api / v*/ users/request Passwor dChange
POST / api / v*/ user s/ execut ePasswor dChange
POST /api/v*/transactions/{id}/split

POST /api/v*/transactions/{id}/restore

POST /api/v*/transactions/triggerCategorization
CET /api/v*/tppCredentials

POST /api/v*/tppCredential s

GET /api/v*/tppCertificates

POST /api/v*/tppCertificates

POST /api/v*/tests/ nockBat chUpdat e

POST / api/v*/tests/checkCategorization

CET /api/v*/standi ngOrders

POST /api / v*/ standi ngOrders

PGOST /api / v*/ st andi ngOr der s/ subni t

POST /api / v*/ paynment s/ subni t

PGST / api/ v*/ paynment s/ noneyTr ansfers

POST /api/v*/ payment s/ directDebits

CGET /api/v*/notificationRul es

POST /api/v*/notificationRul es

DELETE / api/v*/notificationRul es

PGOST /api / v*/ mandat or Admi n/ swi t chApi Ver si on
GET / api/ v*/ mandat or Adm n/ keywor dRul es

POST / api / v*/ mandat or Adm n/ keywor dRul es



POST / api / v*/ mandat or Adm n/ keywor dRul es/ del et e
GET /api/v*/ mandat or Admi n/ i banRul es

POST /api / v*/ mandat or Admi n/ i banRul es

POST / api / v*/ mandat or Admi n/ i banRul es/ del et e
POST /api / v*/ mandat or Admi n/ del et eUser s

POST /api / v*/ mandat or Admi n/ changeC i ent Credenti al s
GET /api/v*/|abels

POST /api/v*/|abels

DELETE /api/v*/ 1 abel s

GET /api/v*/categories

POST /api/v*/categories

DELETE / api/v*/cat egori es

POST / api / v*/ cat egori es/trainCategori zation
PGST /api / v*/ bankConnect i ons/ updat e

POST /api / v*/ bankConnecti ons/ renovel nterface
POST / api / v*/ bankConnect i ons/ i nport

PGST / api / v*/ bankConnecti ons/ connect I nterface
POST /api / v*/ account s/ request SepaMoneyTr ansf er
POST / api / v*/ account s/ r equest SepaDi r ect Debi t
PGOST /api / v*/ account s/ execut eSepaMoneyTr ansf er
POST /api / v*/ account s/ execut eSepaDi r ect Debi t
GET /api/v*/transactions

DELETE / api/v*/transactions

PATCH / api /v*/transacti ons

GET /api/v*/transactions/{ids}

PATCH / api /v*/transactions/{i ds}

CGET /api/v*/transactions/{id}

DELETE / api / v*/transactions/ {i d}

PATCH / api /v*/transacti ons/{i d}

CGET /api/v*/tppCredential s/ {id}

DELETE / api / v*/t ppCredenti al s/ {i d}

PATCH / api / v*/t ppCredenti al s/ {id}



GET /api/v*/|abel s/{id}

DELETE /api/v*/| abel s/{i d}

PATCH / api / v*/1 abel s/ {i d}

GET /api/v*/clientConfiguration
PATCH / api /v*/client Configuration
CGET /api/v*/categories/{id}

DELETE / api / v*/ cat egori es/ {i d}

PATCH / api / v*/ cat egori es/ {i d}

GET /api/v*/ bankConnecti ons/ {i d}
DELETE / api / v*/ bankConnect i ons/ {i d}
PATCH / api / v*/ bankConnect i ons/ {i d}
CGET /api/v*/accounts/{id}

DELETE / api / v*/ account s/ {i d}

PATCH / api / v*/ account s/ {i d}

CGET /api/v*/webForns/ {id}

GET /api/v*/users/verificationStatus
GET /api/v*/tppCredential s/tppAut henticati onG oups
GET /api/v*/tppCertificates/{id}
DELETE / api/v*/tppCertificates/{id}
GET /api/v*/securities

CGET /api/v*/securities/{ids}

GET /api/v*/securities/{id}

GET /api/v*/paynents

GET /api/v*/notificationRules/{id}
DELETE / api/v*/ notificationRul es/ {id}
[ api / v*/ mandat or Adm n/ get User Li st
[api/v*/| abel s/ {ids}

[ api / v*/ cat egori es/ {ids}

[ api / v*/ cat egori es/ cashFl ows

[ api / v*/ banks

[ api / v*/ banks/ {i ds}

RAEREBHRH

[ api / v*/ banks/ {i d}



GET / api / v*/ bankConnecti ons

DELETE / api / v*/ bankConnect i ons

GET / api/v*/ bankConnecti ons/{i ds}

GET /api/v*/accounts

DELETE / api / v*/ account s

GET /api/v*/accounts/{ids}

GET /api/v*/account s/ dai | yBal ances

DELETE / api/v*/ users/{userld}

DELETE / api / v*/ bankConnect i ons/ {i d}/ ai sConsent

V1 2022.42.1

V2 2022.42.1

Container for multi-step authentication data, as returned by finAPI to the client

"hash" string,

"status" MsaSt at us,

"chal | engeMessage" string, // In case of status =

CHALLENGE _RESPONSE_REQUI RED, this field contains a nmessage fromthe bank
containing instructions for the user on how to proceed with the authorization.
[ meomi mesijsnmEsaEl g Exanpl e:

er hal ten haben. ™"

"Bitte die TAN verwenden, die Sie per SMS

"answer Fi el dLabel " string, // Suggestion fromthe bank on how you can

| abel your

Eoni EesijslnmiaEall 8] Exanpl e:

input field where the user should enter his challenge response. [

" TAN- Nummer "

"redirectUurl" string, // In case of status = REDI RECT_REQUI RED, this

field contains the URL to which you nust direct the user. It already includes

Container for multi-step authentication data, as returned by finAPI to the client

"hash" string,

"status" MsaSt at us,

"chal | engeMessage" string, // In case of status =

CHALLENGE_RESPONSE _REQUI RED, this field contains a message fromthe bank

containing instructions for the user on how to proceed with the authorization.

[optii gnal ] Exanple: "Bitte die TAN verwenden, die Sie per SMs erhal ten haben."

"answer Fi el dLabel " string, // Suggestion fromthe bank on how you can

| abel your input field where the user should enter his challenge response. [
optli @nal | Exanpl e: " TAN- Nunmmer"
"redirectUrl" string, // In case of status = REDI RECT_REQUI RED, this

field contains the URL to which you nust direct the user. It already includes

the redirect URL back to your client that you have passed when initiating the




V1 2022.42.1

V2 2022.42.1

the redirect URL back to your client that you have passed when initiating the

service call. [ncou mesisinmmmaBl B) Exanple: "https://user-1ogin. bank. de/"

"redirect Context" string, // Set in case of status = REDI RECT_REQUI RED.

When the bank redirects the user back to your client, the redirect URL will

contain this string, which you nust process to identify the user context for

the cal I back on your side. [Hcou mesijsnmimmaBl g) Exanpl e: "12345"

"redirect Cont ext Fi el d" string, // Set in case of status =

REDI RECT_REQUI RED. This field is set to the nane of the query paraneter that

contains the 'redirectContext' in the redirect URL fromthe bank back to your

client. [ncoE meeisfnmmmaBl g) Exanple: "state"

"t woSt epProcedur es" array of TwoStepProcedure, // <strong>Type: </strong>

TwoSt epPr ocedur e

In case of status = TWO STEP_PROCEDURE_REQUI RED, this field contains the

avail abl e two-step procedures. Note that this set does not necessarily match

the set that is stored in the respective bank connection interface. You should

al ways use the set fromthis field for the nulti-step authentication flow. [

WEou e e g

"phot oTanM neType" string, // In case that the 'photoTanData' field is

set (i.e. not null), this field contains the MM type to use for

"image/png') [ MEEE EecjEnmaapl B Exanpl e:

interpreting
the photo data (e.g.:

"i mage/ svg+xm "

service call. [optli @nal] Exanple: "https://user-Iogin.bank.de/"

"redirect Context" string, // Set in case of status = REDI RECT_REQUI RED.

When the bank redirects the user back to your client, the redirect URL will

contain this string, which you nust process to identify the user context for

the cal Il back on your side. [optli gnal] Exanple: "12345"

"redirect Cont ext Fi el d" string, // Set in case of status =

REDI RECT_REQUI RED. This field is set to the nanme of the query paraneter that

contains the 'redirectContext' in the redirect URL fromthe bank back to your

client. [optli @nal] Exanple: "state"

"t woSt epProcedur es" array of TwoStepProcedure, // <strong>Type: </strong>

TwoSt epPr ocedur e

In case of status = TWD STEP_PROCEDURE_REQUI RED, this field contains the

avail abl e two-step procedures. Note that this set does not necessarily match

the set that is stored in the respective bank connection interface. You should

al ways use the set fromthis field for the nmulti-step authentication flow [

optii @nal ]

"phot oTanM nmeType" string, // In case that the 'photoTanData' field is

set (i.e. not null), this field contains the MME type to use for interpreting

the photo data (e.g.: 'immge/png') [Opti Gnal] Exanple: "image/svg+xm "
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"phot oTanDat a" string, // In case that the bank server has instructed the

user to scan a photo (or nore generally speaking, any kind of QR-code-like

then this field will
[ meoE mesjEnmagaE g Exanpl e:
" PDO4bWhgdnVy c2l vbj 0i MB4wW i Bl bmi\vZd uZz0i aXNvLTg4NTkt MSI / Pgo81 URPQLRZUEUgc3Znl

dat a), contain the raw data of the photo as a BASE- 64

string.

FBVQkxJQyAi LS8vVzNDLY9EVEQgULZHI DEuMS8vRU4i | CJodHRWO 8vd3d3LnczLnByZy9HenFwad

j cy9TVkevMs4xLORURCOzdntx MS5kdGQ Pgo8c3Znl Hht bG5zPSJodHRWG 8vd3d3LnczLnmdyZy8yM
DAWL3N2Zy| geGlsbnMeeGxpbrms 91 mh0dHAGLY93d3cudzMub3JnLzESOTkveGxpbmsi | HZI cnNpb24
91 j EuMBl gdm | d0JveDOi MCAW DI XM 43NTUgM EyLj c1NSI gZWshYnx| LWhY2t nc®1bn®| bl d
yAw DAgM EyLj cINSAyMrI uNz ULl i B3aWROaDOi MTZweCl gaGvpZ2hOPSI xNnB4I j 4KI CA8Zz4KI CA
gl DXWYXRol G001 kOx MDYuMzc3LDBDNDc uNz | X LDAs MOWONy 43M Es MOwxMDYuMzc3cz QBLj cy MBwxM
DYuMzc3LDEWNI 4zNzcsMTA2Lj MBN3MKMDYuMzc3LTQBLj cy MSwx MDYuMzc3LTEWNI 4zNzcgl CBTMTY
1Lj AzNOMMDEWNi 4zNzcsMHog TTEWNI 4zNzcsMTk4Lj ¢ 1NUMLNS40NOwx OTguNz ULLDEOLDELNy 4z M
TsMIrs MrA2Lj M3N1MLNS40NCwx NCwx MDYuMz c 3LDEOczkyLj MBNywOMS40NCWsM 4zNzcsOTl uMzc
31 CAgUzE1INy4zMIrQs MTk4Lj ¢ INSwx MDYuMzc 3LDESOCA3NTV6! i BraVWsPSI j MDAWVDAW i 8+Ci Agl

CA8cGF0aCBkPSJt MTEzLj MBNywx MDAuMDk 2di 0z CS43NDRj My45N) Es M540Nz EgNy 40MTcsNCAX Ny A
5Lj gyLDcuQODl gM 4xM csMy4yM kgNi 40Nj gsNCAxM MyOS420TYsMs450TcgM4yM kt M 4xM YgN
C4AxM M Ni 40Nj cgMB450TYt OS420TYt NSAwM kt Ny42Mz Yt MTT uNzc4LTEyLj gyL Tl xLj UxM OxXNC4
2NDA2LTEXLj EyYzAt My44Nj Yt My4xMz Q@ Ny03LTdzLTesMy4x Mz Qt Nywadj ExLj A5OWWt MIUUNDK zL
DMUM M M cuMTYALDE2L] k40S0yNy4xNj gsMzMUNDI 21 DAs MIYuNDVBI DExLj Y3Ni wzMCAxCOTggM ¢
uMIY4LDMzLj QyOHYZOS43NDRj LTMUOTYXLTEUNDCXLTCUNDE3LTQUMIct CS44M 03Lj gyL Tl uMrl 3L
TMUM | 5SLTYuNDY4ALTQUMTI OLTkuN k2LTEuOTk3LTMuM | 5LDI uMrl 2LTQUMTI zLDYuNDY3LTEuOTk
2LDkuN k21 DUuNDI 5LDcuNj M2l DEyLj c300wxM 44M Ay MSA1IMTI sMTQuUN) QBdj ExLj ExOAMAM_DVLIO
DY2| DMUMIMDLDcgNyw3czct My4x Mz QgNy03di 0x MB4wOThj MITUUNDkzLTMUM MyM cuMTYALTE2L] k
40SAYNy4xNj gt MeMUNDI 2L TI uODQyMTdl LTEOLTE2Lj QzNyOxNMB42Nz Ut M AuMTk4L Tl 3Lj E2000zM
y40M h6bS0yNy4xN gt M AuODY1YzAt OC42NTMyNS400TQ MTYuMDI 31 DEzLj E20C0x OC44Nz R2Mz ¢
uNzQ4Yy03Lj Y3NCOyLj gONyOxMy4xN gt MTAUM | XLTEzLj E20C0xOC44NzR6bTI 3Lj E200n3My 4xN
j Z2LTMBLj cOOGMBLj Y3NOWLj gONy AxMy4xNj gsMTAuM | x| DEzLj E200wx OC44Nz Rz L TUUNDk z LDE

"phot oTanDat a" string, // In case that the bank server has instructed the

user to scan a photo (or nore generally speaking, any kind of QR-code-Iike

data), then this field will contain the raw data of the photo as a BASE-64

string. [opti @gnal] Exanpl e:

" PD94bWhwgdnVy c2l vbj 0i Ms4wW i Bl brmi\vZd uZz0i aXNvLTg4NTkt MsI / Pgo81 URPQLRZUEUgc3Znl
FBVQkxJQyAi LS8vVzNDLY9EVEQgULZHI DEuMS8vRUAI | CJodHRWO 8vd3d3LnczLnByZy9HcnFwad
j cy9TVkecvMs4xLORURCIzdnex MS5kdGQ Pgo8c3Znl Hht bG5zPSJodHRWA 8vd3d3LnczLmdyZy8yM
DAWM_3N2Zy| geGlsbnMseGxpbms 9l mh0dHA6LY93d3cudzMib3JnLzE5OTkveGxpbnsi | HZI cnNpb24
91 j EuMsl gdm | d0JveDOi MCAW DI xM 43NTUgM EyLj c1INSI gZWshYnx!| LWhY2t ncm®1bnm®l nbl d
yAwW DAgM EyLj cINSAyMTI uNz ULl i B3aWR0aD0i MIZweCl gaGVpZ2hOPSI xNnB4l j 4KI CA8Zz4KI CA
gl DxwYXRol GQ9I kOxMDYuMzc3LDBDNDcuNz | x LDAs MOWONy 43M Es MOwx MDYuMzc3cz BLj cy MswxM
DYuMzc3LDEWNi 4zNzcsMTA2Lj MBN3MkMDYuMzc3LTQ3Lj cy MSwx MDYuMzc3LTEWNI 4zNzcgl CBTMTY
1Lj AzNOMV_DEWNi 4zNzcsMHOgTTEWNI 4zNzcsMTk4Lj ¢ INUMLNS40NCwx OTguNz ULLDEOLDE1INy 4z M
TQsMIQs MTA2Lj M3NLMLNS40NCwx NOwx MDYuMz c 3LDEOczkyLj MBNywOMS40NCwWsM 4zNzcsOTI uMzc
31 CAgUzE1Ny4zMIrQs MTk4Lj c1NSwx MDYuMzc3LDESOCA3NTV6I i BmaWks PSI j MDAWVDAW i 8+Ci Agl
CA8cCGF0aCBkPSJt MIEzLj M3Nywx MDAuMDk 2di 0z OS43NDRj My45N] EsMS40Nz EgNy 40MIcs NCAX Ny A
5Lj gyLDcuQDl gM 4xM csMy4yM kgNi 40Nj gsNCAxM MyOS420TYsMs450TcgMWy4yM kt M 4xM YgN
C4AxM M Ni 40Nj cgMB450TYt 0S420TYt NS4wM kt Ny42Mz Yt MTI uNzc4LTEyLj gyL Tl xLj UxM OxNC4
2NDd2LTEXLj By YZAt My44N Yt My4xMzQt NyO3LTdzLTcsMy4xMzQt Nywadj ExLj ASOMM MITUUNDKz L
DMUM M M cuMTY4LDE2Lj k40S0yNy4xN gsMzMuNDI 21 DAsMIYuNDVBI DEXLj Y3Ni wzMcAxOTggM ¢
UMTY4LDMzLj QyOHYZ OS43NDRj LTMUOTYXL TEUNDeX L TCUNDE3L TQUMTIct OS44M 03Lj gyLTI uMrl 3L
TMUM | 5SLTYuNDYALTQUMII OLTKuN k2LTEUOTKk3LTMUM | 5LDI uMrl 2LTQUMTI zLDYuNDY3LTEUOTk
2LDkuNj k2| DUUNMDI 5LDcuNj M2l DEyLj c300axM 44M AyMB41MIT sMIQuN QBdj ExLj Ex OAMAMDVUO
DY2! DMUMIMDLDcgNyw3czet My4x Mz QyNy03di 0x MB4wOThj MTUUNDkz LTMUM MyM cuMTY4LTE2Lj k
40SAyNy4xN gt MeMUNDI 2L TI uODQyMrdl LTEOLTE2Lj QzNyOxMS542Nz Ut Mz AuMTk4LTI 3Lj E20C0zM
y40M h6bS0yNy4xN gt M AuODY1YzAt OC42NTMNS400TQ MTYuMD! 31 DEzLj E20C0xOC44Nz R2Mz ¢
uNzQ4Yy03Lj Y3NCOyLj gONyOxMy4xN gt MTAuM | xLTEzLj E2000xOC44Nz R6bTI 3Lj E200W3My4xN
j Z2LTMBLj cOOGMBL]j Y3NOwyLj gONy AXxMy4xNj gsMIAuM | xI DEzLj E200mx OC44Nz Rz L TUUNDK z L DE
2Lj AyNyOxMy4xN gsMrguCDcOei | gZm sbDOi | zAMVDAWMCI vPgogl Dw Zz4KPC9zdnt +Cg=="
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2Lj AyNyOxMy4xNj gsMIguODcOei | gZmi sbhDOi | zAWVDAWME! vPgogl Dw Zz4KPC9z dic +Cg=="

"optical Dat a" string, // In case that the bank server has instructed the

then this field will
[ meoE mesjEnmagaE 8 Exanpl e:

user to scan a flicker code, contain the raw data for the
flicker aninmation as a BASE-64 string.

"11048813833205002812775114302C30315D"

"opti cal Dat aAsRei ner Sct" bool ean

"optical Dat a" string, //
user to scan a flicker code,

flicker anination as a BASE-64 string.
"11048813833205002812775114302C30315D"

"opti cal Dat aAsRei ner Sct " bool ean

then this field will

In case that the bank server has instructed the

contain the raw data for the

[ opti nal ] Exanpl e:




Changes in Type: NewTr ansacti on

Occurs in the following services:
POST /api/v*/tests/ nockBat chUpdat e

V12022.42.1

V2 2022.42.1

Mock transaction data

{
"anmount " nunber,
"currency" Currency,
"origi nal Amount " nurber ,
"original Currency" Currency,
" pur pose" string,
"counterpart” string,
“counterpart| ban" string,
"counterpartBl z" string,
"count erpartBic" string,

"count er par t Account Number string,

"booki ngDat e" string, // <strong>Fornmat:</strong> 'YYYY- VW DD

Booki ng date.

If the date lies back nore than 10 days fromthe booking date of the |atest

transaction that currently exists in the account, then this transaction wll

be ignored and not inported. If the date depicts a date in the future, then

finAPI will deal with it the same way as it does with real transactions during

a real update (see fields 'bankBookingDate' and 'finapi Booki ngDate' in the

Transacti on Resource for explanation).
default value is the current date.

This field is optional, [optional] Exanple:

Mock transaction data

{
"amount " nunber,
"currency" Currency,
"origi nal Amount " nunber ,
"original Currency" Currency,
" pur pose" string,
"counterpart” string,
"counterpart| ban" string,
"counterpartBl z" string,
"count erpartBic" string,

"count er par t Account Nunber " string,

"booki ngDat e" stringmpdate]y, // <strong>Format:</strong> 'YYYY- MV DD

Booki ng date.

If the date lies back nore than 10 days fromthe booking date of the |atest

transaction that currently exists in the account, then this transaction wll

be ignored and not inported. If the date depicts a date in the future, then

finAPI will deal with it the same way as it does with real transactions during

a real update (see fields 'bankBooki ngbate' and 'fi napi Booki ngDate' in the

Transacti on Resource for explanation).
[optional] Exanple:

This field is optional, default value is the current date.




V1 2022.42.1 V2 2022.42.1
"2018-01- 01" "2018-01- 01"

"val ueDat e" string, // <strong>Format:</strong> 'YYYY- M\ DD "val ueDat e" stringmpdate]s, // <strong>Format:</strong> 'YYYY- M\ DD
Val ue date. Optional. Default val ue: Sane as the booking date. [optional] Val ue date. Optional. Default value: Sane as the booking date. [optional]
Exanpl e: "2018-01-01" Exanpl e: "2018-01-01"

"typel d" integer [int32], "typel d" integer [int32],

"count er part Mandat eRef er ence" string, "count er part Mandat eRef er ence" string,

"counterpartCreditor|d" string, "counterpartCreditorld" string,

"count er part Cust oner Ref er ence" string, "count er part Cust onmer Ref er ence" string,

"count erpartDebitorld" string, "count erpartDebitorld" string,

"type" string, "type" string,

"typeCodeSwi ft" string, "typeCodeSwi ft" string,

" sepaPur poseCode" string " sepaPur poseCode" string




Changes in Type: NotificationRul e

Occurs in the following services:
POST /api/v*/notificationRul es
GET /api/v*/notificationRul es/{id}

GET /api/v*/notificationRul es

V1 2022.42.1

V2 2022.42.1

Data of notification rule

"id" : integer [int64],

"triggerEvent” string,
" par ans" obj ect,
"cal | backHandl| e" string,
notifications that it sends based on this rule.
"handl e"

"includeDetails" bool ean

/1 The string that finAPI

includes into the

[ Mo mesijEnmamam 8] Exanpl e:

Data of notification rule

"id" : integer [int64],

"triggerEvent” string,

" par ans" obj ect,

"cal | backHandl| e" string, // The string that finAPl includes into the

notifications that it sends based on this rule. [@ptli @nal] Exanple: "handle"

"includeDetails" bool ean




Changes in Type: Passwor dChangi ngResour ce

Occurs in the following services:

POST /api / v*/ users/request Passwor dChange

V12022.42.1

V2 2022.42.1

Password changing details

"user|d" string,

"user Emai | " string, // User's email,

decryption key. If the user has no enuil then this field will

EEOU mesjaE-EEEal B Exanpl e:

set,

"enmmi | @ ocal host . de"

" passwor dChangeToken" string

encrypted. Decrypt with your data

be null.

[

Password changing details

"userl|d" string,

"user Emai | " string,
decryption key.

optii Bnal ]| Exanpl e:

" passwor dChangeToken"

/1l User's email,

If the user has no enmil

"emai | @ ocal host . de"

string

encrypted. Decrypt with your data

set,

then this field will

be null.

[




Changes in Type: Paynent

Occurs in the following services:

POST /api / v*/ paynment s/ subni t

PGST /api/ v*/ paynment s/ noneyTr ansfers
POST /api/v*/ payment s/ directDebits
GET /api/v*/paynments

V12022.42.1

V2 2022.42.1

Container for a payment's data

{

"id" : integer [int64],

"account | d" integer [int64], // ldentifier of the account to which this
paynment relates. This field is only set if it was specified upon creation of

the paynent. [ ol EesipjinmmmoBl B Exanple: 1

"i ban" string, // IBAN of the account to which this paynent relates. This
fieldis only set if it was specified upon creation of the paynent. [ HEEEi
EEsiEnmnagl @) Exanpl e: " DE89370400440532013000"

"type" Paynent Type,

"anount " numnber ,

"order Count" integer [int32],

"status" OrderlnitiationStatus,

"bankMessage" string, // The bank's response to the nobst recent request

for this paynment. Possible requests are: Initial submission of the payment,

execution request or subsequent status checks. Note that this field nmay not

Container for a payment's data

{

"id" : integer [int64],

"account | d" integer [int64], // ldentifier of the account to which this
paynment relates. This field is only set if it was specified upon creation of

the paynent. [optli @nal] Exanple: 1

"i ban" string, // I1BAN of the account to which this paynent relates. This
field is only set if it was specified upon creation of the payment. [optli @
nal] Exanpl e: "DE89370400440532013000"

"type" Paynent Type,

"anount " nunber ,

"order Count" integer [int32],

"status" OrderlnitiationStatus,

"bankMessage" string, // The bank's response to the nost recent request

for this paynent. Possible requests are: Initial subm ssion of the paynent,

execution request or subsequent status checks. Note that this field may not
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V2 2022.42.1

al ways (or never) be set. Also, as long as the payment has not reached its

final status, this field can always change. [ o HesisinmnEa@ B8]

"request Dat e"

(GemmEn miame)
Ti me of when finAPI

string, // <strong>Format:</strong> "'YYYY- VM DDR
HH: MM SS. SSS'
submitted this paynment to the bank. [ HcHE ESEijijinmEEaB g

Exanpl e: "2018-01-01m@0: @@: @0. 000"

"executi onDat e" string,

( S )

Ti e of when the execution of this paynment has conpl et ed.

/'l <strong>Format:</strong> "' YYYY- M\M DDl
HH: MM SS. SSS'

Not e:
- \When the execution of a paynent has conpleted, it does not necessarily nean

that the payment was successful. Please refer to the paynment 'status' for its

final status.
- The execution date nmay deviate fromthe date when the bank will actually
book the paynent (for exanple if the '"instructedExecutionDate' is in the

future). "2018-01- 01 m@0: @@: @O. 000"

[ Mo mesEnmaaE 8] Exanpl e:

"instructedExecutionDate" string, // <strong>Format:</strong> 'YYYY-MV}

DD
The date that was specified as 'executionDate' upon creation of the payment.
This field may not be set if no 'executionDate' was specified upon paynent

[ meomi mesijslEnmamall B] Exanpl e: "2019-01- 01"

creation.

al ways (or never) be set. Also, as long as the payment has not reached its

final status, this field can al ways change. [@pti gnal]

"request Dat e" st ri ngmjdatiestisme]l, // <strong>Format:</strong> ' YYYY- MV DD

WaHH: MM SS. SSSXXX'  ( REGES339mmscciiion 5m6)

Ti me of when finAPlI subnmitted this paynment to the bank. [@ptli onal] Exanpl e:

"2018-01-01m09: 18: 40. @78=01m00"

"executionDate" st ri ngmjdatiestimme]y, // <strong>Format:</strong> ' YYYY- MV}

DDElHH: MM SS. SSSXXX' ( RECH8339y SECt i onmsme)

Ti me of when the execution of this paynment has conpl et ed.

Not e:
- \Wen the execution of a paynent has conpleted, it does not necessarily nean

that the paynment was successful. Please refer to the paynment 'status' for its

final status.
- The execution date nay deviate fromthe date when the bank will actually
book the paynment (for exanple if the '"instructedExecutionDate' is in the

future). [opti Gnal] Exanpl e: "2018-01- 01M09: 118: 40. A73*01m00"

"instruct edExecuti onDate" stringmdatell, // <strong>Format:</strong>

" YYYY- Mt DD
The date that was specified as 'executionDate' upon creation of the paynment.
This field may not be set if no 'executionDate' was specified upon paynent

creation. [opti onal] Exanple: "2019-01-01"




V1 2022.42.1 V2 2022.42.1

"instant Payment" : bool ean // Whether the order was submitted to the bank "instant Payment" : boolean // Whether the order was submtted to the bank

as an instant SEPA order. [ iSO ESoijsjinmimmcBl B] Exanple: fal se as an instant SEPA order. [@ptli @nal] Exanple: false
} }




Changes in Type: Paypal Transacti onDat a

Occurs in the following services:

POST /api/v*/transactions/{id}/split
POST /api/v*/transactions/{id}/restore
CGET /api/v*/transactions/{id}

PATCH / api/v*/transactions/{i d}

GET /api/v*/transactions

GET /api/v*/transactions/{ids}

V1 2022.42.1

V2 2022.42.1

Additional, PayPal-specific transaction data. This field is only set for transactions that belong

to an account of the PayPal bank.

"i nvoi ceNunber" string, // lnvoice Nurmber. [HcoE Hesipnmmma@ 8] Exanpl e:

"I NV2- KXVU- 7Z64- DT6W M&2X"

"fee" : nunber, // Fee val ue. [HcoE EeojpEnmpm-Bl 8] Exanple: -0.99

"net" : nunber, // Net value. [HcoE ESjinuimm-Bl 8] Exanple: 9.99

[ "auctionSite" : string
}

Additional, PayPal-specific transaction data. This field is only set for transactions that belong

to an account of the PayPal bank.

"i nvoi ceNunber" string, // Invoice Nunber. [@ptli @nal] Exanple: "INV2-

KXVU- 7264- DT6W M2 X"

"fee" : nunber, // Fee value. [@pti @nal ] Exanple: -0.99

"net" : nunber // Net value. [@ptli @nal] Exanple: 9.99




Changes in Type: Renopvel nt er f acePar ans

Occurs in the following services:

POST / api / v*/ bankConnect i ons/ renpvel nt er f ace

V12022.42.1

V2 2022.42.1

Container for interface removal parameters

{

"bankConnectionld" : integer [int64],
[ “interface" : Bankinglnterface
}

Container for interface removal parameters

~

"bankConnectionld" : integer [int64],




Changes in Type: Security

Occurs in the following services:
CET /api/v*/securities/{id}
GET /api/v*/securities

GET /api/v*/securities/{ids}

V1 2022.42.1

V2 2022.42.1

Container for a security position's data

"id" : integer [int64],

"account | d" integer [int64],

"nane" : string, // Nane [ cEE EeojinmmmcBl 8] Exanpl e:

"\\rt apapi er bezei chnung"

"isin"

"wkn" : string, // VKN [ peou mesijsnmimmapl @) Exanpl e: "840400"

"quote"

nunber, // Quote [ HEoM mNesijsinmimmaBl 8@ Exanple: 99.999999

"quot eCurrency” string, // Currency of quote [HcouE Hesijsjnunn-g =]

Exanpl e: "EUR"

string, // 1SN [ ncou mesijsnuinmapl @) Exanpl e: "DE0008404005"

Container for a security position's data

"id" : integer [int64],

"account | d" integer [int64],

"name" : string, // Narme [@ptli @nal ] Exanpl e:

"isin"

string, // ISIN [@ptii @nal ] Exanpl e:

" DE0008404005"

"wkn" : string, // VKN [o@ptii @nal ] Exanpl e: "840400"

"quote”

"quot eCurrency"

"quot eType" SecurityPositi onQuot eType,

SecurityPositionQuot eType

nunber, // Quote [@ptli @nal] Exanple: 99. 999999

string, // Currency of quote [@ptli @nal] Exanpl e:

/'l <strong>Type: </ strong>

"\\rt apapi er bezei chnung"

"EUR'




V1 2022.42.1

V2 2022.42.1

"quot eType"
SecurityPositionQuot eType

Type of quote.

"ACTU'

"quot eDat e"
HH: MM SS. SSS'

"quantityNomi nal "

afjl B] Exanpl e:

"quantit yNom nal Type"

<strong>Type: </ strong> SecurityPositionQuantityNom nal Type

Type of quantity or nom nal

val ue is the nom nal

"mar ket Val ue"

99. 999999

"mar ket Val ueCurrency"

SecurityPositionQuoteType, // <strong>Type: </strong>

if quote is a percentage val ue,

actual anount [ ESoE EesisfnmmmaBl B] Possi bl e val ues:

if quote is the

["ACTU', "PERC'] Exanpl e:

/] <strong>Format: </strong> ' YYYY- M\ DDl
(GemmEn  minme)

Quote date. [ HcEE mesippnmmmapl B] Exanpl e: "2018-01- 01m@0: @@: @0. 000"

/1 Val ue of quantity or

[ I e

Securi tyPosi ti onQuantityNom nal Type,

if value is a quantity,

amount [ EEOE e mmEaB@ B8] Possi bl e val ues:
["UNI T, "FAMI™] Exanpl e:

/1 Market val ue [ HcEE HeeijiEnmpm-a@l 8] Exanpl e:

/1 Currency of market val ue [ HCEE Weeialn NN

Type of quote. 'PERC if quote is a percentage value, 'ACTU if quote is the
actual anount [@pfli @nal ] Possibl e values: ["ACTU', "PERC'] Exanple: "ACTU'

"quot eDate" : stringpdatestime]l, // <strong>Format:</strong> 'YYYY- M} DD
ITaHH: MM SS. SSSXXX' ( RECE3339mmsectiion 5mw6)
Quote date. [optii gnal] Exanple: "2018-01-01W09: 18: 40. 478%01m00"

"quantityNom nal" : nunber, // Value of quantity or nom nal [@ptli @nal]

Exanpl e: 99. 999999

"quantityNom nal Type" : SecurityPositionQuantityNom nal Type, //
<strong>Type: </ strong> SecurityPositionQuantityNom nal Type
Type of quantity or nomnal value. "UNIT if value is a quantity, 'FAMI' if

val ue is the nominal anpbunt [@ptli Gnal] Possible values: ["UNIT","FAMI"]

Exanple: "UNIT"

"mar ket Val ue" : nunber, // Market val ue [@ptli @nal ] Exanpl e: 99.999999

"mar ket Val ueCurrency" : string, // Currency of market val ue [@ptli @nal ]

Exanpl e: "EUR"

"entryQuote" : nunber, // Entry quote [@pfli @nal] Exanple: 99.999999




V1 2022.42.1

V2 2022.42.1

alll B] Exanple: "EUR'
"entryQuote" nunber, // Entry quote [ SO ESeipnmmmaBl 8@ Exanpl e:
99. 999999

"entryQuot eCurrency”
| 8] Exanpl e:

string, // Currency of entry quote [ HESOE HeeinjimnNaB

"EUR'

"profitOrLoss" nunber // Current profit or |oss [HcoE Nl mNNaB B8]

Exanpl e: 99. 999999

}

"entryQuot eCurrency"

Exanpl e: "EUR"

"profitOrlLoss”
99. 999999

}

string, // Currency of entry quote [@pfli @nal ]

nunber // Current profit or |oss [@ptli @nal] Exanpl e:




Changes in Type: St andi ngOr der

Occurs in the following services:

POST /api / v*/ standi ngOrders

PGST /api / v*/ st andi ngOr der s/ submi t
CGET /api/v*/standi ngOrders

V1 2022.42.1

V2 2022.42.1

Container for a standing order's data

"id" : integer [int64],

"account | d" integer [int64], // ldentifier of the account to which this

standing order relates. This field is only set if it was specified upon

[ eom EesijsEnmEEcE B Example: 1

creation of the standing order.

"i ban" string, // 1BAN of the account to which this standi ng order

relates. This field is only set if it was specified upon creation of the

[ SO meujan mo ! g

standi ng order.

"anmount" nunber,
"currency" Currency,
"start Date" string, // <strong>Format:</strong> 'YYYY- W DD

Start date of the standing order. [required] Exanple: "2023-01-01"

"endDat e" string, // <strong>Fornmat:</strong> 'YYYY- VW DD

Term nation date of the standing order. If this field is not set, then the

Container for a standing order's data

"id" : integer [int64],
"account | d" integer [int64], //
standi ng order rel ates.

creation of the standing order.

"i ban" string, //

relates. This field is only set if
standi ng order. [@pti @nal ]
"anount " nunber,
"currency" Currency,
"startDate" st ri ngmdate]n,

Start date of the standing order.

"endDat e" st ri ngmdate]n,

Term nation date of the standi ng order.

This field is only set if

[required] Exanple:

[ optii gnal ] Exanple: 1

If this field is not set,

"2023-01-01"

Identifier of the account to which this

it was specified upon

| BAN of the account to which this standing order

it was specified upon creation of the

/1 <strong>Fornat: </strong> ' YYYY- M\ DD

/'l <strong>Format: </strong> ' YYYY- MM DD

then the




V1 2022.42.1 V2 2022.42.1

standi ng order has no term nation date. [cOE HesipnmmEa@ B8] Exanpl e: "2023- standi ng order has no term nation date. [@ptli @nal] Exanple: "2023-01-01"
01-01"
"frequency" : Standi ngOrder Frequency,

"frequency" : Standi ngOrder Frequency,
[ "dayOf Execution" : integer [int32],] "requestDate" : stringmdatestime]l, // <strong>Format:</strong> ' YYYY- M\ DD
WlIHH: MMt SS. SSSXXX' ( RECH8839mmsectiion 5m6)

"requestDate" : string, // <strong>Format:</strong> 'YYYY- MV DDl Time of when finAPl submitted this standing order to the bank. [@ptli @nal]
HH: MM SS. SSS'  (gclmEn HlE) Exanpl e: "2018-01- 01W09: 18: 40. 473%01m00"
Time of when finAPl submitted this standing order to the bank. [ NSO Wil
all @] Exanple: "2018-01-01m@0: @@ @0. 000"

"request Conpl eti onDate" : stringmjidate=timme]l, // <strong>Format: </strong>
" YYYY- MVt DDERIHH: MM SS. SSSXXX' ( RECH33897 Sect i onmsne)

"request Conpl etionDate" : string, // <strong>Format:</strong> "' YYYY- MV DDl Time of when the subm ssion of this standing order was finalized.

HH: MM SS. SSS' (DEEER t i iE) Not e: When the submission of a standing order is finalized, it does not
Time of when the subm ssion of this standing order was finalized. necessarily nmean that the bank accepted the standing order. Please refer to
Not e: When the subnmission of a standing order is finalized, it does not the standing order’s 'status' for its final status. [@ptli @nal] Exanple: "2018-
necessarily nmean that the bank accepted the standing order. Please refer to 01-01mO09: 18: 40. @478=01m00"
the standing order’s 'status' for its final status. [HcHE HeeipinunN=B )
Exanpl e: "2018-01- 01m@80: @@: @0. 000" "status" : OrderlnitiationStatus,

"status" : OrderlnitiationStatus, "bankMessage" : string // The bank's response to the nobst recent request

for this standing order. Note that this field nay not always (or never) be

"bankMessage" : string // The bank's response to the nost recent request set. Also, as long as the standing order has not reached its final status,
for this standing order. Note that this field nay not always (or never) be this field can al ways change. [@ptli gnal]
set. Also, as long as the standing order has not reached its final status, }

this field can always change. [ cEHE HesijpnmnmaB 8]
}




Changes in Type: Subm t Paynent Par ans

Occurs in the following services:

POST / api / v*/ paynent s/ submi t

V12022.42.1

V2 2022.42.1

Payment submission parameters

-~

"paynent|d" : integer [int64],

"l ogi nCredential s" : array of LoginCredential,
"redirectUrl" : string,
"mul ti St epAut hentication" : object,

Il

Payment submission parameters

~

"paynent | d" : integer [int64],

"l ogi nCredential s" : array of LoginCredential,




"redirectU " : string,

"mul ti St epAut hentication" : object




Changes in Type: Submi t St andi ngOr der Par ans

Occurs in the following services:
POST / api / v*/ st andi ngOr der s/ submi t

V12022.42.1

V2 2022.42.1

Standing order submission parameters

{
"standi ngOrderld" : integer [int64],
[ “interface" : Bankinglnterface,l
"l ogi nCredential s" : array of LoginCredential,
"redirectUrl" : string,
"mul ti StepAuthentication" : object
}

Standing order submission parameters

~

"standi ngOrderld" : integer [int64],

"l ogi nCredential s" : array of LoginCredential,
"redirectUrl" : string,

"mul ti StepAuthentication" : object

-




Changes in Type: TppCertificate

Occurs in the following services:

POST /api/v*/tppCertificates

GET /api/v*/tppCertificates/{id}
GET /api/v*/tppCertificates

V1 2022.42.1

V2 2022.42.1

A container for the bank certificate's data

"id" : integer [int64],
“certificateType" : TppCertificateType,

"l abel" : string,

"validFronmt : string, // <strong>Format:</strong> "'YYYY- VW DD
Valid fromdate. [required] Exanple: "2019-07-20"

"validuUntil" : string // <strong>Format:</strong> 'YYYY- VW DD
Valid until date. [required] Exanple: "2019-07-20"
}

A container for the bank certificate's data

"id" : integer [int64],
"certificateType" : TppCertificateType,

"l abel" : string,

"validFront : stringmpdate]s, // <strong>Format:</strong> "' YYYY- MM DD

Valid fromdate. [required] Exanple: "2019-07-20"

"validUntil" : string [date]m/ / <strong>Format:</strong> "' YYYY- VW DD

Valid until date. [required] Exanple: "2019-07-20"
}




Changes in Type: TppCerti fi cat ePar ans

Occurs in the following services:
POST /api/v*/tppCertificates

V12022.42.1

V2 2022.42.1

A container for the new certificate data

{
"type" : TppCertificateType,
"publ i cKey" string,
"privat eKey" string,
" passphrase” string,
"caPubl i cKey" string,
"l abel " string,

“val i dFr onDat e" string, // <strong>Format:</strong> 'YYYY- W DD
Start day of the certificate's validity. Default is the passed certificate

val i dFrom date [optional] Exanple: "2019-04-23"

“validUntil Date" string // <strong>Format:</strong> 'YYYY- MM DD
Expiration day of the certificate's validity. Default is the passed

certificate validuntil date [optional] Exanple: "2022-04-23"
}

A container for the new certificate data

{
"type" : TppCertificateType,
"publ i cKey" string,
"privat eKey" string,
" passphrase" string,
"caPubl i ckKey" string,
"l abel " string,

"val i dFr onDat e" stringmpdate]s, // <strong>Fornmat:</strong> ' YYYY- WM DD
Start day of the certificate's validity. Default is the passed certificate

val i dFrom date [optional] Exanple: "2019-04-23"

“validuUntil Date" string [date]m// <strong>Format:</strong> ' YYYY- MM DD
Expiration day of the certificate's validity. Default is the passed
certificate validuntil date [optional] Exanple: "2022-04-23"

}




Changes in Type: TppCredenti al s

Occurs in the following services:

POST /api/v*/tppCredentials

GET /api/v*/tppCredential s/{id}
PATCH / api / v*/t ppCredenti al s/ {i d}
CET /api/v*/tppCredentials

V12022.42.1

V2 2022.42.1

A container for the TPP client credentials data

{
"id" : integer [int64],
"l abel" : string,
"t ppAut henti cati onGroupld" : integer [int64],

"validFront : string, // <strong>Format:</strong> 'YYYY- W DD
Valid fromdate. [required] Exanple: "2019-07-20"

"validUntil" : string // <strong>Format:</strong> 'YYYY- VW DD
Valid until date. [cou Sesijsnmmma@ g Exanple: "2019-07-20"
}

A container for the TPP client credentials data

{
"id" : integer [int64],
"l abel" : string,
"t ppAut henti cati onGroupld" : integer [int64],

"validFront : stringmpdate]l, // <strong>Format:</strong> "' YYYY- WM DD
Valid fromdate. [required] Exanple: "2019-07-20"

"validuntil" : string [date]m/ / <strong>Format:</strong> 'YYYY- M DD
Valid until date. [@ptii @nal] Exanple: "2019-07-20"
}




Changes in Type: TppCredenti al sPar ans

Occurs in the following services:

POST /api/v*/tppCredentials

V12022.42.1

V2 2022.42.1

A container for new TPP client credentials data

"t ppAut hent i cati onG oupl d"

"l abel "

integer [int64],
string,

"tppCientld" string,
"tppCient Secret™
"t ppApi Key"

"t ppNanme"

string,
string,

string,

“val i dFr onDat e" string, // <strong>Format:</strong> 'YYYY- W DD

Credentials "valid front' date. Default is today's date [optional] Exanple:

"2019- 04- 23"

“validUntil Date" string // <strong>Format:</strong> 'YYYY- MM DD
Credentials "valid until" date. Default is null which nmeans "indefinite" (no
limt) [optional] Exanple: "2022-04-23"

}

A container for new TPP client credentials data

"t ppAut hent i cati onG oupl d" integer [int64],

"| abel " string,
"tppCientld" string,
"tppCient Secret™
"t ppApi Key"

"t ppNane"

string,
string,

string,

"val i dFr onDat e" stringmpdate]s, // <strong>Fornmat:</strong> ' YYYY- WM DD

Credentials "valid from' date. Default is today's date [optional] Exanple:

"2019- 04- 23"

“validuUntil Date" string [date]m// <strong>Format:</strong> ' YYYY- MM DD
Credentials "valid until" date. Default is null which nmeans "indefinite" (no
limt) [optional] Exanple: "2022-04-23"

}




Changes in Type: Transacti on

Occurs in the following services:

POST /api/v*/transactions/{id}/split
POST /api/v*/transactions/{id}/restore
CGET /api/v*/transactions/{id}

PATCH / api/v*/transactions/{i d}

GET /api/v*/transactions

GET /api/v*/transactions/{ids}

V1 2022.42.1

V2 2022.42.1

Container for a transaction's data

{

"id" integer [int64],

"parent|d" integer [int64], // Parent transaction identifier [HSHE HSSiEln
minlmaB@l @) Exanmple: 2

"account | d" integer [int64],

"val ueDat e" string, // <strong>Format:</strong> ' YYYY- WM DDBEEENNESSHSSS'
[((german tine)

Val ue date. [required] Exanple: "2018-01-0lpooNeomoonecn"

" bankBooki ngDat e" string,

HHVMM'SS.SSS' [((german tine)]
Bank booki ng date.

/| <strong>Format: </strong> ' YYYY- MM DD

[required] Exanple: "2018-01-01H00N00N00N000"

Container for a transaction's data

"id" integer [int64],

"parent|d" integer [int64],
Exanmpl e: 2

"account | d" integer [int64],

"val ueDat e" st ri ngmjdate]l,

Val ue date. [required] Exanple:

"bankBooki ngDat e" st ri ngmdate]n,

Bank booking date. [required] Exanple:

"fi napi Booki ngDat e" st ri ngmdate]

DD

"2018-

/'l Parent transaction identifier [@ptii@nal]

/'l <strong>Format: </strong> ' YYYY- MM DD

01-01"

/| <strong>Fornat: </strong> ' YYYY- M\ DD
"2018-01-01"

, I/l <strong>Format:</strong> ' YYYY- MW




V1 2022.42.1

V2 2022.42.1

"fi napi Booki ngDat e"
HHMWM'SSSSS' [[(german tine)]
fi nAPI NOTE:

string, // <strong>Format:</strong> 'YYYY- M\ DD

Booki ng date. In sone cases, banks nmy deliver transactions that

are booked in future, but already included in the current account bal ance. To

keep the account bal ance consistent with the set of transactions, such "future

transactions” will be inported with their finapi BookingDate set to the current

date (i.e.: date of inport). The finapi Booki ngDate will autonmtically get

adj usted towards the bankBooki ngDate each time the associ ated bank account is

updat ed. Exanple: A transaction is inported on July, 3rd, with a bank reported

booki ng date of July, 6th. The transaction will be inported with its

fi napi Booki ngDate set to July, 3rd. Then, on July 4th, the associated account

is updated. During this update, the transaction's finapi BookingDate will be

automatically adjusted to July 4th. This adjustnent of the finapi Booki ngDate

takes place on each update until the bank account is updated on July 6th or

later, in which case the transaction's finapi BookingDate will be adjusted to

its final value, July 6th

The finapi BookingDate is the date that is used by the finAPlI PFM services

E.g. when you cal cul ate the spendings of an account for the current nonth, and
have a transaction with finapi BookingDate in the current nonth but

bankBooki ngDat e at the begi nning of the next nonth, then this transaction is
included in the calculations (as the bank has this transaction's anmpunt
"2018-

included in the current account balance as well).

01- 01[00:00:700.7000"

[required] Exanple

"anount " nunber,

"currency" Currency, // <strong>Type: </strong> Currency

Transaction currency in |1SO 4217 format. This field can be null if not

explicitly provided the bank. In this case it can be assunmed as account’s

finAPI Booking date. NOTE: In sone cases, banks may deliver transactions that

are booked in future, but already included in the current account bal ance. To

keep the account bal ance consistent with the set of transactions, such "future

transactions" will be inported with their finapi Booki ngDate set to the current

date (i.e.: date of inport). The finapi Booki ngDate will autonatically get

adj usted towards the bankBooki ngDate each tinme the associ ated bank account is

updat ed. Exanple: A transaction is inported on July, 3rd, with a bank reported

booki ng date of July, 6th. The transaction will be inported with its

fi napi Booki ngDate set to July, 3rd. Then, on July 4th, the associ ated account

is updated. During this update, the transaction's finapi BookingDate will be
automatically adjusted to July 4th. This adjustnent of the finapi Booki ngDate
the bank account

takes place on each update until is updated on July 6th or

later, in which case the transaction's finapi BookingDate will be adjusted to

its final value, July 6th

The finapi BookingDate is the date that is used by the finAPl PFM services
E.g. when you cal cul ate the spendings of an account for the current nonth, and
have a transaction with finapi Booki ngDate in the current nonth but

bankBooki ngDat e at the begi nning of the next nonth, then this transaction is

included in the calculations (as the bank has this transaction's anpunt

included in the current account balance as well). [required] Exanple: "2018-
01- 01"

"anount " nunber ,

"currency" Currency, // <strong>Type: </strong> Currency

Transaction currency in | SO 4217 format. This field can be null if not

explicitly provided the bank. In this case it can be assumed as account’s
currency. [@ptli @nal ] Possibl e val ues

["AED", "AFN', "ALL", "AMD', "ANG', "ACA", "ARS", "AUD', "AWG', "AZN', "BAM', "BBD", " BDT"




V1 2022.42.1

V2 2022.42.1

currency.

["AED', "AFN', "ALL", " AMD", " ANG',

,"BGN', "BHD', "BI F*, "BMD', "BND",

" CAD", "CHE", " CHF" , " CHN",

, " CUP", "CzZK", "DJF", " DKK",

, " GBP, "eeP, "d P,

" HUE", "ILS", "INR,

, " KGS", ,"KI D', " KPW ,

,"LSsL, " MAD", "MGA",

VKN "MYR', " MEN', " NAD'

,"PAB", "PEN', "P&X", "PHP", "PKR",

,"RWF', " SAR', " SBD', " SCR", " SDG',

,"STN', "SVC', "SYP", "SZL", " THB",

, " TZS", " UAH", "USD", "USN",

,WBTH M XAFT, " XAU', " XBA",

L UXPT", " XSU', "XUA" " XXX

" pur pose"

EEnjanmin=fl g Exanpl e:

string,

"count er part Nane"

EEnpnma-bl B Exanpl e:

string,

" Bar

"count er part Account Nunber"

EEnijalnminall B Exanpl e:

" ACA",
" BOB",
—
",
"KRW ,
"MD",
"PLN',
" SEK",
"TJS",
"uYl ",
" XBB",
"YER",

/1 Transaction purpose.

[ meomi mesislEnminmall B] Possi bl e val ues:

"ARS", " AUD",

"BOV', "BRL",
"CLF","CLP",
"DzD', "EGP",
"GNF', " GTQ,
"IRR", "I SK",
"KWD', " KYD",
MWK, " IMNT",
"NNO',"NI'S",
"PRB", "PYG',
"SGD', " SHP",
"TMI™, " TND",
"uUyu', "uUyw,
" XBC', " XBD",

"ZAR', " ZMW ,

" Rest aur ant besuch"

"AWG',
"BSD",
"ERN'",
"GYD',
"JEP",
"KZT",
y—
QAR
"SLL",
"TOP",
"Uzs",
" XCD',
"Z\WB",

" AZN
" BTN’
" cop"

"ETB",

" HKD"
" IND"

"LAK",

"MRU',

"NPR'
" RVB"

"SLS",

"TRY",

" VEF",

" XDR"

"ZW."] Exanple:

"EUR",
"HNL",
"Jan',
"LBP",
"MUR',

"TTD",
"VES",
" XOF",

" BBD",
"BYN',
"CRC',
"RID',
" HRK",
"JPY",
"LKR",
"MVR',
"NzD",
"RSD",
"SRD",
"TVD",
"VND",
" XPD",

" BDT"
" BZD"
" cuc
" FKP"
"“HTG
" KES"
"LRD"
"“OWVR'
" RUB"
" Sgp
" TVD'
" XPF"

" EUR'

Maxi mum | engt h: 2000 [ i

/1 Counterpart name. Maxi mum | ength: 80 [ mEEmi

string,

"0061110500"

Central e"

/] Counterpart account nunber [ EEi

,"BGN', "BHD', "BI F", "BMD', " BND',

,"CAD", "CDF", "CHE", "CHF", "CHN",

,"CUP", "CVE", "CZK", "DJF", " DKK",

,"GBP","CEL","GGP","GHS","d P,

, "HUF", "I DR',"ILS", "I MP","INR",

,"KGS', "KHR', "KI D', " KMF", " KPW ,

_"LSL", "LYD', " MAD', " MDL",

,UMXNY, MKV, YR, M MENT,

,"PAB", " PEN', " PCK", " PHP", " PKR",

_"RWE", "SAR', " SBD', " SCR', " SDG'

,"STN', "SvC', "SYP", "SZL", " THB",

, " TZS", " UAH', " UGX", "USD", " USN',

CTWBT", " XAFE", "XAG', " XAU', " XBA"

,UXPT®, MXSUY, XTS!, " XUAT, XXX,

" pur pose" string,

nal] Exanpl e:

"count er part Nane" string,

nal] Exanple: "Bar Centrale"

"count er par t Account Nunber "

nal ] Exanple: "0061110500"

"counterpart| ban" string,

" DE13700800000061110500"

/'l Transacti on purpose.

"BOB", "BRL","BSD', "BTN', "BWP", "BYN', " BZD"

"CLP", "CNY", " COP","CQU', "CRC', "CUC"

"EGP", "ERN', "ETB", "EUR', "FJD", " FKP"

"GTQ,
, "1 SK",

"GYD', "HKD', "HNL", " HRK" , " HTG'

"JEP", "JIMD', "JOD", " IPY", " KES"

"KYD', "KZT", "LAK", "LBP", "LKR", " LRD"

"MNT" "MRUT, "MUR', " MVR', " MUK

"NNO',"N S", "NPR', "NTD", "NzD", " OWVR"

"PLN', "PRB", "PYG', "QAR', "RMB", "RON', "RSD", " RUB"

"SEK", "S@', "SHP", "SLL", "SLS", " SOS', " SRD', " SSP"

"TIS","TMI™, "TND", " TOP", " TRY", " TTD", "TVD", " TWD"

"uyl", "uyu', "UYW, " UZS", " VEF", "VES", "VND', " VWV'

"XBB", " XBC', " XBD', " XCD', " XDR', " XOF", " XPD", " XPF"

"YER', "ZAR', "ZMN , "ZWB", "ZW."] Exanple: "EUR'

Maxi mum | engt h: 2000 [ optli ©

" Rest aur ant besuch"

/1 Counterpart nanme. Maxi mum | ength: 80 [ optli @

string,

/1 Counterpart account nunber [opti @

/1 Counterpart |BAN [optii gnal ] Exanpl e:
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"count erpart| ban" string, // Counterpart |BAN [ icOE Hesijsinunn-ag =)

Exanpl e: " DE13700800000061110500"

"counterpartBl z" string, // Counterpart BLZ [ ncou mesiginmmma@ 8] Exanpl e:
"70080000"
"counterpartBic" string, // Counterpart Bl C [ icoE ESejiinBml-B B] Exanpl e:

" DRESDEFF700"

"count er par t BankNane"

B] Exanple:

string, // Counterpart Bank nane [ cEE EesijiimEanl

" Comer zbank vormal s Dresdner Bank"

"count er par t Mandat eRef er ence" string,

counterpart [ iSO ESeji mEN-B B] Exanpl e:

/'l The mandate reference of the

"MR123"

"count er par t Cust oner Ref er ence" string,

counterpart [HcoE mesjEnmmmaBl 8] Exanpl e:

/'l The customer reference of the

" CUR123"

"counterpartCreditorld" string, // The creditor 1D of the counterpart.

Exists only for [ menmi mesijaEn

SEPA direct debit transactions ("Lastschrift").

Hima@l @ Exanple: "CRI 123"

"count erpartDebitorld" string, // The originator's identification code.

"counterpartBl z" string, // Counterpart BLZ [@pfli @nal] Exanpl e:
"70080000"
"counterpartBic" string, // Counterpart BIC [@ptli @nal ] Exanpl e:

" DRESDEFF700"

"count er par t BankNane" string, // Counterpart Bank name [@ptli @nal ]
Exanpl e: " Conmer zbank vornal s Dresdner Bank"

"count er part Mandat eRef er ence" string, // The mandate reference of the
counterpart [@ptii gnal ] Exanple: "MR123"

"count er part Cust oner Ref er ence" string, // The custoner reference of the
counterpart [o@ptli @nal ] Exanple: "CUR123"

"counterpartCreditorld" string, // The creditor I D of the counterpart.

Exi sts only for SEPA direct debit transactions ("Lastschrift").
"CRI 123"

[ eptti @nal ]
Exanpl e:

"count er part Debi tor | d" string, // The originator's identification code.
Exi sts only for SEPA noney transfer

" CRI 098"

transactions ("Uberweisung"). [@ptmignal]

Exanpl e:




V1 2022.42.1 V2 2022.42.1
Exists only for SEPA noney transfer transactions ("Uberweisung"). [N mesijsjn
Hinlma@l @) Exanple: "CRI 098"
"type" : string, // Transaction type, according to the bank. If set, this

"type" : string, // Transaction type, according to the bank. If set, this
will contain a German termthat you can display to the user. Some exanpl es of
common val ues are: "Lastschrift", "Auslands&uuni ;berweisung", "Geb&uuni ;hren",
"Zinsen". The maxi mum possible length of this field is 255 characters. [ el

EEEppnmmmall B] Exanpl e: " Uber wei sungsauftrag"

"typeCodeZka" : string, // ZKA business transaction code which relates to
the transaction's type. Possible values range from1 through 999. If no

informati on about the ZKA type code is available, then this field will be

nul | . [ SO ESeilEnmeag g Exanple: "999"

"typeCodeSwi ft" : string, // SWFT transaction type code. If no information
about the SWFT code is available, then this field will be null. [HcoE HSeijsln
Hinmap@l @) Exanpl e: " RAPRDE51"

"sepaPur poseCode" : string, // SEPA purpose code, according to |SO 20022 [
HEOi menijajinmaapl & Exanple: " OTHR'

"bankTransacti onCode" : string, // Bank transaction code, according to | SO

20022 [ memui mesjEnmmsaml B] Exanpl e: " PMNT- RCDT- SALA"

will contain a German termthat you can display to the user.

common val ues are: "Lastschrift", "Auslands&uuni;berweisung",

Some exanpl es of

" Geb&uunm ; hren",

"Zinsen". The maxi mum possible length of this field is 255 characters. [optli @

nal ] Exanpl e: "Uberwei sungsauftrag"

"typeCodezka"

the transaction's type.

informati on about the ZKA type code is avail abl e,

nul | . [opti gnal ]

string, // ZKA business transaction code which relates to

Exanpl e: " 999"

"typeCodeSwi ft" : string, // SWFT transaction type code.

Possi bl e val ues range from1 through 999. If no

then this field will be

If no information

about the SWFT code is available, then this field will be null. [@pti@nal]

Exanpl e: " RAPRDE51"

"sepaPur poseCode" : string, // SEPA purpose code, according to | SO 20022 [

optii gnal ] Exanpl e: "OTHR'

"bankTransacti onCode" : string, // Bank transaction code,

20022 [optii @nal ]

"primanot a"

Exanpl e: " PMNT- RCDT- SALA"

according to | SO

string, // Transaction primanota (bank side identification

nunber) [@ptli Gnal] Exanpl e: "Prinanota"
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"primanota" : string, // Transaction primanota (bank side identification
nunber) [ NSoE HesipEnmpmaBl 8] Exanpl e: "Prinmanota”
"category" : object, // <strong>Type:</strong> Category

"category" : object, // <strong>Type:</strong> Category Transaction category, if any is assigned. Note: Recently inported transactions
that have currently no category assigned might still get categorized by the

Transaction category, if any is assigned. Note: Recently inported transactions | background categorizati on process. To check the status of the background

that have currently no category assigned might still get categorized by the categori zation, see CET /bankConnections. Manual category assignments to a
background categori zation process. To check the status of the background transaction will renove the transaction fromthe background categorization
categori zation, see CGET /bankConnections. Manual category assignments to a process (i.e. the background categorization process will never overwite a
transaction will renove the transaction fromthe background categorization manual category assignment). [@ptli @nal ]
process (i.e. the background categorization process will never overwite a
manual category assignment). [HcoE EesipinmEEal 8] "l abel s" : array of Label,
"isPotential Duplicate" : bool ean,

"l abel s" : array of Label, "i sAdj ustingEntry" : bool ean,

"i sPotential Duplicate" : bool ean, "i sNew' : bool ean,

"i sAdj ustingEntry" : bool ean,

"i sNew' : bool ean, "inmportDate" : stringpdatestime]l, // <strong>Format:</strong> ' YYYY- M} DD

WlEHH: MMt SS. SSSXXX' ( RECH3839mmisect i onmsme)

"inportDate" : string, // <strong>Format:</strong> 'YYYY- M DDl Date of transaction inport. [required] Exanple: "2018-01-01M09: 18: 40. 473%01x
HH: MM SS. SSS'  ( BicIEmmt | ) 00"
Date of transaction inport. [required] Exanple: "2018-01-01m@0: 8@ @0. 000"

"children" : array of integer, // Sub-transactions identifiers (if this
"children" : array of integer, // Sub-transactions identifiers (if this transaction is split) [optignal] Exanple: [1,2, 3]

transaction is split) [mcou mecijpnmmmcpl 8] Exanple: [1, 2, 3]

"paypal Data" : object, // <strong>Type: </strong> Paypal Transacti onDat a
"paypal Data" : object, // <strong>Type: </strong> Paypal Transacti onDat a

Addi tional, PayPal-specific transaction data. [@ptli @nal]
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Addi ti onal, PayPal -specific transaction data. [HcouE HeejnuEN-B =)

"endToEndRef erence" : string, // End-To-End reference [ icou mesijsjinunm-n g

Exanpl e: "001100550526"

"conpensationAmount"” : nunber, // Conpensation Anount.

Sum of

of out-of -pocket expenses plus processing brokerage in case of a national

return / refund debit as well as an optional interest equalisation.

r ei mbur senment

Exi sts

predom nantly for SEPA direct debit returns. [Hcou EeoijsnuimmaBl g) Exanple: -

1.11

"original Amount" : nunber, // Oiginal Amount of the original

Exi sts predominantly for SEPA direct debit returns.

Exanpl e: -9.99

"original Currency" : Currency, // <strong>Type:</strong> Currency

Currency of the original amount in | SO 4217 format.

direct debit.
[ o mesijpnmaan g

This field can be null if

not explicitly provided the bank. In this case it can be assumed as account’s

currency. [ iSEE EeejainBmN-Bl B] Possi bl e val ues:

["AED', "AFN', "ALL", "AMD', "ANG', "AQA", "ARS", "AUD",
,"BGN', "BHD', "BI F', "BMD", "BND", "BOB", "BOV", "BRL",
, "CAD", " CDF", "CHE", " CHF", " CHN", " CHW , " CLF", " CLP",
,"CUP", "CVE", "CZK", "DJF", "DKK", "DOP", "DzZD", " EGP",
,UHUR "ITDRY, MILS' " ITMPY " INR, T QDY "ITRR, "I SK,

"AWG',
"BSD",
"ONY"
"ERN',
"GYD',
"JEP",

" AZN',
"BTN',
oo
"ETB",
"HKD",
"JIMD',

" BAM',
" BWP",
"o,
"EUR",
"HNL",
"Jan',

" BBD",
"BYN',
"CRC",
"RFJD",
" HRK" ,
"JIPY",

" BDT"
" BZD'
" FKP"
"“HTG
" KES"

"endToEndRef erence" : string, // End-To-End reference [@pfli @nal] Exanpl e:
"001100550526"

"conpensati onAmount” : nunber, // Conpensation Anpunt. Sum of rei nmbursenent
of out-of - pocket expenses plus processing brokerage in case of a national
return / refund debit as well as an optional interest equalisation. Exists

predonminantly for SEPA direct debit returns. [@ptli@nal] Exanple: -1.11

"original Amount" : nunber, // Oiginal Amount of the original direct debit.
Exi sts predominantly for SEPA direct debit returns. [optii gnal] Exanple: -9.99

"original Currency" : Currency, // <strong>Type:</strong> Currency

Currency of the original amount in | SO 4217 format. This field can be null if
not explicitly provided the bank. In this case it can be assumed as account’s
currency. [@ptli @nal] Possibl e val ues:

["AED"', "AFN', "ALL", "AMD', "ANG', "AQA", "ARS", "AUD', "AWG', "AZN', "BAM', "BBD", " BDT"
,"BGN', "BHD', "Bl F', "BMD', "BND", "BOB", "BOV", "BRL", "BSD", "BTN', "BW", "BYN', "BZD"
,"CUP", "CVE", "CzZK", "DJF", "DKK", "DOP", "DzZD', "EGP", "ERN', "ETB", "EUR', "FJD", " FKP"
,"GBP", "CEL","CEP","GHS","d P, "GWD", "GNF', "GTQ', "GYD', "HKD', "HNL", "HRK", " HTG'
,"HUR', "IDRY, MILS' " ITMPY L INR, T QDY " ITRRY, M SK, " JEP, " IMDY, " JOD, " IPY", " KES"
,"KGS", "KHR', "KI D", "KMF", "KPW , "KRW , "KWD', "KYD", "KZT", " LAK", "LBP", "LKR", " LRD"
,"LSL", "LYD', "MAD', "NMDL", "MGA", "MKD", "MWK", " MNT", "MOP", "MRU", "MJR", "WR", " M\K"
,UMKNY MKV MYR, M MEN', "NADY, NGNY, "NEO', "NES™, " NOK", "NPR*, "NTD", "NzD", " OWR"
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,"KGS', "KHR', "KI D', "KMF", "KPW , "KRW , "KWD", "KYD", "KZT", "LAK", "LBP", "LKR", " LRD"
,"LSL", "LYD", "MAD', "MDL", "MGA", "MD", " MW", " MNT", "MOP", "MRU", "MUR", " MWR", " MKK"
CUMKNY MKV T MYRY, M MENY, U NADY, NGNY L NEO, UNEST, M NCK!, " NPR*, " NTD', " NZD*, " OWVR"
,"PAB", "PEN', "P&K", "PHP", "PKR", "PLN"', "PRB", "PYG', "QAR", "RMB", "RON", "RSD", " RUB"
,"RW", "SAR', "SBD', "SCR', "SDG', " SEK", "SGD", " SHP", " SLL", "SLS", "SC§", " SRD", " SSP"
,"STN', "svC', " SypP*, "SzL", " THB", " TIS", " T™MI™, " TND", " TOP", " TRY", " TTD", " TVD", " TWD"
,"TZS', "UAH', TUGK', "USD', " USN', UYL, tUYU', "UYW , "UZS", " VEF", " VES", "VND", " VUV"
,"WBT!, " XAF", " XAG', " XAU',

"XBA", " XBB", " XBC", " XBD", " XCD", " XDR", " XOF", " XPD", " XPF"

,UXPT, "XSUY, XTS!, " XUA', " XXX', " YER", "ZAR", "ZMW , " ZWB", "ZW."] Exanpl e: "EUR'

"differentDebitor" string, // Payer's/debtor's reference party (in the

case of a credit transfer) or

of a direct debit) [HcoE HecipE mmmaB 8] Exanpl e:

payee's/creditor's reference party (in the case

" DI FD70204"

"differentCreditor" string // Payee's/creditor's reference party (in the
case of a credit transfer) or payer's/debtor's reference party (in the case of
a direct debit) [mcou mesjainmmmaBl 8] Exanpl e: "Dl FC98450"

}

,"PAB", "PEN', "P&", "PHP", "PKR", "PLN', "PRB", "PYG', "QAR", "RMB", "RON', "RSD", " RUB"
,"RW","SAR', "SBD', "SCR', "SDG', " SEK", "SGD", " SHP", " SLL", "SLS", "SCS", " SRD", " SSP"
,"STN', "svC', " SypP*, "SzL", " THB", "TJS", "T™MI™, "TND", " TOP", " TRY", "TTD", "TVD", " TWD"
,"TZS", "UAH', "UGX", "USD', "USN', "UYl ", "UYU', "UYW, "UZS", " VEF", "VES", "VND", " VUV"
,"WBT!, " XAF", " XAG', " XAU', " XBA", " XBB", " XBC", "XBD", " XCD", " XDR", " XCOF", " XPD", " XPF"

,UXPT, "XSUT, XTS!, " XUA', " XXX', " YER", "ZAR", "ZMV , " ZWB", "ZW."] Exanpl e: "EUR'

"differentDebitor" string, // Payer's/debtor's reference party (in the
case of a credit transfer) or payee's/creditor's reference party (in the case

of a direct debit) [optii @nal] Exanple: "Dl FD70204"

"differentCreditor" string // Payee's/creditor's reference party (in the
case of a credit transfer) or payer's/debtor's reference party (in the case of

a direct debit) [opti onal] Exanple: "Dl FC98450"

}




Changes in Type: TwoSt epPr ocedur e

Occurs in the following services:

PGST /api / v*/ bankConnect i ons/ updat e

PGST / api / v*/ bankConnecti ons/i nport

POST /api / v*/ bankConnecti ons/ connect I nterface
GET /api/v*/bankConnecti ons/ {i d}

PATCH / api / v*/ bankConnecti ons/ {i d}

GET / api/v*/ bankConnecti ons

GET /api/v*/ bankConnecti ons/{i ds}

POST /oaut h/token -> PQST /api/v*/oauth/token
POST / oaut h/ revoke -> POST /api/v*/oauth/revoke
CET /api/v*/users

POST /api/v*/users

DELETE /api/v*/users

PATCH / api /v*/users

POST /api/v*/users/verify/{userld}

POST /api / v*/ users/request Passwor dChange

POST /api / v*/ user s/ execut ePasswor dChange

POST /api/v*/transactions/{id}/split

POST /api/v*/transactions/{id}/restore

POST /api/v*/transactions/triggerCategorization
GET /api/v*/tppCredentials

POST /api/v*/tppCredential s

GET /api/v*/tppCertificates

POST /api/v*/tppCertificates

POST / api / v*/test s/ nockBat chUpdat e

POST /api/v*/tests/checkCategorization

GET /api/v*/standi ngOrders

POST /api / v*/ standi ngOrders

PGOST /api / v*/ st andi ngOr der s/ subni t

POST /api / v*/ paynent s/ submi t

POST /api / v*/ payment s/ moneyTr ansfers



POST / api / v*/ paynent s/ direct Debits

GET /api/v*/notificationRul es

POST /api/v*/notificationRul es

DELETE / api/v*/notificationRul es

POST / api / v*/ mandat or Adm n/ swi t chApi Ver si on
GET /api/v*/ mandat or Admi n/ keywor dRul es

POST / api / v*/ mandat or Admi n/ keywor dRul es

PGST /api / v*/ mandat or Adm n/ keywor dRul es/ del et e
GET /api/v*/ mandat or Adni n/ i banRul es

POST / api / v*/ mandat or Admi n/ i banRul es

PGST /api / v*/ mandat or Adm n/ i banRul es/ del et e
POST /api / v*/ mandat or Admi n/ del et eUser s

POST / api / v*/ mandat or Adm n/ changed i ent Credenti al s
GET /api/v*/labels

POST /api/v*/1abels

DELETE / api /v*/| abel s

GET /api/v*/categories

POST /api/v*/categories

DELETE / api / v*/ cat egori es

POST /api/v*/categories/trai nCategorization
POST /api / v*/ bankConnecti ons/ renovel nterface
POST / api / v*/ account s/ r equest SepaMoneyTr ansf er
POST /api / v*/ account s/ request SepaDi r ect Debi t
POST /api / v*/ account s/ execut eSepaMoneyTr ansf er
POST / api / v*/ account s/ execut eSepaDi r ect Debi t
GET /api/v*/transactions

DELETE /api/v*/transactions

PATCH / api / v*/transacti ons

GET /api/v*/transactions/{ids}

PATCH / api/v*/transactions/{i ds}

GET /api/v*/transactions/{id}

DELETE /api/v*/transactions/{i d}



PATCH / api / v*/transacti ons/ {i d}

GET /api/v*/tppCredential s/{id}
DELETE /api/v*/tppCredenti al s/ {id}
PATCH / api / v*/ t ppCredenti al s/ {i d}
GET /api/v*/label s/{id}

DELETE /api/v*/ 1 abel s/ {i d}

PATCH / api / v*/ | abel s/ {i d}

GET /api/v*/clientConfiguration
PATCH / api/v*/client Configuration
GET /api/v*/categories/{id}

DELETE / api /v*/ categories/{id}

PATCH / api / v*/ cat egori es/ {i d}

DELETE / api / v*/ bankConnect i ons/ {i d}
GET /api/v*/accounts/{id}

DELETE / api /v*/account s/ {i d}

PATCH / api / v*/ account s/ {i d}

GET /api/v*/webForns/ {i d}

GET /api/v*/users/verificationStatus
GET /api/v*/tppCredential s/tppAut henticati onG oups
GET /api/v*/tppCertificates/{id}
DELETE /api/v*/tppCertificates/{id}
GET /api/v*/securities

GET /api/v*/securities/{ids}

CGET /api/v*/securities/{id}

GET / api/v*/ paynment s

GET /api/v*/notificationRul es/{id}
DELETE /api/v*/notificationRul es/{id}
GET / api / v*/ mandat or Adm n/ get User Li st
GET /api/v*/1label s/ {ids}

CGET /api/v*/categories/{ids}

GET /api/v*/ cat egori es/ cashFl ows

GET /api/v*/ banks



GET [/ api/v*/ banks/{i ds}

GET /api/v*/banks/ {id}

DELETE / api / v*/ bankConnect i ons

GET /api/v*/accounts

DELETE / api / v*/ account s

GET /api/v*/accounts/{ids}

GET /api/v*/account s/ dai | yBal ances

DELETE / api/v*/ users/{userld}

DELETE / api / v*/ bankConnect i ons/ {i d}/ ai sConsent
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Two-step-procedure for user authorization on bank-side

"procedurel d" string,

" procedur eNane" string,

"procedur eChal | engeType" string, // The challenge type of the procedure.

Possi bl e val ues are:

- <code>TEXT</code> - the challenge will be a text that contains instructions
for the user on how to proceed with the authorization.

- <code>PHOTO</ code> - the challenge will contain a BASE-64 string depicting a
photo (or any kind of QR-code-like data) that nust be shown to the user.

- <code>FLI| CKER_CODE</ code> - the challenge will contain a BASE-64 string

depicting a flicker code anination that nust be shown to the user.

Note that this challenge type infornation does not originate fromthe bank,

but is determined by finAPl internally. There is no guarantee that the

determ ned chal l enge type is correct. Note also that this field may not be

set, nmeaning that finAPl could not determ ne the challenge type of the

Two-step-procedure for user authorization on bank-side

"procedurel d" string,

" procedur eNane" string,

" procedur eChal | engeType" string, // The challenge type of the procedure.

Possi bl e val ues are:

- <code>TEXT</code> - the challenge will be a text that contains instructions
for the user on how to proceed with the authorization.

- <code>PHOTO</ code> - the challenge will contain a BASE-64 string depicting a
photo (or any kind of QR-code-like data) that nmust be shown to the user.

- <code>FLI CKER_CODE</ code> - the challenge will contain a BASE-64 string

depicting a flicker code aninmation that nust be shown to the user.

Note that this challenge type infornation does not originate fromthe bank,

but is deternmined by finAPl internally. There is no guarantee that the

determ ned chal l enge type is correct. Note also that this field may not be

set, meaning that finAPl could not determ ne the challenge type of the




V1 2022.42.1

V2 2022.42.1

procedure. [ NSO HesijpnmmmaBl 8@ Exanpl e:

"inplicitExecute" : bool ean

" TEXT"

procedure. [@ptli @nal] Exanpl e:

"inplicitExecute" : bool ean

" TEXT"




Changes in Type: Updat eBankConnect i onPar ans

Occurs in the following services:

PGST /api / v*/ bankConnect i ons/ updat e

V12022.42.1

V2 2022.42.1

Container for bank connection update parameters

~

"bankConnecti onl d" integer [int64],

"l ogi nCredenti al s" array of LoginCredential, // <strong>Type: </strong>

Logi nCredenti al

Set of login credentials.

Mist"be passed in conbination with the “interface'
fitel'd, “i'f"the credential’s"have not been previously stored. [The | abels that you

pass nust match with the login credential |abels that the respective interface

defines. finAPI will conbine the given credentials with any credentials that

it has stored. You can leave this field unset in case finAPl has stored all

required credentials. [optional]

"storeSecrets" bool ean,

"i npor t NewAccount s" bool ean, // Wether to inport accounts that weren't

imported previously. Default is false.
NOTES:

- For best performance, you should not enable this flag unless you really

Container for bank connection update parameters

~

"bankConnecti onl d" integer [int64],

"l ogi nCredenti al s" array of LoginCredential, // <strong>Type: </strong>

Logi nCredenti al

Set of login credentials. The labels that you pass nust match with the login

credential labels that the respective interface defines. finAPl w |l conbine

the given credentials with any credentials that it has stored. You can |eave

this field unset in case finAPl has stored all required credentials.

[optional]

"storeSecrets” bool ean,

"i npor t NewAccount s" bool ean, // Wether to inport accounts that weren't

inmported previously. Default is false.




V1 2022.42.1

V2 2022.42.1

expect new accounts to be available in the connection. It is recomended to

l et your users tell you through your application when they want the service to

| ook for new accounts.

- If you have inported an interface using a limted set of 'accountTypes', you

woul d inport all other accounts when setting this flag to true. To avoid

importing account types that you are not interested in, nmake sure to keep this

flag unset (or set to false).
- If there is an existing consent and it doesn’t support the inport of new

accounts (see 'BankConnectionlnterface. ai sConsent. supportsl nmportNewAccounts'),
hEwe n@ effeEm.

then Betti @@ 'inport NewAccounts=true' will [optional] Default

val ue: false Example: false

" ski pPosi ti onsDownl oad" bool ean,

"1 oadOmner Dat a" bool ean,
"account Types" array of Account Type,

"account Ref erences" array of Account Ref erence,

[ "chal'l'engeResponse" : string,]
"redirectUl" string,
[ “"forceVebForm' " bool ean,]

"mul ti StepAut hentication" obj ect

-

- For best performance, you should not enable this flag unless you really

expect new accounts to be available in the connection. It is recomended to

| et your users tell you through your application when they want the service to

| ook for new accounts.

- If you have inported an interface using a linmted set of 'accountTypes', you

woul d inport all other accounts when setting this flag to true. To avoid

i mporting account types that you are not interested in, nake sure to keep this

flag unset (or set to false).
- If there is an existing consent and it doesn’t support the inmport of new

accounts (see 'BankConnecti onl nterface. ai sConsent. support sl nport NewAccounts'),
will

t hen anmupdatiepat t emptmwi tih ' i npor t NewAccount s=t r ue' Fetiurn @n epmon.

[optional] Default value: false Exanple: false

" ski pPosi ti onsDownl oad" bool ean,

"1 oadOwner Dat a" bool ean,
"account Types" array of Account Type,
"account Ref erences" array of Account Ref erence,
"redirectUrl" string,

"mul ti StepAut henti cation" obj ect




Changes in Type: Updat eResul t

Occurs in the following services:

PGST /api / v*/ bankConnect i ons/ updat e

PGST / api / v*/ bankConnecti ons/i nport

POST /api / v*/ bankConnecti ons/ connect I nterface
GET /api/v*/bankConnecti ons/ {i d}

PATCH / api / v*/ bankConnecti ons/ {i d}

GET / api/v*/ bankConnecti ons

GET /api/v*/ bankConnecti ons/{i ds}

V12022.42.1

V2 2022.42.1

Container for a status of bank connection update

"result” Updat eResul t St at us,

"errorMessage" string, // In case the update result is not

<code>OK</code>, this field nay contain an error nessage with details about

why the update failed (it is not guaranteed that a message is available

though). In case the update result is <code>(K</code>, the field will always
be null. [ncoE NesisEnmmma@ 8] Exanple: "Internal server error”
“errorType" Error Type, // <strong>Type: </strong> ErrorType

In case the update result is not <code>OK</code>, this field contains the type

of the error that occurred. BUSINESS neans that the bank server responded with
TECHNI CAL neans that some internal
[ e EEsiEn =

" TECHNI CAL"

a non-technical error nmessage for the user.

error has occurred in finAPl or at the bank server.

Possi bl e val ues: ["BUSI NESS", " TECHNI CAL"] Exanpl e:

Container for a status of bank connection update

"result” Updat eResul t St at us,

"errorMessage" string, // In case the update result is not

<code>OK</code>, this field may contain an error nessage with details about

why the update failed (it is not guaranteed that a nessage is available

though). In case the update result is <code>OK</code>, the field will always
be null. [optii gnal] Exanple: "Internal server error"
"errorType" Error Type, // <strong>Type: </strong> ErrorType

In case the update result is not <code>OK</code>, this field contains the type

of the error that occurred. BUSI NESS neans that the bank server responded with

a non-technical error nessage for the user. TECHNI CAL neans that sone internal

error has occurred in finAPl or at the bank server. [@ptli @nal] Possible

val ues: ["BUSI NESS", " TECHNI CAL"] Exanpl e: "TECHN CAL"




V1 2022.42.1 V2 2022.42.1
"timestanp" string // <strong>Format:</strong> ' YYYY- M} DDgiHH: MM SS. SSS' "timestanp"” string [datlestisme]m/ / <strong>Format: </strong> ' YYYY- MV DDl
( ge =Nt | =) HH: MMt SS. SSSXXX' ( RECH3389mmsiect i onm5Su6)

Time of the update.

}

[required] Exanple:

"2018-01-01m@o: @@: @0. 000"

Time of the update. [required] Exanple: "2018-01-01W09: &18: 40. 473*01:00"
}




Changes in Type: User

Occurs in the following services:
CET /api/v*/users

POST /api/v*/users

PATCH / api / v*/ users

V1 2022.42.1

V2 2022.42.1

Container for a user's data

{
"id" : string,
" passwor d" string,
"enmmi |l " string, // User's email

"emai | @ocal host. de"

" phone" string, // User's phone nunber

99 999999- 999"

"i sAut oUpdat eEnabl ed" bool ean

address [ IEouE EesipinmmmaBl g Exanpl e:

[ neomi mesjEEnmEEal @) Exanpl e:

"+49

Container for a user's data

{
"id" : string,
" passwor d" string,
"emai | " string,

"emai | @ocal host. de"

"phone" string,

999999- 999"

"i sAut oUpdat eEnabl ed"”

/1 User's emil

bool ean

address [o@ptli @nal ] Exanpl e:

/1 User's phone nunber [@pti gnal] Exanple:

"+49 99




Changes in Type: Userlnfo

Occurs in the following services:

GET /api/v*/ mandat or Admi n/ get User Li st

V12022.42.1

V2 2022.42.1

Container for user information

"user|d" string,

"regi strationbDate" string, // <strong>Fornmat:</strong> 'YYYY- VW DD

User's registration date. [required] Exanple: "2018-01-01"

"del eti onDat e" string, // <strong>Format:</strong> 'YYYY- W DD
User's deletion date. May be null if the user has not been deleted. [HEEE
BesipnminaB @ Exanple: "2018-01-31"

"l ast Acti veDat e" string, // <strong>Fornmat:</strong> 'YYYY- VW DD
User's last active date. May be null if the user has not yet |ogged in. [ HeEmE
EEesjEnmamagl @ Exanple: "2018-01- 31"

"bankConnecti onCount " integer [int32],

"| at est BankConnect i onl nport Dat e" string, // <strong>Fornmat:</strong>

" YYYY- Mt DD
This field
[ Sm EesjiEn w2l

Latest date of when a bank connection was inported for this user.

is null when there has never

B] Exanple:

been a bank connection inport.

"2018-01- 01"

Container for user information

"userl|d" string,

"regi strationbDate" st
DD

User's registration date.

"del eti onDat e"

st ri ngmdate]n,

ri ngmdate]s,

[required] Exanple: "2018-01-01"

/| <strong>Format:</strong> ' YYYY- M}

/| <strong>Fornat: </strong> ' YYYY- M\ DD

User's deletion date. May be null if the user has not been deleted. [opti©
nal ] Exanple: "2018-01-31"

"l ast ActiveDate" stringmpdate]y, // <strong>Format:</strong> 'YYYY- MV DD
User's last active date. May be null if the user has not yet |ogged in. [opti©
nal ] Exanple: "2018-01-31"

"bankConnecti onCount " integer [int32],

"| at est BankConnect i onl nport Dat e" stri ngmjdatel, //
<strong>For mat: </ strong> ' YYYY- W\M DD
Lat est date of when a bank connection was inported for this user. This field

is null

when there has never been a bank connection inport.

[ opti gnal ]




V1 2022.42.1

V2 2022.42.1

"| at est BankConnecti onDel eti onDat e" string, // <strong>Format:</strong>

" YYYY- WM DD

Lat est date of when a bank connection was deleted for this user. This field is

nul | when there has never been a bank connection del etion. [HEHE HSEiEnuNabB B

] Exanple: "2018-01-31"

"mont hl ySt at s" array of MonthlyUserStats, // <strong>Type: </strong>

Mont hl yUser St at s

Addi tional infornmation about the user's data or activities, broken down in

months. The list will by default contain an entry for each nonth starting with

the month of when the user was registered, up to the current nonth. The date
range may vary when you have linmted it in the request.

Pl ease note:

- this field is only set when 'includeMonthlyStats' = true, otherwise it wll
be nulI.

- the list is always ordered fromthe latest nmonth first, to the ol dest nmonth
| ast.

- the list will never contain an entry for a nonth that was prior to the nonth

of when the user was registered, or after the nonth of when the user was

del eted, even when you have explicitly set a respective date range. This neans

that the list may be enpty if you are requesting a date range where the user
[ o Eeun n-n g

didn't exist yet, or didn't exist any |onger.

"i sLocked" bool ean

Exanpl e: "2018-01-01"

"| at est BankConnect i onDel eti onDat e" stri ngmpdatel, //

<strong>For mat: </ strong> ' YYYY- M\M DD
Latest date of when a bank connection was deleted for this user. This field is

nul | when there has never been a bank connection del etion. [@ptii @nal] Exanpl e:

"2018-01-31"

"mont hl ySt at s" array of MonthlyUserStats, // <strong>Type: </strong>

Mont hl yUser St at s
broken down in

Additional information about the user's data or activities,

nmonths. The list will by default contain an entry for each nonth starting with

the month of when the user was registered, up to the current nonth. The date
range may vary when you have limted it in the request.

Pl ease note:

- this field is only set when 'includeMnthlyStats' = true, otherwise it wll
be null.

- the list is always ordered fromthe latest nmonth first, to the ol dest nonth
| ast.

- the list will never contain an entry for a nmonth that was prior to the nmonth

of when the user was registered, or after the nmonth of when the user was

del eted, even when you have explicitly set a respective date range. This neans

that the list nmay be enpty if you are requesting a date range where the user
[ opti gnal ]

didn't exist yet, or didn't exist any |onger.

"i sLocked" bool ean







Removed Service: POST [/ api/v*/account s/ request SepaMoneyTr ansf er

API Name: "Request SEPA Money Transfer" / SDK Method: requestSepaMoneyTransfer

THIS SERVICE IS DEPRECATED AND WILL BE REMOVED.

Please refer to the 'Payments' section of the API instead.

To use this service PIS must be enabled by our customer support for your client.

Submit a SEPA money transfer order for either a single or a collective money transfer. Returns an instruction from the bank server that can be displayed to the user (e.g. "Enter TAN"),
typically in the language of the bank's country. The order remains valid for execution for only a couple of minutes (the exact validity period depends on the bank). For executing the order, use
the /executeSepaMoneyTransfer service after calling this service. Note that when the order is not executed within the validity period, the bank might take note of that and - if happening too
often - ultimately lock the user's online banking access. If there already exists a previously submitted but not yet executed SEPA order for this account (either another money transfer order, or

a direct debit order), then that order will be discarded and replaced with the new order that is being created with this service call.

Notes:

- Some banks may require a multi-step authentication, in which case the service will respond with HTTP code 510 and an error message containing a challenge for the user from the bank.
You must display the challenge message to the user, and then retry the service call, passing the user's answer to the bank's challenge in the 'multiStepAuthentication.challengeResponse'
field.

- When using a two-step-procedure with flag 'implicitExecute’ = true, then this service will immediately execute the money transfer. The response will not contain any challenge message and

you won't be required to make a subsequent call to /executeSepaMoneyTransfer.

NOTE (THIS LOGIC IS DEPRECATED AND WILL BE REMOVED):
Depending on your license, this service may respond with HTTP code 451, containing an error message with an identifier of Web Form in it. In addition to that the response will also have

included a 'Location' header, which contains the URL to the Web Form. In this case, you must forward your user to finAPI's Web Form.

Parameters:

X-Request-Id : string (optional)

With any API call, you can pass a request ID. The request ID can be an arbitrary string with up to 255 characters. Passing a longer string will result in an error. If you don't pass a request ID
for a call, finAPI will generate a random ID internally. The request ID is always returned back in the response of a service, as a header with name "X-Request-Id'. We highly recommend to
always pass a (preferably unique) request ID, and include it into your client application logs whenever you make a request or receive a response (especially in the case of an error response).

finAPl is also logging request IDs on its end. Having a request ID can help the finAPI support team to work more efficiently and solve tickets faster.




body : RequestSepaMoneyTransferParams (required)

Parameters for a SEPA money transfer request

Responses:

200 Response for the SEPA Money Transfer request
returns: MoneyTransferOrderingResponse

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

400 Bad request

returns: ErrorMessage

Example Definition: http400ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

401 Not authenticated or invalid access_token
returns: BadCredentialsError

Example Definition: http401ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

403 Incorrect authorization role or you are not allowed to call this service for other reasons (see error message).
returns: ErrorMessage

Example Definition: http403ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

404 Account not found
returns: ErrorMessage
Example Definition: http404ResponseExample

Headers:




X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

422 ILLEGAL_ENTITY_STATE if no PIN has been specified and finAPI has no PIN stored for the account's bank connection or if the account used for the request is DEPRECATED/not found
on bank side;<br/’>UNSUPPORTED_ORDER if the account does not support the requested order. Check the account's 'supportedOrders' field for available
orders;<br/>IBAN_ONLY_MONEY_TRANSFER_NOT_SUPPORTED if the recipient account's BIC is required but was not set (see Bank Connection resource to find out whether the BIC is
required or not);<br/>COLLECTIVE_MONEY_TRANSFER_NOT_SUPPORTED - DEPRECATED! This code will never be returned. If a collective money transfer request was submitted but
the account does not support collective money transfers, then the service will return with the code UNSUPPORTED_ORDER;<br/>MISSING_TWO_STEP_PROCEDURE if no two-step-
procedure was specified in the input parameters of the service call, and there is no default two-step-procedure set in the account's bank connection
either;<br/>INVALID_TWO_STEP_PROCEDURE if the given two-step-procedure does not match any of the procedures that are listed in the account's bank
connection;<br/>BANK_SERVER_REJECTION if the bank server responded with an error message when finAPI tried to submit the money transfer order. The response's error message
typically contains useful information from the bank and may be forwarded to the user;<br/>ILLEGAL_FIELD_VALUE if recipient IBAN/Name or clearing account id is not specified or specified
incorrectly; if SEPA purpose code is specified incorrectly;<br/>NO_EXISTING_CHALLENGE in case the 'multiStepAuthentication.challengeResponse' field was set, but there is no pending
challenge;<br/>

returns: ErrorMessage

Example Definition: http422ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

423 SEPA Money Transfer cannot get requested at the moment as the update is currently being executed (either by the user or by finAPI's automatic batch update).
returns: ErrorMessage

Example Definition: http423ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

451 In case the user must enter credentials and/or select a two-step-procedure within finAPI's Web Form.
returns: ErrorMessage
Example Definition: http451ResponseExample
Headers:
Location - THIS HEADER IS DEPRECATED AND WILL BE REMOVED.<br/><br/>Contains the URL to the Web Form. You must forward the user to this url to open finAPI's Web Form.

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

500 An unexpected error occurred




returns: ErrorMessage
Example Definition: http500ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

501 The given bank is currently not supported by finAPI
returns: ErrorMessage

Example Definition: http501ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

510 In case the bank requires an additional authentication by the user. The error's message will contain instructions for the user. Redo the service call and pass the user's answer to the
challenge in the multiStepAuthentication.challengeResponse field.

returns: ErrorMessage

Example Definition: http510ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




Removed Service: POST [/ api /v*/ account s/ request SepaDi r ect Debi t

API Name: "Request SEPA Direct Debit" / SDK Method: requestSepaDirectDebit

THIS SERVICE IS DEPRECATED AND WILL BE REMOVED.

Please refer to the 'Payments' section of the API instead.

To use this service PIS must be enabled by our customer support for your client.

Submit a SEPA direct debit order for one or multiple direct debits. Returns an instruction from the bank server that can be displayed to the user (e.g. "Enter TAN"), typically in the language of
the bank's country. The order remains valid for execution for only a couple of minutes (the exact validity period depends on the bank). For executing the order, use the
/executeSepaDirectDebit service after calling this service. Note that when the order is not executed within the validity period, the bank might take note of that and - if happening too often -
ultimately lock the user's online banking access. If there already exists a previously submitted but not yet executed SEPA order for this account (either another direct debit order, or a money

transfer order), then that order will be discarded and replaced with the new order that is being created with this service call.

Notes:
- When using a two-step-procedure with flag 'implicitExecute' = true, then this service will immediately execute the direct debit. The response will not contain any challenge message and you

won't be required to make a subsequent call to /executeSepaDirectDebit.

NOTE (THIS LOGIC IS DEPRECATED AND WILL BE REMOVED):
Depending on your license, this service may respond with HTTP code 451, containing an error message with an identifier of Web Form in it. In addition to that the response will also have

included a 'Location' header, which contains the URL to the Web Form. In this case, you must forward your user to finAPI's Web Form.

Parameters:

X-Request-Id : string (optional)

With any API call, you can pass a request ID. The request ID can be an arbitrary string with up to 255 characters. Passing a longer string will result in an error. If you don't pass a request ID
for a call, finAPI will generate a random ID internally. The request ID is always returned back in the response of a service, as a header with name "X-Request-Id'. We highly recommend to
always pass a (preferably unique) request ID, and include it into your client application logs whenever you make a request or receive a response (especially in the case of an error response).

finAPl is also logging request IDs on its end. Having a request ID can help the finAPI support team to work more efficiently and solve tickets faster.

body : RequestSepaDirectDebitParams (required)

Parameters for a SEPA direct debit request




Responses:

200 Response for the SEPA Direct Debit request
returns: DirectDebitOrderingResponse

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

400 Bad request

returns: ErrorMessage

Example Definition: http400ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

401 Not authenticated or invalid access_token
returns: BadCredentialsError

Example Definition: http401ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

403 Incorrect authorization role or you are not allowed to call this service for other reasons (see error message).
returns: ErrorMessage

Example Definition: http403ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

404 Account not found

returns: ErrorMessage

Example Definition: http404ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

422 ILLEGAL_FIELD_VALUE if SEPA purpose code is specified incorrectly;<br/>ILLEGAL_ENTITY_STATE if no PIN has been specified and finAPI has no PIN stored for the account's bank




connection or if the account used for the request is DEPRECATED/not found on bank side;<br/>UNSUPPORTED_ORDER if the account does not support the requested order. Check the
account's 'supportedOrders' field for available orders;<br/>IBAN_ONLY_DIRECT_DEBIT_NOT_SUPPORTED if the debitor account's BIC is required but was not set (see Bank Connection
resource to find out whether the BIC is required or not);<br/>MISSING_TWO_STEP_PROCEDURE if no two-step-procedure was specified in the input parameters of the service call, and
there is no default two-step-procedure set in the account's bank connection neither;<br/>INVALID_TWO_STEP_PROCEDURE if the given two-step-procedure does not match any of the
procedures that are listed in the account's bank connection;<br/>BANK_SERVER_REJECTION if the bank server responded with an error message when finAPI tried to submit the direct debit
order. The response's error message typically contains useful information from the bank and may be forwarded to the user;<br/>NO_EXISTING_CHALLENGE in case the
'multiStepAuthentication.challengeResponse’ field was set, but there is no pending challenge;<br/>

returns: ErrorMessage

Example Definition: http422ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

423 SEPA Direct Debit cannot get requested at the moment as the update is currently being executed (either by the user or by finAPI's automatic batch update).
returns: ErrorMessage

Example Definition: http423ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

451 In case the user must enter credentials and/or select a two-step-procedure within finAPI's Web Form.
returns: ErrorMessage
Example Definition: http451ResponseExample
Headers:
Location - THIS HEADER IS DEPRECATED AND WILL BE REMOVED.<br/><br/>Contains the URL to the Web Form. You must forward the user to this url to open finAPI's Web Form.

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

500 An unexpected error occurred

returns: ErrorMessage

Example Definition: http500ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

501 The given bank is currently not supported by finAPI




returns: ErrorMessage
Example Definition: http501ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




Removed Service: POST [/ api/v*/ account s/ execut eSepaMoneyTr ansf er

API Name: "Execute SEPA Money Transfer" / SDK Method: executeSepaMoneyTransfer

THIS SERVICE IS DEPRECATED AND WILL BE REMOVED.

Please refer to the 'Payments' section of the API instead.

To use this service PIS must be enabled by our customer support for your client.

Execute a SEPA money transfer order that has been previously submitted by the use of the /requestSepaMoneyTransfer service.

Note: in case of using finAPI's Web Form flow, the Web Form is dealing with triggering this service itself.

Parameters:

X-Request-Id : string (optional)

With any API call, you can pass a request ID. The request ID can be an arbitrary string with up to 255 characters. Passing a longer string will result in an error. If you don't pass a request ID
for a call, finAPI will generate a random ID internally. The request ID is always returned back in the response of a service, as a header with name 'X-Request-1d'. We highly recommend to
always pass a (preferably unique) request ID, and include it into your client application logs whenever you make a request or receive a response (especially in the case of an error response).

finAPI is also logging request IDs on its end. Having a request ID can help the finAPI support team to work more efficiently and solve tickets faster.

body : ExecuteSepaMoneyTransferParams (required)

Parameters for the execution of a SEPA money transfer order

Responses:

200 Response for the SEPA Money Transfer execute
returns: PaymentExecutionResponse

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

400 Bad request
returns: ErrorMessage

Example Definition: http400ResponseExample




Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

401 Not authenticated or invalid access_token
returns: BadCredentialsError

Example Definition: http401ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

403 Incorrect authorization role or you are not allowed to call this service for other reasons (see error message).
returns: ErrorMessage

Example Definition: http403ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

404 Account not found

returns: ErrorMessage

Example Definition: http404ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

422 ILLEGAL_ENTITY_STATE if no pending SEPA money transfer order exists for the account; BANK_SERVER_REJECTION if the bank server responded with an error message when
finAPI tried to execute the money transfer order. The response's error message typically contains useful information from the bank and may be forwarded to the user.

returns: ErrorMessage

Example Definition: http422ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

423 SEPA Money Transfer cannot get executed at the moment as the update is currently being executed (either by the user or by finAPI's automatic batch update).
returns: ErrorMessage
Example Definition: http423ResponseExample

Headers:




X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

500 An unexpected error occurred
returns: ErrorMessage
Example Definition: http500ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




Removed Service: POST /api /v*/ account s/ execut eSepabDi r ect Debi t

API Name: "Execute SEPA Direct Debit" / SDK Method: executeSepaDirectDebit

THIS SERVICE IS DEPRECATED AND WILL BE REMOVED.

Please refer to the 'Payments' section of the API instead.

To use this service PIS must be enabled by our customer support for your client.

Execute a SEPA direct debit order that has been previously submitted by the use of the /requestSepaDirectDebit service.

Note: in case of using finAPI's Web Form flow, the Web Form is dealing with triggering this service itself.

Parameters:

X-Request-Id : string (optional)

With any API call, you can pass a request ID. The request ID can be an arbitrary string with up to 255 characters. Passing a longer string will result in an error. If you don't pass a request ID
for a call, finAPI will generate a random ID internally. The request ID is always returned back in the response of a service, as a header with name 'X-Request-1d'. We highly recommend to
always pass a (preferably unique) request ID, and include it into your client application logs whenever you make a request or receive a response (especially in the case of an error response).

finAPI is also logging request IDs on its end. Having a request ID can help the finAPI support team to work more efficiently and solve tickets faster.

body : ExecuteSepaDirectDebitParams (required)

Parameters for the execution of a SEPA direct debit order

Responses:

200 Response for the SEPA Direct Debit execute
returns: PaymentExecutionResponse

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

400 Bad request
returns: ErrorMessage

Example Definition: http400ResponseExample




Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

401 Not authenticated or invalid access_token
returns: BadCredentialsError

Example Definition: http401ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

403 Incorrect authorization role or you are not allowed to call this service for other reasons (see error message).
returns: ErrorMessage

Example Definition: http403ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

404 Account not found

returns: ErrorMessage

Example Definition: http404ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

422 ILLEGAL_ENTITY_STATE if no pending SEPA direct debit order exists for the account; BANK_SERVER_REJECTION if the bank server responded with an error message when finAPI
tried to execute the direct debit order. The response's error message typically contains useful information from the bank and may be forwarded to the user.

returns: ErrorMessage

Example Definition: http422ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

423 SEPA Direct Debit cannot get executed at the moment as the update is currently being executed (either by the user or by finAPI's automatic batch update).
returns: ErrorMessage
Example Definition: http423ResponseExample

Headers:




X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

500 An unexpected error occurred
returns: ErrorMessage
Example Definition: http500ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




Removed Service: GET /api/v*/transactions/{i ds}

API Name: "Get multiple transactions" / SDK Method: getMultipleTransactions

THIS SERVICE IS DEPRECATED AND WILL BE REMOVED.

Please refer to the 'Get and search all transactions' service instead if you want to get multiple transactions, and pass a comma-separated list of identifiers with the 'ids' parameter.

Get a list of multiple transactions of the user that is authorized by the access_token. Must pass the transactions' identifiers and the user's access_token. Transactions whose identifiers do not

exist or do not relate to the authorized user will not be contained in the result (If this applies to all of the given identifiers, then the result will be an empty list).

Parameters:
ids : array of integer (required)

Comma-separated list of identifiers of requested transactions

X-Request-Id : string (optional)

With any API call, you can pass a request ID. The request ID can be an arbitrary string with up to 255 characters. Passing a longer string will result in an error. If you don't pass a request ID
for a call, finAPI will generate a random ID internally. The request ID is always returned back in the response of a service, as a header with name 'X-Request-1d'. We highly recommend to
always pass a (preferably unique) request ID, and include it into your client application logs whenever you make a request or receive a response (especially in the case of an error response).

finAPI is also logging request IDs on its end. Having a request ID can help the finAPI support team to work more efficiently and solve tickets faster.

Responses:

200 List of requested transactions
returns: TransactionList

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

400 Bad request

returns: ErrorMessage

Example Definition: http400ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




401 Not authenticated or invalid access_token
returns: BadCredentialsError

Example Definition: http401ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

403 Incorrect authorization role or you are not allowed to call this service for other reasons (see error message).
returns: ErrorMessage

Example Definition: http403ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

500 An unexpected error occurred

returns: ErrorMessage

Example Definition: http500ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




Removed Service: PATCH /api/v*/transactions/{i ds}

API Name: "Edit multiple transactions (DEPRECATED)" / SDK Method: editMultipleTransactionsDeprecated

THIS SERVICE IS DEPRECATED AND WILL BE REMOVED.

Please refer to the 'Edit multiple transactions' service instead if you want to edit multiple transactions, and pass a comma-separated list of identifiers with the 'ids' parameter.

Change the fields of multiple transactions. You can change the following fields: isNew=true|false' and/or 'isPotentialDuplicate=false' and/or 'categoryld=&lt;id&gt;' and/or 'labellds=[<ids>]". The
max number of input identifiers is limited to 100. To clear the category of the given transactions (so that they are no longer categorized), pass the value '0' as the categoryld. To clear the

labels of the given transactions, pass an empty array of label identifiers: '[]'. The result is a list of identifiers of only those transactions that have changed as a result of this service call.

Parameters:
ids : array of integer (required)

Comma-separated list of identifiers of updated transactions

X-HTTP-Method-Override : string (optional)
Some HTTP clients do not support the HTTP methods PATCH or DELETE. If you are using such a client in your application, you can use a POST request instead with this header indicating
the originally intended HTTP method. POST Requests having this header set will be treated either as PATCH or DELETE by the finAPI servers.

X-Request-1d : string (optional)

With any API call, you can pass a request ID. The request ID can be an arbitrary string with up to 255 characters. Passing a longer string will result in an error. If you don't pass a request ID
for a call, finAPI will generate a random ID internally. The request ID is always returned back in the response of a service, as a header with name 'X-Request-Id'. We highly recommend to
always pass a (preferably unique) request ID, and include it into your client application logs whenever you make a request or receive a response (especially in the case of an error response).

finAPI is also logging request IDs on its end. Having a request ID can help the finAPI support team to work more efficiently and solve tickets faster.

body : UpdateTransactionsParams (required)

Update transactions parameters

Responses:
200 List of identifiers of all edited transactions
returns: IdentifierList

Headers:




X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

400 Bad request

returns: ErrorMessage

Example Definition: http400ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

401 Not authenticated or invalid access_token
returns: BadCredentialsError

Example Definition: http401ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

403 Incorrect authorization role or you are not allowed to call this service for other reasons (see error message).
returns: ErrorMessage

Example Definition: http403ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

404 Category or labels not found

returns: ErrorMessage

Example Definition: http404ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

422 If 'isPotentialDuplicate’ is set to 'true’ (only ‘false’ is allowed)
returns: ErrorMessage

Example Definition: http422ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




500 An unexpected error occurred
returns: ErrorMessage
Example Definition: http500ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




Removed Service: GET /api/v*/ webForns/ {i d}

API Name: "Get a Web Form" / SDK Method: getWebForm

<strong>Caution</strong>! This endpoint is applicable only for customers using the old Web Form which is deprecated and will be removed. Web Form 2.0 customers must navigate <a

href="?product=web_form_2.0#tag--Web-forms' target="_blank_">here</a> for the same functionality.

Get a Web Form of the user that is authorized by the access_token. Must pass the Web Form's identifier and the user's access_token.

Note that every Web Form resource is automatically removed from the finAPI system after 7 days from its creation.

Parameters:
id : integer [int64] (required)
Identifier of Web Form

X-Request-Id : string (optional)

With any API call, you can pass a request ID. The request ID can be an arbitrary string with up to 255 characters. Passing a longer string will result in an error. If you don't pass a request ID
for a call, finAPI will generate a random ID internally. The request ID is always returned back in the response of a service, as a header with name "X-Request-Id'. We highly recommend to
always pass a (preferably unique) request ID, and include it into your client application logs whenever you make a request or receive a response (especially in the case of an error response).

finAPl is also logging request IDs on its end. Having a request ID can help the finAPI support team to work more efficiently and solve tickets faster.

Responses:

200 Requested Web Form
returns: WebForm
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

400 Bad request

returns: ErrorMessage

Example Definition: http400ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




401 Not authenticated or invalid access_token
returns: BadCredentialsError

Example Definition: http401ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

403 Incorrect authorization role or you are not allowed to call this service for other reasons (see error message).
returns: ErrorMessage

Example Definition: http403ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

404 Web Form not found

returns: ErrorMessage

Example Definition: http404ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

500 An unexpected error occurred

returns: ErrorMessage

Example Definition: http500ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




Removed Service: CGET /api/v*/securities/{ids}

API Name: "Get multiple securities" / SDK Method: getMultipleSecurities

THIS SERVICE IS DEPRECATED AND WILL BE REMOVED.

Please refer to the 'Get and search all securities' service instead if you want to get multiple securities, and pass a comma-separated list of identifiers with the 'ids' parameter.

Get a list of multiple securities of the user that is authorized by the access_token. Must pass the securities' identifiers and the user's access_token. Securities whose identifiers do not exist or
do not relate to the authorized user will not be contained in the result (If this applies to all of the given identifiers, then the result will be an empty list). Note: Whenever a security account is

being updated, its security positions will be internally re-created, meaning that the identifier of a security position might change over time.

Parameters:
ids : array of integer (required)

Comma-separated list of identifiers of requested securities

X-Request-1d : string (optional)

With any API call, you can pass a request ID. The request ID can be an arbitrary string with up to 255 characters. Passing a longer string will result in an error. If you don't pass a request ID
for a call, finAPI will generate a random ID internally. The request ID is always returned back in the response of a service, as a header with name "X-Request-Id'. We highly recommend to
always pass a (preferably unique) request ID, and include it into your client application logs whenever you make a request or receive a response (especially in the case of an error response).

finAPI is also logging request IDs on its end. Having a request ID can help the finAPI support team to work more efficiently and solve tickets faster.

Responses:

200 List of requested securities
returns: SecurityList

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

400 Bad request
returns: ErrorMessage
Example Definition: http400ResponseExample

Headers:




X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

401 Not authenticated or invalid access_token
returns: BadCredentialsError

Example Definition: http401ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

403 Incorrect authorization role or you are not allowed to call this service for other reasons (see error message).
returns: ErrorMessage

Example Definition: http403ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

500 An unexpected error occurred

returns: ErrorMessage

Example Definition: http500ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




Removed Service: GET /api/v*/ | abel s/ {i ds}

API Name: "Get multiple labels" / SDK Method: getMultipleLabels

THIS SERVICE IS DEPRECATED AND WILL BE REMOVED.

Please refer to the 'Get and search all labels' service instead if you want to get multiple labels, and pass a comma-separated list of identifiers with the 'ids' parameter.

Get a list of multiple labels of the user that is authorized by the access_token.Must pass the labels' identifiers and the user's access_token. Identifiers that do not exist or do not relate to the

authorized user will not be contained in the result (If this applies to all of the given identifiers, then the result will be an empty list).

Parameters:
ids : array of integer (required)

Comma-separated list of identifiers of requested labels

X-Request-Id : string (optional)

With any API call, you can pass a request ID. The request ID can be an arbitrary string with up to 255 characters. Passing a longer string will result in an error. If you don't pass a request ID
for a call, finAPI will generate a random ID internally. The request ID is always returned back in the response of a service, as a header with name 'X-Request-1d'. We highly recommend to
always pass a (preferably unique) request ID, and include it into your client application logs whenever you make a request or receive a response (especially in the case of an error response).

finAPI is also logging request IDs on its end. Having a request ID can help the finAPI support team to work more efficiently and solve tickets faster.

Responses:

200 List of requested labels
returns: LabelList

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

400 Bad request

returns: ErrorMessage

Example Definition: http400ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




401 Not authenticated or invalid access_token
returns: BadCredentialsError

Example Definition: http401ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

403 Incorrect authorization role or you are not allowed to call this service for other reasons (see error message).
returns: ErrorMessage

Example Definition: http403ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

500 An unexpected error occurred

returns: ErrorMessage

Example Definition: http500ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




Removed Service: CGET /api/v*/categories/{ids}

API Name: "Get multiple categories" / SDK Method: getMultipleCategories

THIS SERVICE IS DEPRECATED AND WILL BE REMOVED.

Please refer to the 'Get and search all categories' service instead if you want to get multiple categories, and pass a comma-separated list of identifiers with the 'ids' parameter.

Get a list of multiple categories that are either a global finAPI category or a custom category of the authorized user. Must pass the categories' identifiers and the user's access_token.

Categories whose identifiers do not exist or that relate to a different user not be contained in the result (If this applies to all of the given identifiers, then the result will be an empty list).

Parameters:
ids : array of integer (required)

Comma-separated list of identifiers of requested categories

X-Request-Id : string (optional)

With any API call, you can pass a request ID. The request ID can be an arbitrary string with up to 255 characters. Passing a longer string will result in an error. If you don't pass a request ID
for a call, finAPI will generate a random ID internally. The request ID is always returned back in the response of a service, as a header with name 'X-Request-1d'. We highly recommend to
always pass a (preferably unique) request ID, and include it into your client application logs whenever you make a request or receive a response (especially in the case of an error response).

finAPI is also logging request IDs on its end. Having a request ID can help the finAPI support team to work more efficiently and solve tickets faster.

Responses:

200 List of requested categories
returns: CategoryList

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

400 Bad request

returns: ErrorMessage

Example Definition: http400ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




401 Not authenticated or invalid access_token
returns: BadCredentialsError

Example Definition: http401ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

403 Incorrect authorization role or you are not allowed to call this service for other reasons (see error message).
returns: ErrorMessage

Example Definition: http403ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

500 An unexpected error occurred

returns: ErrorMessage

Example Definition: http500ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




Removed Service: CGET [/ api/v*/ banks/ {i ds}

API Name: "Get multiple banks" / SDK Method: getMultipleBanks

THIS SERVICE IS DEPRECATED AND WILL BE REMOVED.

Please refer to the 'Get and search all banks' service instead if you want to get multiple banks, and pass a comma-separated list of identifiers with the 'ids' parameter.

Get a list of multiple banks from finAPI's database of banks. You have to pass a list of bank identifiers, and either the authorized user's access_token, or your client's access token. Note that

banks whose identifiers do not exist will not be contained in the result (If this applies to all of the given identifiers, then the result will be an empty list).

Parameters:
ids : array of integer (required)

Comma-separated list of identifiers of requested banks

X-Request-Id : string (optional)

With any API call, you can pass a request ID. The request ID can be an arbitrary string with up to 255 characters. Passing a longer string will result in an error. If you don't pass a request ID
for a call, finAPI will generate a random ID internally. The request ID is always returned back in the response of a service, as a header with name 'X-Request-1d'. We highly recommend to
always pass a (preferably unique) request ID, and include it into your client application logs whenever you make a request or receive a response (especially in the case of an error response).

finAPI is also logging request IDs on its end. Having a request ID can help the finAPI support team to work more efficiently and solve tickets faster.

Responses:

200 List of requested banks
returns: BankList

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

400 Bad request

returns: ErrorMessage

Example Definition: http400ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




401 Not authenticated or invalid access_token
returns: BadCredentialsError

Example Definition: http401ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

403 Incorrect authorization role or you are not allowed to call this service for other reasons (see error message).
returns: ErrorMessage

Example Definition: http403ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

500 An unexpected error occurred

returns: ErrorMessage

Example Definition: http500ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




Removed Service: CGET /api/v*/ bankConnecti ons/{i ds}

API Name: "Get multiple bank connections" / SDK Method: getMultipleBankConnections

THIS SERVICE IS DEPRECATED AND WILL BE REMOVED.

Please refer to the 'Get all bank connections' service instead if you want to get multiple bank connections, and pass a comma-separated list of identifiers with the 'ids' parameter.

Get a list of multiple bank connections of the user that is authorized by the access_token. Must pass the connections' identifiers and the user's access_token. Connections whose identifiers do

not exist or do not relate to the authorized user will not be contained in the result (If this applies to all of the given identifiers, then the result will be an empty list).

Parameters:
ids : array of integer (required)

Comma-separated list of identifiers of requested bank connections

X-Request-Id : string (optional)

With any API call, you can pass a request ID. The request ID can be an arbitrary string with up to 255 characters. Passing a longer string will result in an error. If you don't pass a request ID
for a call, finAPI will generate a random ID internally. The request ID is always returned back in the response of a service, as a header with name 'X-Request-1d'. We highly recommend to
always pass a (preferably unique) request ID, and include it into your client application logs whenever you make a request or receive a response (especially in the case of an error response).

finAPI is also logging request IDs on its end. Having a request ID can help the finAPI support team to work more efficiently and solve tickets faster.

Responses:

200 List of requested bank connections
returns: BankConnectionList

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

400 Bad request

returns: ErrorMessage

Example Definition: http400ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




401 Not authenticated or invalid access_token
returns: BadCredentialsError

Example Definition: http401ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

403 Incorrect authorization role or you are not allowed to call this service for other reasons (see error message).
returns: ErrorMessage

Example Definition: http403ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

500 An unexpected error occurred

returns: ErrorMessage

Example Definition: http500ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




Removed Service: GET /api/v*/accounts/{ids}

API Name: "Get multiple accounts” / SDK Method: getMultipleAccounts

THIS SERVICE IS DEPRECATED AND WILL BE REMOVED.

Please refer to the 'Get and search all accounts' service instead if you want to get multiple accounts, and pass a comma-separated list of identifiers with the 'ids' parameter.

Get a list of multiple bank accounts of the user that is authorized by the access_token. Must pass the accounts' identifiers and the user's access_token. Accounts whose identifiers do not exist

or do not relate to the authorized user will not be contained in the result (If this applies to all of the given identifiers, then the result will be an empty list).

Parameters:
ids : array of integer (required)

Comma-separated list of identifiers of requested accounts

X-Request-Id : string (optional)

With any API call, you can pass a request ID. The request ID can be an arbitrary string with up to 255 characters. Passing a longer string will result in an error. If you don't pass a request ID
for a call, finAPI will generate a random ID internally. The request ID is always returned back in the response of a service, as a header with name 'X-Request-1d'. We highly recommend to
always pass a (preferably unique) request ID, and include it into your client application logs whenever you make a request or receive a response (especially in the case of an error response).

finAPI is also logging request IDs on its end. Having a request ID can help the finAPI support team to work more efficiently and solve tickets faster.

Responses:

200 List of requested accounts
returns: AccountList

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

400 Bad request

returns: ErrorMessage

Example Definition: http400ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




401 Not authenticated or invalid access_token
returns: BadCredentialsError

Example Definition: http401ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

403 Incorrect authorization role or you are not allowed to call this service for other reasons (see error message).
returns: ErrorMessage

Example Definition: http403ResponseExample

Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.

500 An unexpected error occurred

returns: ErrorMessage

Example Definition: http500ResponseExample
Headers:

X-Request-Id - The request ID that you passed to the request, or a finAPI-generated ID in case you didn't pass a request ID.




Removed Type: BankLi st

Occurs in the following services:
CGET /api/v*/banks/{i ds}

Container for data of multiple banks

"banks" : array of Bank // <strong>Type: </strong> Bank

Banks [required]

}




Removed Type: Cat egoryLi st

Occurs in the following services:

CGET /api/v*/categories/{ids}

Container for data of multiple categories

"categories" : array of Category // <strong>Type:</strong> Category

Cat egori es [required]
}




Removed Type: C eari ngAccount Dat a

Occurs in the following services:
CGET /api/v*/accounts/{id}
PATCH / api / v*/ account s/ {i d}
GET /api/v*/accounts

GET /api/v*/accounts/{ids}

clearing account data

"cl earingAccountld" : string, // Technical identifier of the clearing account [required] Exanple: "BA- TUYEF7D24CCGK6"

"cl eari ngAccount Name" : string // Nane of the clearing account [required] Exanple: "BA- TUYEF7D24CCK6"




Removed Type: Di rect Debi t Or deri ngResponse

Occurs in the following services:

POST /api / v*/ account s/ request SepaDi r ect Debi t

Bank server's response to a direct debit order request

"successMessage" string, // Technical nessage fromthe bank server, confirm ng the success of the request. Typically, you would not want to present this

nessage to the user. Note that this field may not be set. However if it is not set, it does not necessarily mean that there was an error in processing the

request. [required][nullable] Exanple: "Auftrag ausgefihrt."

"war nMessage" string, // In sonme cases, a bank server may accept the requested order, but return a warn nmessage. This nmessage may be of technical nature

but could also be of interest to the user. [required][nullable] Exanple: "Es |iegen Warnungen vor."

"paynent | d" integer [int64], // Paynent identifier. Can be used to retrieve the status of the paynment (see 'Get paynents' service). [required] Exanple: 1
"chal | engeMessage" string, // Message fromthe bank server containing information or instructions on howto retrieve the TAN that is needed to execute
the requested order. This nessage should be presented to the user. Note that sone bank servers may limit the nessage to just the nost crucial infornation
e.g. the nessage may contain just a single nunber that depicts the target TAN nunber on a user's TAN list. You may want to parse the chall enge nessage for
such cases and extend it with nore detailed informati on before showing it to the user. [required][nullable] Exanple: "Bitte geben Sie die TAN ein, die Sie per

SMS erhalten.”

"answer Fi el dLabel " string, // Suggestion fromthe bank server on how you can | abel your input field where the user nmust enter his TAN. A typical value

that many bank servers give is ' TAN-Nunmer'.

"tanLi st Nunber" string, // In case that

identification nunber of the TAN list.

[required][nullable] Exanple: "001"

"optical Data" string, //

flicker animation as a BASE-64 string. O herw se

However

In case that the bank server

[required] [nul |l abl e] Exanple: "TAN Nunmer*"

the bank server has instructed the user to |l ook up a TAN froma TAN |ist,

in nost cases, this field is only set (i.e.

has instructed the user to scan a flicker code, then this field will

this field will be not set (i.e. null). See also

this field may contain the

not null) when the user has nultiple active TAN |ists

contain the raw data for the

<a href="https://docunentation.finapi.iol/access/Flicker-




Code- Tenpl at e. 2807824454. ht Ml ' target="_bl ank' >Fl i cker Code Tenpl ate</a> [required][nul | abl e] Exanple: "11048813833205002812775114302C30315D"

"optical Dat aAsRei nerSct" : boolean, // This field is only relevant when the field '"opticalData' is set. |t depicts whether the optical data should be
processed with the use of the Reiner SCT flicker algorithm For nore details, see: <a href="https://docunmentation.finapi.iolaccess/Flicker-Code-

Tenpl at e. 2807824454. htm ' target='"_bl ank' >Fl i cker Code Tenpl ate</a> [required] Exanple: false

"phot oTanM meType" : string, // |In case that the 'photoTanData' field is set (i.e. not null), this field contains the MME type to use for interpreting the

photo data (e.g.: 'image/png') [required][nullable] Exanple: "inage/svg+xm"

"photoTanData" : string // In case that the bank server has instructed the user to scan a photo (or nore generally speaking, any kind of QR-code-like
data), then this field will contain the raw data of the photo as a BASE-64 string. O herwise, this field will be not set (i.e. null). [required][nullable]
Exanpl e:

" PD94bWhgdnVyc2l vbj 0i Ms4w i Bl bmi\vZd uZz0i aXNvLTg4NTkt MSI / Pgo81 URPQLRZUEUgc3Znl FBVQkxJQyAI LS8vVzNDLY9EVEQULZHI DEuMS8vRUAI | CJodHRWO 8vd3d3LnczLnmPyZy9HenFwad j ¢
y9TVkcvMs4xLORURCIzdntxMS5kdGQ Pgo8c3Znl Hht bG5zPSJodHRWA 8vd3d3LnczLmdyZy8y MDAWL3N2Zy | geGlsbnMse Gxpbns 9l mh0dHA6LY93d3cudzMub3JInLzE50TkveGxpbnsi | HZI cnNpb2491 j E
uMBl gdni | d0JveDOi MCAW DI xM 43NTUgM EyLj cINSI gZWshYmx| LW hY2t ncn®1bm@I nbl dyAw DAgM EyLj ¢ INSAyMT1 uNz ULl i B3aWR0aDOi MTZweCl gaGVpZ2hOPS| xNnB4| j 4Kl CA8Zz4K| CAgl DxwY
XRol GBI kOxMDYuMzc 3LDBDNDcuNz | x LDAs MOWONy 43M Es MOwx MDYuMzc3cz QBLj cy MBwx MDYuMz c 3LDEWNi 4zNzcsMIA2Lj MBN3MkMDYuMzc3LTQBLj cy MBwx MDYuMzc3LTEWNIi 4zNzcgl CBTMIY1Lj AzNCw
WLDEWNi 4zNzcsMHog TTEWN 4zNzcsMTk4Lj ¢ 1NUMLNS40NOwx OTguNz ULL DEOL DE1Ny 4z MIQs MTQs MIA2Lj MBNLMLNS40NOwx NOwx MDYuMz ¢ 3LDEOc zky Lj MBNywOMSAONOWSM 4zNzcsOTl uMzc3l CAgUz EIN
y4zMIQGsMTk4Lj c 1NSwx MDYuMz c3LDESOCA3NTV6I i BraVWws PSI j MDAWVDAW i 8+Ci Agl CA8c GF0aCBkPSJt MIEzLj MBNywx MDAUNDK 2di 0z OS43NDRj My45Nj Es MS40Nz EgNy 40MTcsNCAXNy A5Lj gy LDcuCD
gM 4xM csMy4yM kgNi 40Nj gsNCAxXM MyOS420TYsMB45C0TcgMr4yM kt M 4xM YgNCAXM M Ni 40Nj cgMB450TYt OS420TYt NSAWM kt Ny42Mz Yt MTT uNzc4LTEyLj gyLTI xLj UXM OxNC42NDd2LTEXLj EyY
ZAt My44N Yt My4xMzQ Ny03LTdzLTesMy4xMzQ Nyw3dj ExLj ASOAM MTUUNDkzLDMUM M M cuMTYALDE2L] k40S0yNy4xNj gsMzMUNDI 21 DAsSMTYuNDMBI DExLj Y3Ni wz MCAXOTggM cuMIYALDMzLj QyOHY
ZOS43NDRj LTMUOTYXLTEUNDCXLTCUNDE3LTQuUMIct OS44M 03Lj gyL Tl uMrl 3LTMUM | S5LTYuNDYALTQUMTI OLTKkuN k2LTEUOTK3LTMuUM | 5LDI uMTl 2LTQUMTT zLDYuNDY3LTEUOTk2LDkuN k21 DUuNMDI 5L
DcuNj M2| DEyLj c300wxM 44M AyNB41MII sMIQUNj Q3dj ExLj ExOAWMM.DMIODY2! DMUMIMDLDegNyw3czct My4x Mz QgNy03di 0x MB4wOThj MTUUNDKzLTMUM MyM cuMTYALTE2Lj k4OSAYNy4xNj gt Mz MuNDI
2LTI uODQyMTdl LTEOLTE2Lj QzNyOxMS42Nz Ut Mz AuMTK4LTI 3Lj E2000zMy40M h6bS0yNy4xN gt M AuODY1Yz At OC42NTMyNSA00TQ MTYuMDI 31 DEzLj E20C0x OC44Nz R2Mz cuNz Q4Yy 03Lj Y3NCOyLj gON
yOxMy4xNj gt MTAuUM | XLTEzLj E2000x OC44Nz R6bTI 3Lj E20003My4xNj Z2LTMBLj cOOGVBL] Y3NOwyLj gONy AXxMy4xNj gsMIAuM | x| DEzLj E200wx OC44Nz Rz LTUUNDK z LDE2Lj AyNyOxMy4xNj gs MIguODc
Oei 1 gZm sbDOi | zAWVDAWMCI vPgogl Dw Zz4KPC9zdnt +Cg=="

}




Removed Type: Execut eSepaDbi r ect Debi t Par ans

Occurs in the following services:

POST /api / v*/ account s/ execut eSepaDi r ect Debi t

Container for parameters for the execution of a submitted SEPA direct debit order

"account | d" integer [int64], // ldentifier of the bank account that you want to transfer

"banki ngTan" string // Banking TAN that the user received fromthe bank for executing the direct debit order.

to perform SEPA direct debits yourself. OGtherwise, i.e. when finAPI's Wb Formflow is required, the Web Formwill

[optional] Exanple: "0123"

}

money to [required] Exanple: 1

The field is required if you are |icensed

deal with executing the service itself.




Removed Type: Execut eSepaMbneyTr ansf er Par ans

Occurs in the following services:

POST /api / v*/ account s/ execut eSepaMoneyTr ansf er

Container for parameters for the execution of a submitted SEPA money transfer order

"account | d" integer [int64], // ldentifier of the bank account that you want to transfer

"banki ngTan" string // Banking TAN that the user received fromthe bank for executing the noney transfer order.

to perform SEPA noney transfers yourself. Oherwise, i.e. when finAPI's Wb Formflow is required, the Wb Formwi ||

[optional] Exanple: "098765"

}

money from [required] Exanmple: 1

The field is required if you are |icensed

deal with executing the service itself.




Removed Type: Label Li st

Occurs in the following services:
CGET /api/v*/|abel s/{ids}

Container for labels

"l abel s" : array of Label // <strong>Type:</strong> Labe

Label s [required]

}




Removed Type: MoneyTr ansf er Or deri ngResponse

Occurs in the following services:

POST /api / v*/ account s/ request SepaMoneyTr ansf er

Bank server's response to a money transfer order request

"successMessage" : string, // Technical nmessage fromthe bank server, confirmng the success of the request. Typically, you would not want to present this
nessage to the user. Note that this field may not be set. However if it is not set, it does not necessarily mean that there was an error in processing the

request. [required][nullable] Exanple: "Auftrag ausgefihrt."

"war nMessage" : string, // |In sonme cases, a bank server may accept the requested order, but return a warn nmessage. This nmessage may be of technical nature

but could also be of interest to the user. [required][nullable] Exanple: "Es |iegen Warnungen vor."

"paynment|d" : integer [int64], // Paynment identifier. Can be used to retrieve the status of the payment (see 'Get paynments' service). [required] Exanple: 1

"chal | engeMessage" : string, // Message fromthe bank server containing information or instructions on howto retrieve the TAN that is needed to execute
the requested order. This nessage should be presented to the user. Note that sone bank servers may limit the nessage to just the nost crucial infornation
e.g. the nessage may contain just a single nunber that depicts the target TAN nunber on a user's TAN list. You may want to parse the chall enge nessage for
such cases and extend it with nore detailed informati on before showing it to the user. [required][nullable] Exanple: "Bitte geben Sie die TAN ein, die Sie per

SMS erhalten.”

"answer Fi el dLabel " : string, // Suggestion fromthe bank server on how you can | abel your input field where the user nmust enter his TAN. A typical value

that many bank servers give is ' TAN-Nurmmer'. [required][nullable] Exanple: "TAN Numrer"

"tanLi st Nunber" : string, // In case that the bank server has instructed the user to look up a TAN froma TAN list, this field may contain the
identification nunber of the TAN |ist. However in npbst cases, this field is only set (i.e. not null) when the user has nmultiple active TAN |ists

[required][nullable] Exanple: "001"

"optical Data" : string, // In case that the bank server has instructed the user to scan a flicker code, then this field will contain the raw data for the

flicker animation as a BASE-64 string. Oherwise, this field will be not set (i.e. null). See also: <a href="https://docunentation.finapi.iol/access/Flicker-




Code- Tenpl at e. 2807824454. ht Ml ' target="_bl ank' >Fl i cker Code Tenpl ate</a> [required][nul | abl e] Exanple: "11048813833205002812775114302C30315D"

"optical Dat aAsRei nerSct" : boolean, // This field is only relevant when the field '"opticalData' is set. |t depicts whether the optical data should be
processed with the use of the Reiner SCT flicker algorithm For nore details, see: <a href="https://docunmentation.finapi.iolaccess/Flicker-Code-

Tenpl at e. 2807824454. htm ' target='"_bl ank' >Fl i cker Code Tenpl ate</a> [required] Exanple: false

"phot oTanM meType" : string, // |In case that the 'photoTanData' field is set (i.e. not null), this field contains the MME type to use for interpreting the

photo data (e.g.: 'image/png') [required][nullable] Exanple: "inage/svg+xm"

"photoTanData" : string // In case that the bank server has instructed the user to scan a photo (or nore generally speaking, any kind of QR-code-like
data), then this field will contain the raw data of the photo as a BASE-64 string. O herwise, this field will be not set (i.e. null). [required][nullable]
Exanpl e:

" PD94bWhgdnVyc2l vbj 0i Ms4w i Bl bmi\vZd uZz0i aXNvLTg4NTkt MSI / Pgo81 URPQLRZUEUgc3Znl FBVQkxJQyAI LS8vVzNDLY9EVEQULZHI DEuMS8vRUAI | CJodHRWO 8vd3d3LnczLnmPyZy9HenFwad j ¢
y9TVkcvMs4xLORURCIzdntxMS5kdGQ Pgo8c3Znl Hht bG5zPSJodHRWA 8vd3d3LnczLmdyZy8y MDAWL3N2Zy | geGlsbnMse Gxpbns 9l mh0dHA6LY93d3cudzMub3JInLzE50TkveGxpbnsi | HZI cnNpb2491 j E
uMBl gdni | d0JveDOi MCAW DI xM 43NTUgM EyLj cINSI gZWshYmx| LW hY2t ncn®1bm@I nbl dyAw DAgM EyLj ¢ INSAyMT1 uNz ULl i B3aWR0aDOi MTZweCl gaGVpZ2hOPS| xNnB4| j 4Kl CA8Zz4K| CAgl DxwY
XRol GBI kOxMDYuMzc 3LDBDNDcuNz | x LDAs MOWONy 43M Es MOwx MDYuMzc3cz QBLj cy MBwx MDYuMz c 3LDEWNi 4zNzcsMIA2Lj MBN3MkMDYuMzc3LTQBLj cy MBwx MDYuMzc3LTEWNIi 4zNzcgl CBTMIY1Lj AzNCw
WLDEWNi 4zNzcsMHog TTEWN 4zNzcsMTk4Lj ¢ 1NUMLNS40NOwx OTguNz ULL DEOL DE1Ny 4z MIQs MTQs MIA2Lj MBNLMLNS40NOwx NOwx MDYuMz ¢ 3LDEOc zky Lj MBNywOMSAONOWSM 4zNzcsOTl uMzc3l CAgUz EIN
y4zMIQGsMTk4Lj c 1NSwx MDYuMz c3LDESOCA3NTV6I i BraVWws PSI j MDAWVDAW i 8+Ci Agl CA8c GF0aCBkPSJt MIEzLj MBNywx MDAUNDK 2di 0z OS43NDRj My45Nj Es MS40Nz EgNy 40MTcsNCAXNy A5Lj gy LDcuCD
gM 4xM csMy4yM kgNi 40Nj gsNCAxXM MyOS420TYsMB45C0TcgMr4yM kt M 4xM YgNCAXM M Ni 40Nj cgMB450TYt OS420TYt NSAWM kt Ny42Mz Yt MTT uNzc4LTEyLj gyLTI xLj UXM OxNC42NDd2LTEXLj EyY
ZAt My44N Yt My4xMzQ Ny03LTdzLTesMy4xMzQ Nyw3dj ExLj ASOAM MTUUNDkzLDMUM M M cuMTYALDE2L] k40S0yNy4xNj gsMzMUNDI 21 DAsSMTYuNDMBI DExLj Y3Ni wz MCAXOTggM cuMIYALDMzLj QyOHY
ZOS43NDRj LTMUOTYXLTEUNDCXLTCUNDE3LTQuUMIct OS44M 03Lj gyL Tl uMrl 3LTMUM | S5LTYuNDYALTQUMTI OLTKkuN k2LTEUOTK3LTMuUM | 5LDI uMTl 2LTQUMTT zLDYuNDY3LTEUOTk2LDkuN k21 DUuNMDI 5L
DcuNj M2| DEyLj c300wxM 44M AyNB41MII sMIQUNj Q3dj ExLj ExOAWMM.DMIODY2! DMUMIMDLDegNyw3czct My4x Mz QgNy03di 0x MB4wOThj MTUUNDKzLTMUM MyM cuMTYALTE2Lj k4OSAYNy4xNj gt Mz MuNDI
2LTI uODQyMTdl LTEOLTE2Lj QzNyOxMS42Nz Ut Mz AuMTK4LTI 3Lj E2000zMy40M h6bS0yNy4xN gt M AuODY1Yz At OC42NTMyNSA00TQ MTYuMDI 31 DEzLj E20C0x OC44Nz R2Mz cuNz Q4Yy 03Lj Y3NCOyLj gON
yOxMy4xNj gt MTAuUM | XLTEzLj E2000x OC44Nz R6bTI 3Lj E20003My4xNj Z2LTMBLj cOOGVBL] Y3NOwyLj gONy AXxMy4xNj gsMIAuM | x| DEzLj E200wx OC44Nz Rz LTUUNDK z LDE2Lj AyNyOxMy4xNj gs MIguODc
Oei 1 gZm sbDOi | zAWVDAWMCI vPgogl Dw Zz4KPC9zdnt +Cg=="

}




Removed Type: Paynent Executi onResponse

Occurs in the following services:
POST /api / v*/ account s/ execut eSepaMoneyTr ansf er

POST /api/ v*/ account s/ execut eSepaDi r ect Debi t

Bank server's response to Money Transfer / Direct Debit execution

"successMessage" : string, // Technical nmessage fromthe bank server, confirmng the success of the request. Typically, you would not want to present this
nmessage to the user. Note that this field may not be set. However if it is not set, it does not necessarily mean that there was an error in processing the

request. [required][null able] Exanple: "Auftrag ausgefuhrt."

"war nMessage" : string, // In sonme cases, a bank server may accept the requested order, but return a warn nessage. This nessage may be of technical nature

but could also be of interest to the user. [required][nullable] Exanple: "Es |iegen Warnungen vor."

"paynmentld" : integer [int64] // Paynent identifier. Can be used to retrieve the status of the payment (see 'Get paynents' service). [required] Exanmple: 1




Removed Type: Request Sepabi r ect Debi t Par ans

Occurs in the following services:

POST /api / v*/ account s/ request SepaDi r ect Debi t

Parameters for a single or collective SEPA direct debit order request

"accountld" : integer [int64], // Identifier of the bank account to which you want to transfer the noney. [required] Exanple: 1

"banki ngPin" : string, // Online banking PIN. Any synbols are allowed. Max length: 170. If a PINis stored in the bank connection, then this field may
remain unset. If finAPI's Web Formis not required and the field is set though then it will always be used (even if there is sone other PIN stored in the bank
connection). |If you want the user to enter a PINin finAPl's Wb Form even when a PINis stored, then just set the field to any value, so that the service

recogni zes that you wish to use the Wb Formflow. [optional] Exanple: "123456"

"storeSecrets" : boolean, // Wether to store the PIN. If the PINis stored, it is not required to pass the PIN agai n when executing SEPA orders. Default

value is 'false'.

NOTES:

- before you set this field to true, please regard the 'pinsAreVolatile' flag of the bank connection that the account belongs to. Please note that volatile
credentials will not be stored, even if provided, to enforce user involvenent in the next comunication with the bank;

- this field is ignored in case when the user will need to use finAPI's Wb Form The user will be able to decide whether to store the PIN or not in the Wb

Form depending on the 'storeSecretsAvail abl el nWebFormi setting (see Cient Configuration). [optional] Default value: false Exanple: true

"twoSt epProcedureld" : string, // The bank-given |ID of the two-step-procedure that should be used for the order. For a list of available two-step-
procedures, see the correspondi ng bank connection (GET /bankConnections). If this field is not set, then the bank connection's default two-step-procedure will
be used. Note that in this case, when the bank connection has no default two-step-procedure set, then the response of the service depends on whether you need
to use finAPI's Wb Formor not. If you need to use the Wb Form the user will be pronpted to select the two-step-procedure within the Wb Form If you don't

need to use the Wb Form then the service will return an error (passing a value for this field is required in this case). [optional] Exanple: "955"

"directDebit Type" : DirectDebitType, // <strong>Type: </strong> DirectDebitType




Type of the direct debit; either <code>BASI C</code> or <code>B2B</code> (Busi ness-To-Busi ness). Please note that an account which supports the basic type nust

not necessarily support B2B (or vice versa). Check the source account's 'supportedOrders' field to find out which types of direct debit it supports.

[required] Possible values: ["B2B","BASIC'] Exanple: "B2B"

"sequenceType" : DirectDebitSequenceType, // <strong>Type: </strong> DirectDebitSequenceType

Sequence type of the direct debit. Possible values:

- <code>QO0FF</ code> means that this is a one-tinme direct debit order

- <code>FRST</ code>

means that this is the first in a rowof multiple direct debit orders

- <code>RCUR</ code>

means that this is one (but not the first or final) within a row of multiple direct debit orders

- <code>FNAL</ code> means that this is the final in a rowof multiple direct debit orders

[required] Possible values: ["OOFF","FRST","RCUR', "FNAL"] Exanple: "OOFF"

"executionDate" : string, // <strong>Format:</strong> 'YYYY- MV DD

Execution date for the direct debit(s). [required] Exanple: "2018-01-01"

"si ngl eBooki ng" : boolean, // This field is only regarded when you pass multiple orders. It determ nes whether the orders should be processed by the bank
as one collective booking (in case of 'false'), or as single bookings (in case of "true'). Default value is 'false'. [optional] Default value: fal se Exanple:
fal se

"directDebits" : array of SingleDi rectDebitData, // <strong>Type: </strong> Singl eDi rectDebitData

List of the direct debits that you want to execute (nay contain at npbst 15000 itens). Please check the account's 'supportedOrders' field to find out whether

you can pass nultiple direct debits or just one. [required]

"hi deTransacti onDet ai | sl n\W\ebFormi' : bool ean, // Wether the finAPlI Wb Form should hide transaction details when pronpting the caller for the second

factor. Default value is false. [optional] Default value: false Exanple: false

"mul ti StepAuthentication" : object, // <strong>Type: </strong> Ml ti StepAut henticationCal | back




Container for nmulti-step authentication data. Required when a previous service call initiated a nulti-step authentication. [optional]

"storePin" : boolean // TH'S FIELD | S DEPRECATED AND W LL BE REMOVED.

Pl ease refer to the 'storeSecrets' field instead.

Whether to store the PIN. If the PINis stored, it is not required to pass the PIN again when executi ng SEPA orders. Default value is 'false'.

NOTES:

- before you set this field to true, please regard the 'pinsAreVolatile' flag of the bank connection that the account belongs to. Please note that volatile
credentials will not be stored, even if provided, to enforce user involvenent in the next comunication with the bank;

- this field is ignored in case when the user will need to use finAPlI's Wb Form The user will be able to decide whether to store the PIN or not in the Wb
Form depending on the 'storeSecretsAvail abl el nWebFormi setting (see Cient Configuration). [optional] Default value: false Exanple: true

}




Removed Type: Request SepaMbneyTr ansf er Par ans

Occurs in the following services:

POST /api / v*/ account s/ request SepaMoneyTr ansf er

Parameters for a single or collective SEPA money transfer order request

"reci pi entName" : string, // Name of the recipient. Note: Neither finAPl nor the involved bank servers are guaranteed to validate the recipient nane. Even
if the recipient nane does not depict the actual registered account holder of the specified recipient account, the noney transfer request might still be
successful. This field is optional only when you pass a clearing account as the recipient. Oherwise, this field is required. [optional] Exanple: "Max

Must er mann”

"reci pientlban" : string, // IBAN of the recipient's account. This field is optional only when you pass a clearing account as the recipient. O herw se

this field is required. [optional] Exanple: "DE13700800000061110500"

"recipientBic" : string, // BIC of the recipient's account. Note: This field is optional when you pass a clearing account as the recipient or if the bank
connection of the account that you want to transfer nmoney from supports the IBAN-Only noney transfer. You can find this out via GET /bankConnections/<id>. |f
no BICis given, finAPl will try to recognize it using the given recipientlban value (if it's given). And then if the result value is not enpty, it will be
used for the noney transfer request independent of whether it is required or not (unless you pass a clearing account, in which case the value will always be

ignored). [optional] Exanple: "DRESDEFF700"

"clearingAccountld" : string, // Identifier of a clearing account. If this field is set, then the fields 'recipientName', 'recipientlban' and

"recipientBic' will be ignored and the recipient account will be the specified clearing account. [optional] Exanple: "BA- TUYEF7D24CCK6"

"endToEndl d" : string, // End-To-End ID for the transfer transaction [optional] Exanple: "001100550526"

"amount" : nunber, // The anmount to transfer. Must be a positive decimal nunber with at nost two decimal places (e.g. 99.99) [required] Exanple: 99.99

"purpose" : string, // The purpose of the transfer transaction [optional] Exanple: "Test Paynment"

"sepaPur poseCode" : string, // SEPA purpose code, according to | SO 20022, external codes set. [optional] Exanple: "OTHR




"accountld" : integer [int64], // ldentifier of the bank account that you want to transfer noney from[required] Exanple: 1

"banki ngPin" : string, // Online banking PIN. Any synbols are allowed. Max length: 170. If a PINis stored in the bank connection, then this field may
remain unset. |If finAPI's Web Formis not required and the field is set though then it will always be used (even if there is some other PIN stored in the bank
connection). If you want the user to enter a PINin finAPl's Wb Form even when a PINis stored, then just set the field to any value, so that the service

recogni zes that you wish to use the Wb Formflow. [optional] Exanple: "123456"

"storeSecrets" : boolean, // Wether to store the PIN. If the PINis stored, it is not required to pass the PIN agai n when executing SEPA orders. Default

value is 'fal se'.

NOTES:

- before you set this field to true, please regard the 'pinsAreVolatile' flag of the bank connection that the account belongs to. Please note that volatile
credentials will not be stored, even if provided, to enforce user involvenent in the next comunication with the bank;

- this field is ignored in case when the user will need to use finAPlI's Wb Form The user will be able to decide whether to store the PIN or not in the Wb

Form depending on the 'storeSecretsAvail abl el nWebFormi setting (see Cient Configuration). [optional] Default value: false Exanple: true

"twoSt epProcedureld" : string, // The bank-given ID of the two-step-procedure that should be used for the order. For a list of avail able two-step-
procedures, see the correspondi ng bank connection (GET /bankConnections). If this field is not set, then the bank connection's default two-step-procedure will
be used. Note that in this case, when the bank connection has no default two-step-procedure set, then the response of the service depends on whether you need
to use finAPI's Web Formor not. If you need to use the Web Form the user will be pronpted to select the two-step-procedure within the Wb Form |f you don't

need to use the Wb Form then the service will return an error (passing a value for this field is required in this case). [optional] Exanple: "955"

"executionDate" : string, // <strong>Format:</strong> 'YYYY- MM DD

Execution date for the noney transfer(s). If not specified, then the current date will be used. [optional] Exanple: "2018-01-01"
"si ngl eBooki ng" : boolean, // This field is only regarded when you pass nultiple orders. It determ nes whether the orders should be processed by the bank
as one collective booking (in case of 'false'), or as single bookings (in case of "true'). Default value is 'false'. [optional] Default value: false Exanple:

fal se

"addi ti onal MoneyTransfers" : array of SingleMneyTransferRecipientData, // <strong>Type: </strong> Singl eMoneyTransfer Reci pi ent Dat a




In case that you want to submit not just a single nmoney transfer, but do a collective noney transfer, use this field to pass a |list of additional noney
transfer orders. The service will then pass a collective nmoney transfer request to the bank, including both the noney transfer specified on the top-level, as
wel |l as all noney transfers specified in this list. The maxi mum count of noney transfers that you can pass (in total) is 15000. Note that you shoul d check the

account's 'supportedOrders' field to find out whether or not it is supporting collective noney transfers. [optional]

"chal | engeResponse" : string, // TH'S FIELD | S DEPRECATED AND W LL BE REMOVED.

Pl ease refer to the 'nulti StepAuthentication' field instead.

Chal | enge response. This field should be set only when the previous attenpt to request a SEPA noney transfer failed with HTTP code 510, i.e. the bank sent a
chall enge for the user for an additional authentication. In this case, this field nust contain the response to the bank's challenge. Please note that in case
of using finAPI's Web Form you have to leave this field unset and the application will automatically recognize that the user has to input chall enge response

and then a Web Formwi || be shown to the user. [optional] Exanple: "0123"

"hi deTransacti onDet ai | sl n\W\ebFormi' : bool ean, // Wether the finAPlI Wb Form should hide transaction details when pronpting the caller for the second

factor. Default value is false. [optional] Default value: false Exanple: false

"mul ti StepAuthentication" : object, // <strong>Type: </strong> Muilti St epAut henticationCal | back

Container for multi-step authentication data. Required when a previous service call initiated a nmulti-step authentication. [optional]

"storePin" : boolean // TH' S FIELD | S DEPRECATED AND W LL BE REMOVED.

Pl ease refer to the 'storeSecrets' field instead.

Whether to store the PIN. If the PINis stored, it is not required to pass the PIN again when executing SEPA orders. Default value is 'false'.

NOTES:

- before you set this field to true, please regard the 'pinsAreVolatile' flag of the bank connection that the account belongs to. Please note that volatile
credentials will not be stored, even if provided, to enforce user involvenent in the next comunication with the bank;
- this field is ignored in case when the user will need to use finAPI's Wb Form The user will be able to decide whether to store the PIN or not in the Wb

Form depending on the 'storeSecretsAvail abl el nWebFormi setting (see Client Configuration). [optional] Default value: false Exanple: true

}




Removed Type: SecuritylLi st

Occurs in the following services:

CGET /api/v*/securities/{ids}

Container for securities resources

"securities" : array of Security // <strong>Type:</strong> Security

Li st of securities [required]

}




Removed Type: Si ngl eDi rect Debi t Dat a

Occurs in the following services:

POST /api / v*/ account s/ request SepaDi r ect Debi t

Data for a single direct debit

" debi t or Nane" string,

debi tor name does not depict the actual

it using the given debitorlban value (if

" sepaPur poseCode" string,

"mandat el d" string,

"mandat eDat e" string,
Date of the nmandate that this direct debit order
/1 Creditor

"creditorld" string,

/1 Name of the debitor.

regi stered account hol der of the specified debitor account,

| BAN of the debitor's account [required] Exanple:

[required] Exanple: "Debitor"
"debi t or| ban" string, //
"debi torBic" string, // BIC of the debitor's account.

transfer noney to supports the IBAN-Only direct debit.

it's given).

whether it is required or not. [optional] Exanple:
"anount " nunber, // The anount to transfer.
" pur pose" string,

/'l The purpose of the transfer transaction [optional] Exanple:

/'l SEPA purpose code,

/1 Mandate ID that this direct debit order

I D of the source account's hol der [optional] Exanple:

Note: Neither finAPlI nor the involved bank servers are guaranteed to validate the debitor

the direct debit request mght still

" DE13700800000061110500"

Note: This field is optional if - and only if

You can find this out via GET /bankConnections/<id> |If no BICis given, finAPl wll

And then if the result value is not enpty, it will be used for the direct debit request

" DRESDEFF700"

Must be a positive decinal nunber with at nost two decinal places (e.g. 99.99) [required] Exanple:

"Test Paynent"

according to | SO 20022, external codes set. [optional] Exanmple: "OTHR'

is based on. [required] Exanple: "1"

/| <strong>Fornmat: </strong> ' YYYY- M\ DD

is based on [required] Exanple: "2018-01-01"

" DE02ABC01234567890"

nane. Even if the

be successful.

- the bank connection of the account that you want to
try to recognize

i ndependent of

99. 99




"endToEndl d"

string // End-To-End ID for the transfer transaction [optional] Exanple:

"001100550526"




Removed Type: Si ngl eMoneyTr ansf er Reci pi ent Dat a

Occurs in the following services:

POST /api / v*/ account s/ request SepaMoneyTr ansf er

Recipient data for a single money transfer order

"reci pi entName" : string, // Name of the recipient. Note: Neither finAPl nor the involved bank servers are guaranteed to validate the recipient nane. Even
if the recipient nane does not depict the actual registered account holder of the specified recipient account, the noney transfer request might still be
successful. This field is optional only when you pass a clearing account as the recipient. Oherwise, this field is required. [optional] Exanple: "Max

Must er mann”

"reci pientlban" : string, // IBAN of the recipient's account. This field is optional only when you pass a clearing account as the recipient. O herw se

this field is required. [optional] Exanple: "DE13700800000061110500"

"recipientBic" : string, // BIC of the recipient's account. Note: This field is optional when you pass a clearing account as the recipient or if the bank
connection of the account that you want to transfer nmoney from supports the IBAN-Only noney transfer. You can find this out via GET /bankConnections/<id>. |f
no BICis given, finAPl will try to recognize it using the given recipientlban value (if it's given). And then if the result value is not enpty, it will be
used for the noney transfer request independent of whether it is required or not (unless you pass a clearing account, in which case the value will always be

ignored). [optional] Exanple: "DRESDEFF700"

"clearingAccountld" : string, // Identifier of a clearing account. If this field is set, then the fields 'recipientName', 'recipientlban' and

"recipientBic' will be ignored and the recipient account will be the specified clearing account. [optional] Exanple: "BA- TUYEF7D24CCK6"

"endToEndl d" : string, // End-To-End ID for the transfer transaction [optional] Exanple: "001100550526"

"amount" : nunber, // The anmount to transfer. Must be a positive decimal nunber with at nost two decimal places (e.g. 99.99) [required] Exanple: 99.99

"purpose" : string, // The purpose of the transfer transaction [optional] Exanple: "Test Paynment"

"sepaPur poseCode" : string // SEPA purpose code, according to |SO 20022, external codes set. [optional] Exanple: "OTHR'







Removed Type: Support edDat aSour ce

Occurs in the following services:

CGET /api/v*/banks/ {id}

PGST /api / v*/ bankConnect i ons/ updat e
POST / api / v*/ bankConnecti ons/i nport
POST /api / v*/ bankConnecti ons/ connect I nterface
GET / api/v*/ bankConnecti ons/ {i d}
PATCH / api / v*/ bankConnect i ons/ {i d}
GET / api/v*/ bankConnecti ons

GET / api/v*/ bankConnections/{i ds}
GET /api/v*/banks/ {i ds}

CGET /api/v*/banks

[ "WEB_SCRAPER', " FI NTS_SERVER']




Removed Type: Support edOr der

Occurs in the following services:
CGET /api/v*/accounts/{id}
PATCH / api / v*/ account s/ {i d}
GET /api/v*/accounts

GET /api/v*/accounts/{ids}

[ " SEPA_MONEY_TRANSFER', " SEPA_ COLLECTI VE_MONEY_TRANSFER", " SEPA BASI C_DI RECT_DEBI T*, " SEPA_BASI C_COLLECTI VE_DI RECT_DEBI T*, " SEPA_B2B_DI RECT_DEBI T*, " SEPA_B2B_COLLE
CTI VE_DI RECT_DEBI T"]




Removed Type: Transacti onLi st

Occurs in the following services:

CGET /api/v*/transactions/{ids}

Container for data of multiple transactions

"transactions" : array of Transaction // <strong>Type: </strong> Transaction

Li st of transactions [required]

}




Removed Type: WebFor m

Occurs in the following services:

CET /api/v*/webFor s/ {id}

Container for a Web Form's data

"id" : integer [int64], // Wb Formidentifier, as returned in the 451 response of the REST service call that initiated the Web Form flow. [required]

Exanple: 1

"token" : string, // Token for the finAPI Wb Form page, as contained in the 451 response of the REST service call that initiated the Web Formflow (in the

'Location' header). [required] Exanple:

"03FhQ onBCIUL7r kRgBMCOF9KXI GL9p 7k PpWipuMKDD5QheRMPEIVzr 1xBcokaxZt 5PGRscn8Hl 8xuL8volLki r ocxgFl F7wUsB240R5ccSj f Pr u9v XTBHBEy cmBs8Rk2"

"status" : WebFornStatus, // <strong>Type: </strong> WebFor nft at us

Status of a Web Form Possi bl e val ues are:

NOT_YET_OPENED - the Web Form URL was not yet call ed;

- IN_PROGRESS - the Wb Form has been opened but not yet submitted by the user;

- COVPLETED - the user has opened and subnitted the Wb Form

- ABORTED - the user has opened but then aborted the Wb Form or the Wb Formwas aborted by the finAPl system because it has expired (this is the case when
a Wb Formis opened and then not submitted within 10 minutes) [required] Possible values: ["NOT_YET_OPENED',"I|N_PROGRESS", " COVWPLETED', " ABORTED'] Exanpl e:

" COWPLETED"
"servi ceResponseCode" : integer [int32], // HITP response code of the REST service call that initiated the Wb Formflow. This field can be queried as soon
as the status becomes COVPLETED or ABORTED. Note that it is still not guaranteed in this case that the field has a value, i.e. it might be null.

[required] [nul |l abl e] Exanple: 201

"servi ceResponseBody" : string // HTTP response body of the REST service call that initiated the Web Formflow. This field can be queried as soon as the
status becomes COVWPLETED or ABORTED. Note that it is still not guaranteed in this case that the field has a value, i.e. it mght be null. [required][nullable]
Exanple: "{\\n \\\"id\\\": 5\\n \\\"bankld\\\": 277672,\\n \\\"nane\\\": null,\\n \\\"bankingUserld\\\": null,\\n \\\"banki ngCustonerld\\\": null,\\n




\\\"banki ngPi M\\\": null,\\n \\\"type\\\": \W\\"DEMO\\",\\n \\\"updateStatus\\\": \\\"I N PROGRESS\\\",\\n \\\"categorizationStatus\\\": \\\"READY\\\" \\n
\\\ "Il ast Manual Update\\\": null,\\n \\\"lastAutoUpdate\\\": null,\\n \\\"ibanOnl yMoneyTransferSupported\\\": false,\\n \\\"ibanOnlyDirectDebit Supported\\\":
false,\\n \\\"collectiveMneyTransferSupported\\\": false,\\n \\\"defaultTwoStepProcedureld\\\": null,\\n \\\"twoStepProcedures\\\": [],\\n
\W\"interfaces\\\": [\\n {\\n \\\"interface\\\": \\\"XS2A\\\" \\n \\\"logi nCredential s\\\": [\\n{\\n \\\"label\\\": \\\"PSU-ID\\\",\\n \\\"val ue\\\":
VL0 "\ A n}, VA n{\\n \\\"label\\\": \\\"Passwort\\\",\\n \\\"value\\\": null\\n}\\n ],\\n \\\"defaul t TwoSt epProcedurel d\\\": null,\\n

\W\"twoSt epProcedures\\\": [\\n{\\n \\\"procedureld\\\": \\\"DEMO TSP-O1\\\ ", \\n \\\"procedureNane\\\": \\\"SMS\\\" \\n \\\"procedureChall engeType\\\":
VWU TEXTWWA ", \An \\\"inplicitExecute\\\": false\\n},\\n{\\n \\\"procedureld\\\": \\\"DEMO TSP-02\\\",\\n \\\"procedureName\\\":

VWAV PUSHWA " VA n\\ \ " procedur eChal | engeType\\\": \\\"TEXT\\\",\\n \\\"inplicitExecute\\\": false\\n}\\n ]J,\\n \\\"aisConsent\\\": {\\n\\\"status\\\":

VAWV NOT_PRESENTA A " A\ n\\\ "expiresAt\\\": null\\n },\\n \\\"lastManual Update\\\": null,\\n \\\"lastAutoUpdate\\\": null\\n}\\n ],\\n \\\"accountlds\\\":
[\\n 5\\n ],\\n \\\"owners\\\": null,\\n \\\"furtherLogi nNot Recomrended\\\": false,\\n \\\"bank\\\": {\\n\\\"id\\\": 277672, \\n\\\"name\\\": \\\"Fi nAPI
Test Bank\\\ ", \\n\\\"logi nH nt\\\": nul I , A\n\\\"bic\\\": null \\n\\\"blzs\\\": [\\n \\\"00000000\\\"\\n],\\n\\\"bl z\\\":

VA1V "00000000N NN " A\ "Tocation\\\": nul I, \\m\\\"city\\\": null , \\n\\\"isSupported\\\": true,\\n\\\"isTestBank\\\": true, \\n\\\"popul arity\\\":
L,\\nm\\\"heal th\\\": 100,\\n\\\ "l ogi nFi el dUserl d\\\": \\\"Onlinebanking-1D\\\",\\n\\\"I ogi nFi el dCustoner | d\\\": null,\\n\\\"I ogi nFi el dPi n\\\":
VWA"PENVA" ANV N\ "pinsAreVol atil e\\\": false,\\n\\\"isCustonerldPassword\\\": false,\\n\\\"supportedDataSources\\\": [\\n

\W\V"FIENTS_SERVER\\\ "\\n],\\n\\\"interfaces\\\": [\\n {\\n\\\"interface\\\": \\\"FINTS_SERVER\\\ ", \\n\\\"t ppAut henti cati onG oup\\\":

nul I ,\\n\\\ "l oginCredential s\\\":[\\n {\\n\\\"label\\\": \\\"Onlinebanking-I1D\\\",\\n\\\"isSecret\\\": false,\\n\\\"isVolatile\\\": false\\n
FoAAn{\VAnm\\ V" Tabel VAWV ANV PENVAY AN\ A\ "isSecret\\\": true,\\n\\\"isVolatile\\\": false\\n }\\n],\\n\\\"properties\\\": [],\\nm\\\"loginH nt\\\": null\\n
}o\\n o {A\nm\\\"interface\\\": \\\"XS2A\\\ " A\ n\\\ "t ppAut henti cati onG oup\\\": null,\\n\\\"logi nCredential s\\\": [\\n {\\n\\\"label\\\": \\\"PSU

DWW A\ n\\\ "isSecret\\\": false, \\n\\\"isVolatile\\\": false\\n },\\n {\\n\\\"label\\\": \\\"Passwort\\\",\\n \\\"isSecret\\\":
true,\\nm\\\"isVolatile\\\": false\\n }\\n],\\n\\\"properties\\\": [],\\nm\\\"loginH nt\\\": null\\n }\\n],\\n\\\"Ilast Conmmuni cati onAttenpt\\\": \\\"2019-08-30
06: 10: 55. 000\ \ \ ", \\ n\\\ " | ast Successful Cormuni cation\\\": \\\"2019-08-30 06: 10: 55. 000\\\"\\n }\\n}"

}




Removed Type: WebFor mvbde

Occurs in the following services:
GET /api/v*/clientConfiguration
PATCH / api/v*/client Configuration

["1 NTERNAL", " EXTERNAL", " DI SABLED"]




Removed Type: WebFor nt at us

Occurs in the following services:
CET /api/v*/webFor s/ {id}

[*NOT_YET_OPENED", "I N_PROGRESS", " COVPLETED", " ABORTED"]




